Plan de leçon: Comprendre la cyberintimidation : Ça va ?
Niveau Scolaire Suggéré : 1er cycle du secondaire (Secondaire 1 et 2 - équivalent 7e et 8e année en Ontario)
Matières : Éthique et culture religieuse (ECR), Français, Monde contemporain (si applicable), Développement de l'élève
Objectifs d'apprentissage : Les élèves seront capables de :
1. Identifier les différentes réactions et émotions associées à la cyberintimidation, telles que présentées dans la transcription.
2. Reconnaître les phrases et les actions indicatives de la cyberintimidation et des réponses inefficaces.
3. Discuter de l'impact de la cyberintimidation sur le bien-être émotionnel des individus.
4. Formuler des stratégies efficaces pour réagir à la cyberintimidation, à la fois en tant que cible et en tant que témoin.
5. Identifier les adultes de confiance et les ressources de soutien en cas de cyberintimidation.
Matériel :
· Transcription de "CyberBullying - Are you Okay?" en français (traduction ci-dessous)
· Tableau blanc ou tableau à feuilles
· Marqueurs
· Feuille d'activités : "Réactions et réponses"
· Optionnel : Petits papiers pour des questions/scénarios anonymes
Traduction du Transcript "CyberBullying - Are you Okay?" pour le Contexte Québecois:
Cyberintimidation - Ça va ?
[00:00:00] Oh mon Dieu, c'est réussi. [00:01:00] Je suis tellement pathétique. Oh mon Dieu. Bonjour, mon cher ami, j'apprécie que vous portiez cela à mon attention. Raquel Noah a, euh, eh bien, un historique d'incidents. Pourquoi sont-ce toujours les plus discrets qui sont ciblés ? Nous prenons l'intimidation très au sérieux. Nous ne pouvons pas surveiller l'internet, bien sûr, mais je ferai un rapport. [00:02:00] Oh, désolé. Oh mon Dieu. Je suis tellement désolé. Hé, ça va ? [00:03:00] Hé le Rat. Tu es plutôt silencieux. Ces jeunes t'embêtent encore. Hé, ne laisse pas ces idiots sur internet t'atteindre. Tu as de la chance de nos jours. Tu peux juste les bloquer. Affaire classée. [00:04:00] [00:05:00] Ça va ? Hé. [00:06:00] Ça va ? Man ? Ça craint. Je ressens vraiment ça. Je sais [00:07:00] n'est-ce pas.

Procédure du Plan de Leçon (Français Québecois):
Partie 1 : Préparer le terrain et réactions initiales (15 minutes)
1. Mise en contexte/Introduction (5 min) : Commencez par indiquer que la leçon d'aujourd'hui explorera un sujet sérieux : la cyberintimidation. Soulignez que la classe est un espace sûr pour la discussion et que du soutien est disponible.
2. Lecture de la transcription (10 min) : Lisez la transcription à voix haute à la classe, ou demandez aux élèves de la lire silencieusement. C'est un texte court et fragmenté, alors lisez-le avec des pauses pour transmettre l'impact émotionnel. Après la lecture, demandez des réactions initiales et ouvertes : « Qu'avez-vous entendu ? », « Quels sentiments cela vous a-t-il évoqués ? », « Que pensez-vous qu'il se passe ici ? »
Partie 2 : Décortiquer la transcription – Voix et émotions (25 minutes)
1. Identifier les voix (10 min) : En classe, essayez d'identifier les différentes « voix » ou perspectives dans la transcription. Guidez les élèves pour reconnaître :
· La victime (« Je suis tellement pathétique. Oh mon Dieu. Man ? Ça craint. »)
· L'adulte/le personnel scolaire concerné (« Nous prenons l'intimidation très au sérieux. Je ferai un rapport. »)
· Le pair peu serviable/le commentaire dismissif (« ne laisse pas ces idiots sur internet t'atteindre. Tu peux juste les bloquer. Affaire classée. »)
· L'intimidateur direct (« Hé le Rat. »)
· L'ami de soutien (« Ça va ? »)
2. Impact émotionnel (15 min) :
· Pour chaque voix, discutez des émotions véhiculées. Pour la victime, explorez les sentiments de tristesse, d'impuissance et de dévalorisation. Pour l'adulte, l'inquiétude et le sens du devoir. Pour le pair peu serviable, peut-être un manque d'empathie ou une vision simpliste du problème.
· Discutez des phrases comme « Je suis tellement pathétique » et « Man ? Ça craint. » Comment ces phrases montrent-elles ce que la personne ressent ? Quel effet des mots comme « Hé le Rat » ont-ils ?
Partie 3 : Comprendre la cyberintimidation et les réponses efficaces (30 minutes)
1. Définir la cyberintimidation (10 min) : En vous basant sur la transcription et les connaissances antérieures, demandez aux élèves de contribuer à une définition de la cyberintimidation pour la classe. Soulignez qu'il s'agit d'un acte répété et intentionnel de nuisance utilisant la communication électronique. Discutez pourquoi « Affaire classée » ou « juste les bloquer » pourraient ne pas être suffisants.
2. Stratégies efficaces (15 min) : Divisez les élèves en petits groupes. Donnez-leur la feuille d'activités "Réactions et réponses". Demandez-leur de réfléchir à :
· Que pourrait faire la personne cyberintimidée ? (par exemple, en parler à un adulte, conserver des preuves, bloquer, ne pas répondre).
· Que pourrait faire un témoin (quelqu'un qui voit ce qui se passe) ? (par exemple, intervenir, soutenir la victime, le signaler).
· Que pourrait faire l'adulte au-delà de « faire un rapport » ? (par exemple, écouter, offrir un soutien émotionnel, impliquer les parents, imposer des conséquences).
· Pourquoi la question « Ça va ? » est-elle importante ?
3. Référence culturelle (Contexte québécois) (5 min) :
· Signalement : Discutez du processus de signalement formel dans les écoles québécoises, tel que prévu par le Plan de lutte contre l'intimidation et la violence. Qui est responsable (enseignants, direction) ? Quelles sont les étapes ?
· Services de soutien : Mentionnez des ressources comme Jeunesse, J'écoute (1-800-668-6868), les intervenants en milieu scolaire (par exemple, travailleurs sociaux, psychologues) et les services de santé mentale disponibles au Québec pour les élèves affectés par l'intimidation.
Partie 4 : Conclusion et autonomisation (10 minutes)
1. Partage en classe entière (5 min) : Rassemblez les groupes pour partager leurs stratégies. Consolidez les réponses efficaces au tableau.
2. Autonomisation et ressources (5 min) : Réitérez que la cyberintimidation est grave, mais qu'il existe toujours des moyens d'obtenir de l'aide et du soutien. Rappelez aux élèves l'engagement de l'école envers la sécurité et les ressources disponibles. Soulignez le pouvoir de l'empathie et de tendre la main à quelqu'un avec un simple « Ça va ? »

Correlation with the Ontario Curriculum Guides (French Lesson Plan - Translated Expectations):
Ce plan de leçon s'aligne avec plusieurs résultats du Programme-cadre de l'Ontario pour les 6e à 8e années (ou le 1er cycle du secondaire au Québec), traduits pour le contexte francophone :
· Éducation physique et à la santé (ÉPS) – Vie saine (Sécurité personnelle et prévention des blessures & Relations saines) :
· 6e année (B3.1) : Décrire divers types d'intimidation, d'abus et de harcèlement, y compris la cyberintimidation, et identifier les façons appropriées d'y réagir. Corrélation : Aborde directement la cyberintimidation, son impact et les stratégies de réponse.
· 7e année (B3.1) : Décrire diverses formes d'intimidation, d'abus et de harcèlement, y compris les formes fondées sur le genre et en ligne, et identifier des stratégies efficaces pour les prévenir et les traiter. Corrélation : Renforce la compréhension et les stratégies pour l'intimidation en ligne.
· 8e année (B3.1) : Expliquer diverses formes d'abus et de harcèlement, y compris le cyberharcèlement et le harcèlement sexuel, et décrire des stratégies efficaces pour les prévenir et y réagir. Corrélation : Approfondit la compréhension des différentes formes et des réponses complexes.
· 6e-8e années (B2.1) : Décrire et démontrer des stratégies pour communiquer efficacement, pour résoudre les conflits et pour bâtir et maintenir des relations saines. Corrélation : Encourage la communication empathique et les compétences en résolution de conflits dans le contexte de la cyberintimidation.
· Français, langue d'enseignement – Communication orale & Littératie médiatique :
· 6e-8e années (1.2 Écouter pour comprendre) : Écouter pour comprendre les informations et les idées présentées dans des textes oraux et pour réagir aux idées des autres. Corrélation : Les élèves écoutent activement la transcription et les discussions, analysant différentes perspectives.
· 6e-8e années (2.2 Faire des inférences/Interpréter des messages) : Interpréter des messages médiatiques, en faisant des inférences sur l'idée principale et sur certaines des façons dont le message est transmis. Corrélation : Les élèves interprètent les messages émotionnels et sociaux contenus dans la transcription.
· 6e-8e années (2.3 Établir des liens) : Établir des liens entre les textes médiatiques et leurs propres connaissances et expériences, et avec l'actualité. Corrélation : Les élèves connectent les scénarios de la transcription aux expériences du monde réel et aux problèmes plus larges de la sécurité en ligne.
· Sciences humaines / Éducation au caractère :
· 6e-8e années : Développer l'empathie, le respect et la citoyenneté responsable. Corrélation : La leçon favorise l'empathie envers les victimes d'intimidation, encourage un comportement respectueux en ligne et souligne le rôle des témoins dans la création d'une communauté en ligne plus sûre.



