Lesson Plan: What is Cyberbullying?    Grade Level: 7-8
Ontario Curriculum Outcomes Correlation:
· Language Arts (Grades 7-8):
· Reading and Literature Studies: Students will demonstrate an understanding of a variety of literary, informational, and graphic texts, and will interpret them in order to make inferences and draw conclusions. (Students will analyze the video's case studies to identify cyberbullying and its impact).
· Oral Communication: Students will listen in order to understand and respond appropriately in a variety of situations for a variety of purposes. They will use speaking skills and strategies to communicate with a variety of audiences for a variety of purposes. (Students will engage in discussions about the ethical implications of online actions and strategies for intervention).
· Media Literacy (Integrated within Language Arts): Students will understand that media messages are constructed, for what purposes, and how they can influence audiences. They will develop skills to use media safely and responsibly. (Students will learn to critically evaluate online interactions and understand the permanence of digital content).
· Health and Physical Education (HPE) (Grades 7-8):
· Healthy Living: Students will demonstrate the ability to make informed choices that contribute to their physical and mental well-being and to develop a sense of personal responsibility for their health. (Students will learn to recognize and respond to cyberbullying, which impacts mental health and personal safety).
· Social-Emotional Learning (SEL) Skills: Students will apply critical thinking skills to analyze information, make decisions, and solve problems, including in situations related to their health and well-being. (Students will practice decision-making in cyberbullying scenarios, learn empathy, and develop strategies for self-protection and supporting others).
· Social Studies (Grades 7-8, Citizenship Education):
· Rights and Responsibilities: Students will understand their rights and responsibilities as digital citizens, including the legal implications of certain online behaviours. (Students will learn about responsible online conduct and the serious consequences of cyberbullying).
Objectives:
· Students will be able to define cyberbullying and distinguish it from harmless online interactions.
· Students will identify various forms of cyberbullying (e.g., spreading rumors, posting harmful content, doxxing).
· Students will learn practical steps to take if they or someone they know is cyberbullied, including documentation, blocking, and reporting.
· Students will understand the importance of not sharing personal information online and the role of bystanders.
Materials:
· Transcript of the video "What is Cyberbullying?"
· Whiteboard or projector
· Markers
· Paper and pens/pencils for note-taking, group work, and quiz
· Chart paper for group brainstorming (optional)


Instructional Activities:
1. Introduction & Brainstorm (10 minutes):
· Begin by asking students: "What comes to mind when you hear the word 'bullying'? How is 'cyberbullying' different or similar?"
· Discuss that cyberbullying happens online and can take many forms. Introduce the video, explaining it will provide clear examples.
2. Video Viewing & Case Analysis (15 minutes):
· Play the educational video corresponding to the transcript.
· Instruct students to pay close attention to each of the three examples (Maddie/Shonda, Malcolm/Lucas, Jayden/Dylan) and note:
· What happened in each case.
· Whether it was identified as cyberbullying.
· What actions the victims could take.
3. Small Group Discussion: Examining the Cases (20 minutes):
· Divide students into small groups (3-4 students).
· Assign each group one of the three scenarios from the video.
· Guiding Questions for each scenario:
· "Do you agree with the video's conclusion (cyberbullying or not)? Why or why not?"
· "What was the intent behind the bully's actions?"
· "What impact might this have on the victim?"
· "What specific steps could be taken by the victim, and by bystanders who witnessed it?" (Focus on the importance of screenshots and telling a trusted adult).
4. Whole Class Debrief & Action Strategies (15 minutes):
· Bring the class back together. Have each group briefly present their analysis of their assigned scenario.
· Facilitate a discussion on common themes:
· Intent vs. Impact: Even if harm wasn't intended (like Jayden's photo), if there's a negative impact, it needs to be addressed.
· Bystander Responsibility: In the Jayden/Dylan case, if Jayden doesn't delete, he contributes. Discuss how other students in Shonda's group text could have responded differently.
· Personal Information: Emphasize "never give out personal information to strangers."
· Cultural Reference: Discuss Canadian resources like Kids Help Phone (1-800-668-6868) or MediaSmarts (a Canadian not-for-profit centre for digital and media literacy) that offer support and resources for youth dealing with cyberbullying, reinforcing that help is available and accessible across Canada.
5. Role-Playing / "What Would You Do?" Scenarios (10 minutes):
· Present one or two new, short cyberbullying scenarios (e.g., someone creates a fake social media account to spread rumors, or posts a mean comment on your photo).
· Ask students (individually or in pairs) to briefly outline the steps they would take, incorporating the strategies learned (screenshot, block, tell an adult, report).
6. Conclusion & Reinforcement (5 minutes):
· Recap the definition of cyberbullying: "harmful or mean content about someone else on the internet, social media apps, texts, video games, or digital devices."
· Reiterate the key message: "If you see something, say something." Emphasize that being kind online and reporting harm are crucial for creating a safer online community for everyone

