Digital Footprint - Lesson Plan: Grade 1 - My Digital Trail: What I Leave Behind
Grade Level: 1 Subject: Health and Physical Education (HPE) Strand: Healthy Living Topic: My Digital Trail: What I Leave Behind Time Allotment: 40-50 minutes
Overall Expectations (Ontario HPE Curriculum, Grade 1):
· Healthy Living: D2. demonstrate an understanding of the actions that can be taken to ensure their personal safety and apply them in a variety of situations.
Specific Expectations (Ontario HPE Curriculum, Grade 1):
· D2.1 identify people and strategies that can help them stay safe, and describe how to seek help in unsafe situations (e.g., trusted adults, school staff; saying “no”, getting away, telling an adult).
· D2.2 identify personal information that should not be shared with others without permission (e.g., name, address, phone number).
Learning Goals: Students will be able to:
· Understand that actions and pictures online can stay there forever (digital trail).
· Identify examples of information that should be kept private online.
· Explain that a trusted adult should always be asked before posting anything online.
Success Criteria: I will know I have been successful if I can:
· Give an example of something that leaves a "digital trail."
· Sort information into "private" and "okay to share with adult permission" categories.
· Tell a trusted adult before posting a picture or sharing information online.
Materials:
· Whiteboard or chart paper and markers.
· Pictures of various online activities (e.g., playing a game, watching a video, posting a drawing, taking a photo with family).
· "Private Info" and "Share with Permission" labels.
· Worksheet: "My Digital Trail" (a path or line for students to draw/write what they might put online).
Prior Learning: Students should have a basic understanding of what the internet is (games, videos) and know what a trusted adult is.

Lesson Sequence:
1. Activation (Minds-On) - (10 minutes)
· Footprint Fun: Ask students to stand up and walk around the room. "Look at the floor, can you see your footprints?" (No, unless it's messy). "But imagine if every step you took left a little mark that stayed there forever!"
· "Today, we're going to talk about our 'Digital Trail.' It's like the marks we leave when we use computers, tablets, or phones. Even though we can't see them, they can stay there for a very, very long time!"
· Connect to the transcript: "Anything you post online, you're stuck with."
2. Action (Working On It) - (25 minutes)
· What is a Digital Trail?
· Show pictures of online activities. "When you play a game, or watch a video, or maybe even post a drawing online, you're leaving a little 'digital trail'."
· "The video says 'once you put something online, it can be there forever.' That means even if you try to delete it, someone might have saved it!"
· Activity: Digital Trail Drawing: Distribute the "My Digital Trail" worksheet. Have students draw or write one thing they might do or see online that leaves a "trail" (e.g., playing a game, posting a drawing, sending a message).
· Private Information & Trusted Adults:
· "Some parts of our digital trail are okay, but some parts are like our special secrets – private information – that we should never share online without asking a trusted adult first."
· "What kind of information do we keep private?" (Reinforce: full name, address, phone number, school, where they are right now). Link to HPE D2.2.
· Activity: Share or Keep Private? Hold up pictures/words of different information (e.g., "my favorite animal," "my full name," "where I live," "my drawing of a cat"). Have students sort them into "Private" (don't share) and "Share with Permission" (show to a trusted adult first). Emphasize that any posting needs adult permission.
· Reiterate from the transcript: "always tell an adult you trust immediately." (HPE D2.1).
3. Consolidation (Minds-On/Summary) - (10-15 minutes)
· Quick Check:
· "If you post a picture of your drawing online, can it stay there forever?" (Yes).
· "Who should you always ask before you post anything online?" (A trusted adult).
· "What is one piece of information you should always keep private online?" (Elicit examples).
· "Ask an Adult" Pledge: As a class, repeat: "Before I post, I will ask an adult!"
· Wrap-up: "Great job understanding your digital trail! Remember, just like footprints, our online marks can stay. So, always think before you post, and always, always ask a trusted adult first. This helps keep you safe!"
Assessment:
· Formative:
· Observation: Monitor student participation in discussions and sorting activity.
· "My Digital Trail" Worksheet: Review for understanding of concepts and ability to identify relevant information.
Differentiation:
· Support for Diverse Learners:
· Use highly visual aids and real-life examples.
· Provide pre-written words or pictures for sorting activities.
· Allow drawing instead of writing on worksheets.
· Pair with a peer for support during activities.
· Extension for Advanced Learners:
· Discuss the difference between sharing with a trusted family member online versus a stranger.
· Brainstorm why someone might want to save a picture you posted.
Cross-Curricular Connections:
· Language Arts: Listening and speaking, drawing and labeling.
· Visual Arts: Expressing ideas through drawing.

