Quiz: Digital Safety 101
Name: ____________________________ Date: ____________________________
Instructions: Read each question carefully and circle the best answer or fill in the blank. You may refer to the "Digital Safety 101" transcript if needed.

Part 1: Cybersecurity Basics (4 points)
1. What is cybersecurity mainly designed to protect? a) Only your computer. b) Your computer, smartphone, and other devices from being hacked or attacked. c) Your TV and gaming console. d) Your house from strangers.
2. Cybersecurity helps prevent unwanted access to your personal information, photos, and _______________.
3. According to the transcript, why is cybersecurity essential? a) Because everyone wants to be famous online. b) Because people are constantly trying to access your information without permission. c) To help you make new friends online. d) To make your devices work faster.
4. Name two steps you can take to protect yourself with cybersecurity.
1. 
2. 

Part 2: Social Media and Risks (5 points)
5. What is one potential risk associated with sharing too much personal information on social media? a) You might get too many likes. b) You could become famous overnight. c) Cyberbullying, identity theft, and other online harassment. d) Your friends might get jealous.
6. True / False: It's important to be mindful of the content you post on social media and who you interact with.
7. True / False: Social media has no risks, only benefits.
8. True / False: You should share your daily routine and exact location on social media to keep your friends updated.
9. True / False: It's okay to accept friend requests from anyone, even if you don't know them.

Part 3: Understanding and Responding to Cyberbullying (6 points)
10. What is cyberbullying? a) A type of game played online. b) Using technology to harass, intimidate, or hurt someone. c) Sharing funny videos with friends. d) Blocking someone you don't like online.
11. Which of these is NOT a form of cyberbullying mentioned in the transcript? a) Spreading rumors. b) Making hurtful comments. c) Asking for help from a trusted adult. d) Posting embarrassing photos.
12. Describe two harmful effects cyberbullying can have on victims.
1. 
2. 
13. If you or someone you know is being cyberbullied, what is one important thing you should NOT do? a) Document the incident. b) Tell a trusted adult. c) Retaliate (fight back). d) Report it to the website/platform.
14. List two important things you SHOULD do if you or someone you know is being cyberbullied.
1. 
2. 

Total: 15 points
