Corrélation au curriculum
Qu’est-ce que la cyberintimidation?
Aligné au curriculum de l’Ontario (4e–8e année)
ÉPS • Sciences et technologie • Français

What is CyberBullying?  


Aperçu
La vidéo présente trois situations d’élèves pour expliquer la cyberintimidation et enseigne :
• Comment les comportements blessants se propagent en ligne
• Les impacts émotionnels et sociaux sur les victimes
• Les stratégies sécuritaires : bloquer, signaler, conserver des preuves
• L’importance d’obtenir la permission avant de publier des photos
Ce document établit les liens avec les volets du curriculum ontarien en ÉPS, Sciences et technologie et Français.


Éducation physique et santé (ÉPS)
	Attente / Résultat
	Volet / Niveau
	Lien vidéo

	Identifier les comportements d’intimidation et de cyberintimidation et leurs effets.
	Volet D – Vie saine (4e–8e)
	Scénario 1 : photo modifiée pour embarrasser une élève (0:10–0:40).

	Utiliser des stratégies pour demander de l’aide ou soutenir un pair.
	Volet A – Compétences socioémotionnelles
	Prendre des captures d’écran, bloquer, parler à un adulte (0:40–1:00).

	Expliquer l’importance d’obtenir le consentement avant de publier du contenu.
	Volet D – Sécurité personnelle
	Scénario 3 : une photo amusante devient blessante; demander la permission (2:20–3:00).




Sciences et technologie
	Attente / Résultat
	Volet
	Lien vidéo

	Décrire les risques liés aux outils de communication numériques.
	Volet A – Technologie et société
	Scénario 2 : des joueurs en ligne diffusent de faux renseignements personnels (1:00–2:00).

	Expliquer comment le contenu numérique peut être copié ou mal utilisé.
	Volet A – Systèmes numériques
	Les messages blessants se propagent vite dans les groupes (0:20–0:40).

	Identifier des comportements technologiques sécuritaires.
	Volet A – Sécurité numérique
	Bloquer et signaler; ne jamais partager d’informations personnelles (1:50–2:10).




Français – Littératie médiatique
	Attente / Résultat
	Volet
	Lien vidéo

	Interpréter les messages explicites et implicites d’un texte médiatique.
	Compréhension orale/médiatique
	Explique les intentions blessantes versus les erreurs involontaires (2:10–3:00).

	Évaluer la crédibilité et l’objectif d’un message numérique.
	Littératie numérique
	Discute des mensonges et exagérations du scénario 2 (1:00–2:00).

	Utiliser la communication pour exprimer des réactions sécuritaires.
	Production écrite/orale
	Encourage à décrire les gestes sécuritaires : bloquer, signaler, demander de l’aide (0:40–1:00).



