Corrélation au curriculum – Comment être un bon citoyen numérique
Aperçu
Ce document présente les liens entre la vidéo éducative « How to Be a Good Digital Citizen » et le curriculum de l’Ontario en Éducation physique et santé (ÉPS), Sciences et technologie et Français. La vidéo traite du respect en ligne, de la gestion des conflits avec des « trolls », de la protection des renseignements personnels, de l’empreinte numérique et de la vérification de l’information en ligne.
Éducation physique et santé (ÉPS)
Volets pertinents : Volet A – Compétences socioémotionnelles; Volet D – Vie saine (sécurité personnelle, comportements liés aux technologies).
	Attente / Résultat (résumé)
	Volet / Niveau
	Segment de la vidéo

	Démontrer des comportements respectueux et responsables dans ses interactions (y compris en ligne).
	Volet A & Volet D (4e–8e année)
	« Traite les autres comme tu voudrais être traité »; explication que l’intimidation et les insultes en ligne ont des conséquences réelles.

	Utiliser des stratégies pour gérer les conflits et comportements négatifs en ligne.
	Volet A – Compétences socioémotionnelles
	Conseil de ne pas répondre aux trolls (« ne pas nourrir les trolls ») afin de ne pas amplifier le conflit.

	Comprendre l’importance de protéger sa vie privée et de réfléchir avant de publier.
	Volet D – Sécurité personnelle
	Mise en garde contre le partage de renseignements sensibles (adresse, numéro de téléphone, etc.) et sur la durée d’une empreinte numérique.





Sciences et technologie
Volet pertinent : Volet A – Compétences et liens en STIM (Technologie et société; sécurité et responsabilité).
	Attente / Résultat (résumé)
	Volet / Niveau
	Segment de la vidéo

	Décrire comment les outils numériques (forums, médias sociaux, messagerie) sont utilisés pour communiquer et leurs effets sur les personnes.
	Volet A – Technologie et société (4e–8e année)
	Référence aux forums, sections de commentaires et médias sociaux; insiste sur l’impact des comportements négatifs sur les utilisateurs.

	Identifier les risques liés au partage d’informations personnelles en ligne et comment se protéger.
	Volet A – Sécurité numérique
	« Sois extrêmement prudent avec tes infos personnelles » et recommandation d’éviter de publier des détails sensibles.

	Comprendre que le contenu numérique peut être copié, partagé et conservé longtemps.
	Volet A – Compétences STIM
	« Une fois que tu publies quelque chose, tu perds le contrôle… ton empreinte numérique peut durer des années. »





Français – Littératie médiatique et numérique
Volets pertinents : Littératie numérique (citoyenneté numérique); Compréhension orale/médiatique; Production écrite.
	Attente / Résultat (résumé)
	Volet / Niveau
	Segment de la vidéo

	Interpréter des messages médiatiques sur la citoyenneté numérique et la sécurité en ligne.
	Littératie numérique (4e–8e année)
	La vidéo explique comment être un « bon citoyen numérique » : respect, prudence, vérification des sources.

	Repérer les messages explicites et implicites d’un texte médiatique.
	Compréhension orale/médiatique
	Messages explicites : ne pas intimider, ne pas voler le contenu, réfléchir avant de publier. Messages implicites : préserver sa réputation et agir de façon éthique.

	Utiliser la pensée critique pour créer un code de conduite numérique personnel ou de classe.
	Production écrite / orale
	Les règles proposées peuvent servir de base à l’élaboration de règles de citoyenneté numérique en classe.



