Corrélation au curriculum – Sécurité numérique 101
Aperçu
Ce document présente les liens entre la vidéo éducative « Digital Safety 101 » et le curriculum ontarien en Éducation physique et santé (ÉPS), Sciences et technologie, et Français. La vidéo explique la cybersécurité, la sécurité sur les réseaux sociaux, la cyberintimidation, et la protection de l’information personnelle.
Éducation physique et santé (ÉPS)
	Attente / Résultat
	Volet
	Segment de la vidéo

	Comprendre les comportements sécuritaires en ligne et la protection des renseignements personnels.
	Volet D – Sécurité personnelle (4e–8e année)
	Cybersécurité : mots de passe, logiciels de sécurité, éviter les liens suspects.

	Comprendre les effets de la cyberintimidation sur le bien-être émotionnel.
	Volet A – Compétences socioémotionnelles / Volet D – Vie saine
	La vidéo décrit les conséquences : tristesse, anxiété, baisse d’estime de soi.

	Appliquer des stratégies pour réagir aux situations numériques risquées.
	Volet D – Compétences de vie saine
	Documenter, ne pas répliquer, informer un adulte, signaler la plateforme.


Sciences et technologie
	Attente / Résultat
	Volet
	Segment de la vidéo

	Décrire comment les technologies conservent, partagent et protègent l’information.
	Volet A – Compétences STIM
	Cybersécurité : protéger les appareils et données contre les attaques.

	Analyser les risques liés aux réseaux sociaux et outils numériques.
	Volet A – Technologie et société
	Partage excessif, vol d’identité, harcèlement.

	Identifier et utiliser des pratiques sécuritaires en ligne.
	Volet A – Sécurité et responsabilité
	Éviter les courriels suspects, utiliser des sites fiables, protéger son identité.


Français – Littératie médiatique et numérique
	Attente / Résultat
	Volet
	Segment de la vidéo

	Interpréter et évaluer des messages médiatiques portant sur la sécurité numérique.
	Littératie numérique
	Conseils sur la protection des données et comportement responsable.

	Repérer les messages explicites et implicites dans un texte médiatique.
	Compréhension orale/médiatique
	Explicite : étapes de cybersécurité. Implicite : la vigilance protège l’utilisateur.

	Produire des réflexions sur les comportements numériques sécuritaires.
	Production écrite
	Invitation à réfléchir à ses propres habitudes numériques.



