Plan de leçon: Être un bon citoyen numérique
Niveau Scolaire Suggéré : 1er et 2e cycle du secondaire (Secondaire 1 à 3 - équivalent 7e à 9e année en Ontario)
Matières : Éthique et culture religieuse (ECR), Français, Monde contemporain (si applicable), Développement de l'élève
Objectifs d'apprentissage : Les élèves seront capables de :
1. Définir « citoyen numérique » et expliquer l'importance d'un comportement en ligne responsable pour une expérience en ligne plus fluide et plus sûre.
2. Identifier au moins cinq principes clés d'une bonne citoyenneté numérique tels que décrits dans la transcription.
3. Analyser les conséquences négatives potentielles de ne pas pratiquer une bonne citoyenneté numérique (par exemple, conséquences réelles de la négativité, perte de contrôle de l'empreinte numérique, risques pour la sécurité personnelle).
4. Élaborer des stratégies pour une interaction en ligne respectueuse, gérer les « trolls » en ligne, respecter la propriété intellectuelle, protéger les informations personnelles et évaluer de manière critique les informations en ligne.
5. S'engager à appliquer ces principes dans leurs activités quotidiennes en ligne.
Matériel :
· Transcription de "How to be a good digital citizen" en français (affichée centralement ou une copie par élève pour référence)
· Tableau blanc ou tableau à feuilles
· Marqueurs
· Feuille d'activités : "Mon Code de Citoyenneté Numérique" (modèle fourni ci-dessous)
· Optionnel : Cartes « Dilemme numérique » pour discussion en groupe (par exemple, « Vous voyez un ami partager un mème méchant sur quelqu'un », « Vous trouvez une image cool en ligne que vous voulez pour votre projet »).
Mon Code de Citoyenneté Numérique (Feuille d'activités)
Mon Code de Citoyenneté Numérique
Moi, ____________________________ (Votre Nom), je promets d'être un bon citoyen numérique.
Cela signifie que je vais :
1. Être Respectueux : Je traiterai les autres en ligne comme j'aimerais être traité, en parlant gentiment et en évitant les disputes.
2. Ignorer les Trolls : Je ne répondrai pas aux personnes qui essaient de causer des problèmes en ligne.
3. Respecter le travail des autres : Je demanderai la permission ou donnerai crédit si je veux utiliser du matériel qui ne m'appartient pas.
4. Réfléchir avant de publier : Je me souviendrai qu'une fois que quelque chose est en ligne, cela peut y rester pour toujours, et je ne publierai rien qui pourrait me nuire plus tard.
5. Protéger mes infos : Je ne publierai jamais de détails personnels comme mon adresse ou mon numéro de téléphone.
6. Questionner ce que je lis : Je vérifierai si l'information en ligne est vraie avant de la croire ou de la partager.
Je suivrai ces règles pour rendre Internet plus sûr et plus fluide pour tout le monde, y compris moi-même.
Signé : ____________________________ Date : ____________________________

Traduction du Transcript "How to be a good digital citizen" pour le Contexte Québecois:
Comment être un bon citoyen numérique
[00:00:00] Peu importe où vous allez en ligne, être un bon citoyen numérique peut rendre votre expérience en ligne beaucoup plus fluide et plus sûre. Heureusement, vous pouvez devenir un meilleur citoyen numérique en quelques étapes seulement. Premièrement, traitez toujours les autres comme vous aimeriez être traité. Lorsque vous parcourez les forums, les sections de commentaires et les médias sociaux.
N'oubliez pas que vous interagissez avec de vraies personnes, alors soyez respectueux. Et parlez comme vous le feriez si vous étiez face à face. Insulter, intimider ou se disputer avec les gens ne fait qu'aggraver les choses, et ce genre de négativité peut avoir des conséquences réelles. Ensuite, ne nourrissez pas les trolls que vous rencontrez. Les trolls sont des personnes qui aiment agacer ou se disputer avec les autres, et on les trouve dans les sections de commentaires, les forums de discussion ou partout ailleurs où ils peuvent causer des perturbations.
Malheureusement, ils sont également assez courants. Si vous rencontrez un troll, il est préférable de ne pas interagir avec lui [00:01:00], car toute réponse l'encouragera probablement à poursuivre son comportement. Ne prenez pas de matériel qui ne vous appartient pas. Bien qu'il semble facile de revendiquer le travail d'autrui pour votre propre usage. Vous avez toujours besoin d'une permission pour utiliser du matériel qui ne vous appartient pas.
Pensez toujours attentivement à ce que vous publiez en ligne. N'oubliez pas qu'une fois que vous soumettez quelque chose, vous en perdez le contrôle. Que ce soit un message sur un forum ou un message texte. C'est une des grandes raisons pour lesquelles votre empreinte numérique peut durer de nombreuses années, alors ne publiez rien qui pourrait vous nuire si quelqu'un le trouvait des années plus tard.
Soyez incroyablement prudent avec vos informations personnelles. Évitez de publier des informations sensibles telles que votre adresse postale, votre numéro de téléphone ou votre numéro de permis de conduire, car certaines personnes pourraient essayer d'utiliser ces informations pour profiter de vous. Chaque fois que vous avez un doute quant à la sécurité de quelque chose à publier en ligne, ne le publiez pas [00:02:00].
Enfin, ne croyez pas tout ce que vous lisez en ligne. Prenez toujours le temps d'enquêter sur les allégations et de confirmer leur fiabilité, surtout si elles semblent extraordinaires. Cela signifie également que vous ne devriez pas partager d'informations non confirmées sur les médias sociaux, sinon vous pourriez propager de la désinformation. Essentiellement, être un bon citoyen numérique signifie que vous êtes respectueux et en sécurité partout où vous allez en ligne.

Procédure du Plan de Leçon (Français Québecois):
Partie 1 : Qu'est-ce qu'un bon citoyen numérique ? (15 minutes)
1. Accroche (5 min) : Demandez aux élèves : « Que signifie être un bon citoyen dans notre communauté (par exemple, à l'école, dans notre ville) ? » (par exemple, suivre les règles, être gentil, aider les autres). Expliquez qu'être un bon citoyen est également important lorsque nous allons en ligne. Introduisez le terme « citoyen numérique ».
2. Présentation de la transcription (10 min) : Expliquez que la leçon d'aujourd'hui examinera les étapes clés pour devenir un meilleur citoyen numérique. Lisez à voix haute la transcription "Comment être un bon citoyen numérique". Demandez aux élèves d'écouter les actions qui rendent le monde en ligne « plus fluide et plus sûr ».
Partie 2 : Les six règles d'or de la citoyenneté numérique (30 minutes)
1. Identification et discussion des règles (20 min) : Parcourez la transcription section par section, en identifiant chaque principe de bonne citoyenneté numérique. Écrivez chaque principe clairement sur le tableau blanc/à feuilles à mesure que vous en discutez.
· Traiter les autres comme vous aimeriez être traité : Insistez sur le respect et le fait de parler comme si vous étiez face à face. Discutez des « conséquences réelles » de la négativité en ligne.
· Ne pas nourrir les trolls : Définissez les « trolls » et expliquez pourquoi les ignorer est la meilleure stratégie.
· Ne pas prendre de matériel qui ne vous appartient pas : Discutez de la propriété intellectuelle et de la nécessité d'une autorisation/crédit.
· Réfléchir attentivement avant de publier en ligne : Réitérez le concept de l'« empreinte numérique » et de sa permanence.
· Être incroyablement prudent avec vos informations personnelles : Listez les informations sensibles (adresse postale, numéro de téléphone, etc.) et le risque d'être exploité. « En cas de doute, ne le publiez pas. »
· Ne pas croire tout ce que vous lisez en ligne : Discutez de l'importance d'enquêter sur les allégations, de confirmer la fiabilité et d'éviter la propagation de la désinformation.
2. Pourquoi ces règles sont importantes (10 min) : Pour chaque règle, discutez de scénarios réels (même hypothétiques) où le respect ou la violation de la règle pourrait avoir un impact significatif.
· Référence culturelle (Contexte québécois) : Reliez les « conséquences réelles » de la négativité en ligne à des problèmes comme la cyberintimidation (conformément au Plan de lutte contre l'intimidation et la violence du Québec) et l'importance de respecter les diverses perspectives au sein de la société multiculturelle québécoise. Discutez de la propriété intellectuelle en relation avec les œuvres créatives (musique, art, écriture) et la façon dont les créateurs sont protégés au Canada.
Partie 3 : Code personnel et application pratique (20 minutes)
1. Activité : Mon Code de Citoyenneté Numérique (15 min) : Distribuez la feuille d'activités "Mon Code de Citoyenneté Numérique". Les élèves utiliseront les principes discutés pour créer leur code de conduite personnel pour le comportement en ligne. Ils liront et signeront leur engagement.
2. Discussions de scénarios (facultatif, 5 min) : Utilisez des cartes « Dilemme numérique » pour des discussions rapides en groupe afin d'appliquer les règles.
Partie 4 : Conclusion (5 minutes)
1. Récapitulatif : Passez en revue les six principes de bonne citoyenneté numérique.
2. Autonomisation : Soulignez que la pratique d'une bonne citoyenneté numérique rend le monde en ligne meilleur pour tout le monde et les garde en sécurité.

Correlation with the Ontario Curriculum Guides (French Lesson Plan - Translated Expectations):
Ce plan de leçon s'aligne avec plusieurs résultats du Programme-cadre de l'Ontario pour les 7e-9e années, traduit pour le contexte francophone :
· Éducation physique et à la santé (ÉPS) – Vie saine (Sécurité personnelle et prévention des blessures; Relations saines; Santé mentale et bien-être) :
· 7e-9e années (D2.1) : Décrire diverses formes d'intimidation, d'abus et de harcèlement, y compris les formes en ligne (par exemple, cyberintimidation, cyberharcèlement), et identifier des stratégies efficaces pour les prévenir et y réagir. Corrélation : Aborde directement le comportement respectueux en ligne, l'évitement des « trolls » et les conséquences négatives de la négativité en ligne.
· 7e-9e années (D2.3) : Identifier des stratégies pour prévenir et résoudre les problèmes de sécurité liés à l'utilisation de la technologie (par exemple, vol d'identité, violations de la vie privée). Corrélation : Couvre la protection des informations personnelles et la permanence de l'empreinte numérique.
· 7e-9e années (D1.3) : Démontrer une compréhension de diverses stratégies pour maintenir la santé mentale et le bien-être. Corrélation : Aborde l'impact de la négativité en ligne et l'importance de créer des espaces en ligne positifs.
· Français, langue d'enseignement – Littératie médiatique (7e-9e années) :
· 2.2 Faire des inférences/Interpréter des messages : Interpréter des messages médiatiques, en faisant des inférences sur l'idée principale et certaines des façons dont le message est transmis. Corrélation : Les élèves évaluent de manière critique les informations en ligne et identifient la désinformation.
· 2.3 Établir des liens : Établir des liens entre les textes médiatiques et leurs propres connaissances et expériences, et avec l'actualité. Corrélation : Les élèves relient les principes de la citoyenneté numérique à leurs propres interactions en ligne et aux événements actuels liés au comportement en ligne.
· 3.4 Produire des textes médiatiques : Produire des textes médiatiques à des fins et pour des publics variés, en utilisant des formes, des conventions et des techniques appropriées. Corrélation : La leçon soutient indirectement la création responsable de médias en mettant l'accent sur la publication prudente et le respect de la propriété intellectuelle.
· Éducation à la citoyenneté (CHV2O, 10e année - concepts fondamentaux pour les 7e-9e années) :
· A1.1, A1.2 : Expliquer la signification et l'importance de l'engagement civique et de la citoyenneté active ; analyser les rôles et les responsabilités des citoyens. Corrélation : La leçon définit et explore directement les principes d'être un « citoyen numérique » responsable, une extension de la citoyenneté traditionnelle

