Curriculum Correlation Document
Oversharing – Things to Consider
Aligned to the Ontario Curriculum (Grades 6–8)
HPE • Science & Technology • Language

Based on transcript: Oversharing – Things to Consider 


Overview
The educational video explains the risks associated with oversharing online, including privacy concerns, metadata exposure, cyberstalking, identity theft, and scams. Students learn about protective strategies such as privacy settings, delaying posts, not sharing identifying information, and seeking help when threatened. This document maps the transcript content to the Ontario Curriculum for HPE, Science & Technology, and Language (Grades 6–8).


Health and Physical Education (HPE)
	Ontario Outcome
	Strand / Grades
	Video Correlation

	Explain how online behaviours can affect personal safety and well‑being.
	Strand D – Personal Safety (Gr. 6–8)
	Warnings about posting when out of town, risks of metadata revealing your location.

	Recognize risky digital behaviours and how to avoid them.
	Strand D – Healthy Living Skills
	Oversharing: birthday, address, identity details that can lead to fraud or cybercrime.

	Apply strategies to respond to unsafe online situations.
	Strand A – SEL / Strand D – Personal Safety
	Cyberstalking segment: do not respond, change passwords, contact authorities if needed.




Science & Technology
	Ontario Outcome
	Strand / Grades
	Video Correlation

	Describe how digital systems can capture and store user data.
	Strand A – STEM Skills (Gr. 6–8)
	Explains that Snapchat/Stories do not truly disappear; data stored on company servers.

	Assess risks related to technology use and information sharing.
	Strand A – Safety & Responsibility
	Photos contain metadata; criminals can extract location to know when a home is vacant.

	Identify technological threats and how to prevent them.
	Strand A – Technology & Society
	Identity theft and fraud risks from personal info shared online.




Language – Media Literacy
	Ontario Outcome
	Strand / Grades
	Video Correlation

	Interpret explicit and implicit messages in media relating to digital safety.
	Strand C – Comprehension (Gr. 6–8)
	Explicit: danger of oversharing. Implicit: caution protects long‑term well‑being.

	Evaluate credibility and purpose of online information.
	Strand A2 – Digital Media Literacy
	Encourages questioning app terms of service and platform data‑retention policies.

	Create reflective responses about online behaviour.
	Strand D – Composition
	Prompts students to think about safe posting rules and personal information boundaries.



