Digital Citizenship for Elementary - Lesson Plan: Grade 1 - My Trusted Adults & Safe Sharing Online
Grade Level: 1 Subject: Health and Physical Education (HPE) Strand: Healthy Living Topic: My Trusted Adults & Safe Sharing Online Time Allotment: 40-50 minutes
Overall Expectations (Ontario HPE Curriculum, Grade 1):
· Healthy Living: D2. demonstrate an understanding of the actions that can be taken to ensure their personal safety and apply them in a variety of situations.
Specific Expectations (Ontario HPE Curriculum, Grade 1):
· D2.1 identify people and strategies that can help them stay safe, and describe how to seek help in unsafe situations (e.g., trusted adults, school staff, police; saying “no”, getting away, telling an adult).
· D2.2 identify personal information that should not be shared with others without permission (e.g., name, address, phone number).
Learning Goals: Students will be able to:
· Identify at least two trusted adults they can talk to about online safety.
· Name personal information they should never share online (e.g., full name, address).
· Explain that if something feels "weird" or uncomfortable online, they should tell a trusted adult.
Success Criteria: I will know I have been successful if I can:
· Draw or name two trusted adults I can talk to.
· Give a "thumbs down" to sharing my address or phone number online.
· Tell a partner what to do if an online game asks for too much information.
Materials:
· Whiteboard or chart paper and markers.
· "Trusted Adults" worksheet (template with spaces for drawing or writing names of trusted adults).
· Picture cards of various personal and non-personal information (e.g., a house, a phone, a common animal, a favourite colour, a full name written out, a school building).
· "Safe/Unsafe" large labels or hula hoops.
Prior Learning: Students should have a basic understanding of what the internet is (e.g., games, videos). They should also be familiar with the concept of trusted adults in their lives.

Lesson Sequence:
1. Activation (Minds-On) - (10 minutes)
· Circle Time Chat: "Who likes to play games or watch videos on a tablet or computer?" (Allow brief sharing).
· "Sometimes, when we're online, we might see or hear things that make us feel a little bit strange or uncomfortable. Has that ever happened to anyone?" (Reassure students it's okay to share, but don't force details. Focus on feelings).
· "Today, we're going to learn how to keep ourselves safe when we are online, just like we learn to be safe when we cross the street or play outside."
2. Action (Working On It) - (25 minutes)
· Introduce Trusted Adults: "The most important rule for online safety is always to have a trusted adult nearby or to tell them if something feels wrong."
· "Who are some trusted adults in your life that you can talk to about anything?" (Brainstorm: parents, guardians, grandparents, teachers, school principal, librarian, coach).
· Activity: My Trusted Adults: Distribute the "Trusted Adults" worksheet. Have students draw or write the names of two trusted adults they would talk to about online safety.
· What is Personal Information?
· "When we're online, some people might ask us for information about ourselves. But some information is private and we should never share it with people we don't know online."
· "What kind of information do you think is private?" (Guide them to name, address, phone number, school name). Refer to the transcript's message: "Number one, never give out personal info online. This means your address, phone number, and even where you go to school."
· Activity: Safe to Share? Use the picture cards. Hold up each card and ask, "Is this safe to share with someone I don't know online?"
· (e.g., "My full name?" - No!)
· (e.g., "My favourite animal?" - Yes, that's usually okay.)
· (e.g., "Where I live (my address)?" - No!)
· (e.g., "My school name?" - No!)
· Have students place cards under "Safe" or "Unsafe" labels. Emphasize that grown-ups help them decide what's safe.
3. Consolidation (Minds-On/Summary) - (10-15 minutes)
· "If it feels weird, tell a grown-up!"
· "Remember what the video said? 'If a situation starts to feel weird, it probably is weird.' What does 'weird' mean? It means feeling uncomfortable, scared, or confused."
· "What should you do if something online makes you feel weird?" (Reinforce: Tell a trusted adult right away, stop playing the game, close the tab/app).
· Quick Check (Partner Share):
· "Turn to your partner. One person pretend an online game asks for your address. What do you do?" (Partner says: "Tell an adult!").
· "Now, one person pretend an online game makes you feel scared. What do you do?" (Partner says: "Tell an adult!").
· Wrap-up: "Great job, Super Online Safety Kids! Remember, playing online is fun, but staying safe is the most important rule. Always tell your trusted adults if something feels strange, and keep your private information private!"
Assessment:
· Formative:
· Observation: Monitor student participation in discussions and activities. Check if they can correctly sort information and identify trusted adults.
· Trusted Adults Worksheet: Review completed worksheets for identification of trusted adults.
Differentiation:
· Support for Diverse Learners:
· Provide pre-printed names for trusted adults if writing is a barrier.
· Use clear, simple language and repeat key messages.
· Pair students with stronger peers for activities.
· Focus on 1-2 key messages if others are overwhelming.
· Extension for Advanced Learners:
· Ask students to come up with other examples of private information.
· Discuss different types of trusted adults and why they are trusted.
· Brainstorm a list of things that might feel "weird" online (e.g., a stranger sending a message).
Cross-Curricular Connections:
· Language Arts: Listening and speaking skills, drawing and labeling.
· Visual Arts: Drawing trusted adults

