Corrélation au curriculum
Habitudes sécuritaires et intelligentes en ligne (3e–6e année)
Aligné au curriculum de l’Ontario
ÉPS • Sciences et technologie • Français

Safe and Smart Online Habits 


Aperçu
La vidéo enseigne aux élèves comment protéger leurs renseignements personnels, comment communiquer en ligne en toute sécurité, comment reconnaître les sites dangereux, comment créer des mots de passe forts et quand demander de l’aide à un adulte. Ce document fait le lien entre ces apprentissages et les attentes du curriculum ontarien (3e–6e année).


Éducation physique et santé (ÉPS)
	Attente / Résultat
	Volet / Niveau
	Lien vidéo

	Comprendre comment rester en sécurité lors de l’utilisation d’outils numériques.
	Volet D – Sécurité personnelle (3e–6e)
	Règle : garder l’information personnelle privée, ne pas parler à des inconnus en ligne.

	Reconnaître l’impact émotionnel des interactions numériques.
	Volet A – Compétences socioémotionnelles
	Être gentil en ligne; signaler tout comportement blessant ou inquiétant à un adulte.

	Appliquer des stratégies pour éviter les risques numériques.
	Volet D – Vie saine
	Règle : réfléchir avant de cliquer, demander de l’aide si un lien ou message semble étrange.




Sciences et technologie
	Attente / Résultat
	Volet / Niveau
	Lien vidéo

	Décrire comment les systèmes numériques recueillent et stockent l’information.
	Volet A – Compétences STIM
	Exemples : messages et photos pouvant être copiés et partagés même lorsqu’on croit qu’ils disparaissent.

	Analyser les risques associés aux interactions en ligne.
	Volet A – Technologie et société
	Risques : liens non sécuritaires, demandes suspectes, arnaques.

	Utiliser des pratiques sécuritaires avec les outils numériques.
	Volet A – Sécurité numérique
	Règles : mots de passe forts, utiliser des sites approuvés, demander l’aide d’un adulte.




Français – Littératie médiatique
	Attente / Résultat
	Volet / Niveau
	Lien vidéo

	Interpréter des messages médiatiques portant sur la sécurité en ligne.
	Littératie numérique (3e–6e)
	Explication des règles de sécurité : réflexion avant de cliquer, prudence avec les inconnus.

	Évaluer la crédibilité des informations en ligne.
	Compréhension orale/médiatique
	Conseils : demander à un adulte, vérifier les sites avant de les utiliser.

	Produire des réflexions écrites/orales liées aux comportements numériques.
	Production écrite/orale
	Créer des règles personnelles de sécurité numérique basées sur les conseils de la vidéo.



