Digital Safety 101: Online Quiz Guide
Elizabeth: [00:00:00] Welcome to the Digital Safety 101 Quiz! Today, we're going to test what you know about staying safe online. Here's how this quiz works: I'll read each question and the answer choices out loud. Then, you'll pause the video to think about your answer. When you're ready, unpause to find out if you got it right! Let's learn together and have fun staying safe online!
Question 1: If someone you don't know sends you a message online, what should you do?
A. Answer the message
B. Tell a trusted adult
C. Share your name
 
​
Elizabeth: The correct answer is B: Tell a trusted adult. Always tell a trusted adult if someone you don't know contacts you online. 
Question 2: True or False: It's okay to share your home address with people online if they seem nice.
​
Elizabeth: [00:01:00] The correct answer is False. Never share your home address online, even if someone seems nice. 
Question 3: Which password is the safest?
A. 1234
B. Your pet's name
C. A mix of letters, numbers, and symbols
The correct answer is C: A mix of letters, numbers, and symbols. Strong passwords use letters, numbers, and symbols. 
Question 4: If a website asks for your picture, what should you do?
A. Upload your photo
B. Ask a trusted adult first
C. Say yes right away
​
Elizabeth: The correct answer is B: Ask a trusted adult first. Always ask a trusted adult before sharing photos online. 
Question 5: True or False: You should keep your passwords a secret, even from your friends.
​
Elizabeth: [00:02:00] The correct answer is True. Keep your passwords private, even from friends. 
Question 6: What should you do if you see something online that makes you feel upset or scared?
A. Keep it a secret
B. Tell a trusted adult
C. Ignore it
 
​
Elizabeth: The correct answer is B: Tell a trusted adult. If something online makes you feel upset or scared, tell a trusted adult. 
Question 7: Is it safe to click on links from people you don't know?
A. Yes
B. No
 The correct answer is B: No. Don't click on links from strangers. They could be unsafe. 
Question 8: [00:03:00] True or False: It's okay to use your real name as your username online.
The correct answer is False. Don't use your real name as your username. Pick a nickname instead. 
Question 9: If a game asks you to buy something, what should you do?
A. Buy it right away
B. Ask a trusted adult first
C. Use your parent's card without asking
The correct answer is B: Ask a trusted adult first. Always ask a trusted adult before buying anything online. 
Question 10: Who should you talk to if you have a question about being safe online?
A. A trusted adult
B. A stranger online
C. No one
The correct answer is A: A trusted adult. If you have questions about online safety, talk to a trusted adult. 
Great job completing the quiz! Now for a bonus reflection: Think about one way you'll be safe online today. Maybe you'll ask an adult before clicking a link, or you'll keep your password secret. Pause the video and share your idea with a friend or grown-up!
Teacher and Creator Notes: This video uses visual cues [00:04:00] throughout. Display a green checkmark for correct and safe answers, and a red stop sign for unsafe behaviors. Allow 10 to 15 seconds of pause time after each question for students to think and choose their answer. Use large, clear text on screen that matches the narration. Read all text aloud to support accessibility for all learners.
For an extension activity, invite students to create their own digital safety rule and share it with the class. This helps reinforce the concepts and gives students ownership of their online safety. Thank you for learning about digital safety today!
