Quiz: Shielding Your Screen
Name: ___________________________ Date: ___________________________
Instructions: Read each question carefully and answer to the best of your ability.

Part A: Multiple Choice (Circle the best answer)
1. What is the main goal of cybersecurity? a) To make social media more fun b) To connect with more friends online c) To keep information safe on electronic devices d) To help you browse the internet faster
2. According to the video, which of these is a common danger when using social media? a) Learning new things b) Connecting with friends c) Cyberbullying d) Sharing funny videos
3. Which of the following is an example of a good cybersecurity habit? a) Using the same password for all your accounts b) Clicking on every link you receive in an email c) Installing antivirus software on your devices d) Sharing your personal login information with friends
4. If you or someone you know is being cyberbullied, what is the first crucial step you should take, as advised in the video? a) Retaliate by sending mean messages back b) Document the situation (e.g., take screenshots) c) Delete all your social media accounts immediately d) Ignore it and hope it stops
5. The video uses the phrase "What you put on the internet will stay on the internet." This highlights the concept of: a) Temporary online storage b) Digital permanence c) Social media trends d) Instant messaging

Part B: Short Answer
6. List two examples of how cyberbullying can harm the person being targeted.
1. 
2. 
7. Besides using strong passwords, name one other proactive cybersecurity measure mentioned in the video that helps protect your devices and data.

8. Imagine you receive a message on social media from a stranger offering you "free video game currency" if you click on a link and enter your account details. What cybersecurity danger does this scenario represent, and why should you be careful?



9. Why is it important to tell a trusted adult (like a teacher, parent, or counsellor) if you or someone you know is being cyberbullied, rather than trying to handle it alone?




Answer Key (for teacher use):
Part A: Multiple Choice
1. c) To keep information safe on electronic devices
2. c) Cyberbullying
3. c) Installing antivirus software on your devices
4. b) Document the situation (e.g., take screenshots)
5. b) Digital permanence
Part B: Short Answer 6. (Any two of the following or similar): 1. It can make them feel isolated, embarrassed, or ashamed. 2. It can lead to depression, anxiety, or other mental health issues. 7. (Any one of the following or similar): 1. Installing antivirus software. 2. Being careful about what websites and links you click on. 8. (Accept answers similar to): * Danger: This represents a scam or phishing attempt. * Why be careful: Clicking the link could lead to malware, and entering account details could allow hackers to steal personal information, access their game account, or compromise other online accounts. 9. (Accept answers similar to): Trusted adults can provide support, help you create a plan to stop the bullying, contact school officials or platforms if necessary, and offer guidance on how to deal with the emotional impact. They have the experience and authority to intervene effectively and ensure your safety

