Lesson Plan: Internet Explorers: Safe and Smart Online Habits
Grade Level: 3 (adaptable for Grades 2-4) Subject: English Language Arts – Media Literacy / Health & Physical Education Time Allotment: 45-60 minutes
Ontario Curriculum Correlations (Grade 3, English Language Arts & Health and Physical Education):
This lesson focuses on developing foundational media literacy skills and promoting personal safety and well-being in the digital world for elementary students.
· English Language Arts – Media Literacy Strand:
· 1.1 Identify the purpose and audience for a variety of media texts (e.g., distinguishing between safe and unsafe websites, recognizing when content is trying to trick you).
· 1.5 Make inferences about texts using stated and implied ideas from the texts (e.g., inferring why a website with a "lock" symbol is safer, or why a stranger online might not be who they say they are).
· 1.7 Demonstrate an understanding of the impact of media texts on themselves and others, and identify ways in which they can be active and responsible media consumers and producers (This central expectation is addressed through learning all five rules: protecting personal information, not talking to strangers, seeking help, and being kind online).
· Health and Physical Education – Healthy Living Strand:
· D1.1 explain how various factors (e.g., social, emotional, spiritual, cultural, intellectual, physical, environmental, economic) can influence a person’s mental health, and identify strategies for maintaining a positive outlook and seeking support (e.g., recognizing feelings of discomfort or fear online and knowing to report them to a trusted adult).
· D2.2 demonstrate the ability to assess situations, make informed decisions, and apply skills to protect themselves and others from abuse, bullying, and harassment (e.g., applying rules about keeping personal information private, not talking to strangers, and being kind online to prevent harm).
· D3.1 demonstrate an understanding of how to use various strategies and resources to make informed decisions and take responsibility for their own and others’ health and well-being (e.g., identifying parents, teachers, or guardians as trusted adults and resources for online safety).
Learning Objectives:
Students will be able to:
1. Identify the five simple rules for staying safe online.
2. Understand why keeping personal information private is important.
3. Explain why it's important to tell a trusted adult if something online makes them feel worried or scared.
4. Demonstrate respectful and kind behaviour in online interactions.
Materials:
· Whiteboard or projector
· Markers or pens
· Access to the educational video (or a printed copy of the transcript)
· Copies of the "Internet Explorers Safety Quiz" (provided below)
· Optional: Chart paper, sticky notes, printouts of simple website examples (one with a lock, one without), pictures illustrating "personal information."
Cultural References (Ontario/Canadian):
· Trusted Adults: Emphasize the role of parents, guardians, teachers, and school librarians in Ontario schools as primary trusted adults.
· Online Activities: Relate the discussion to common online activities in Canadian households and schools, such as playing educational games, watching TVO Kids, or using school-approved learning apps.
· "Real World" Analogy: Connect online safety to real-world safety rules that Canadian children learn (e.g., not talking to strangers you don't know from your local community, asking a grown-up before trying something new).



Lesson Procedure:
Part 1: Introduction – The Fun and Amazing Internet (10 minutes)
1. Hook: Ask students: "What fun things do you do on the internet?" (Play games, watch videos, learn new things). Acknowledge that the internet is an "amazing place!"
2. Introduce Online Safety: Explain that just like we have rules to stay safe when we play outside or cross the street in our town, we also need simple rules to stay safe when we use the internet.
3. Brainstorm (Optional): On chart paper, list some "Good Things About the Internet" and some "Things We Need to Be Careful About Online."
Part 2: Explore – Video Rules (15 minutes)
1. Watch the video: Play the educational video (or read the transcript aloud with an engaging tone).
2. Initial Reactions: After the video, ask students: "What was one rule that you heard that you already know?" and "What was one new rule you learned today?"
Part 3: Explain – Unpacking the 5 Simple Rules (20 minutes)
1. Rule 1: Visit Safe Websites:
· "What signs should we look for on a safe website?" (A little lock in the address bar).
· "What should we not do?" (Don't click on anything strange or suspicious).
· Show an example: If possible, project an image of a browser with a lock icon.
2. Rule 2: Keep Your Personal Information Private:
· "What kind of information should we never share online?" (Full name, school, address, phone number).
· "Why is this important?" (To protect you from strangers or people who might try to trick you).
· Analogy: "This is like keeping the keys to your house a secret, so strangers can't get in."
3. Rule 3: Don't Talk to Strangers Online:
· "Who are 'strangers' online?" (People you don't know in real life).
· "What should you do if a stranger tries to chat with you?" (Do NOT respond, and tell a grown-up you trust right away).
· "Why is it risky?" (Sometimes people online pretend to be someone they're not).
4. Rule 4: Tell an Adult if Something Feels Wrong:
· "What kind of feelings might tell you something is wrong online?" (Strange, scared, worried, uncomfortable).
· "Who are the grown-ups you trust?" (Parents, teachers, guardians).
· "Why is it important to tell them?" (They can help you and make sure you are safe).
5. Rule 5: Be Kind Online:
· "How should we treat others online?" (With respect, just like in person).
· "What does 'being kind' online mean?" (No bullying, no mean comments).
· "What should you do if you see someone being mean?" (Tell an adult).
Part 4: Elaborate – Internet Safety Scenario Practice (5 minutes)
1. "What Would You Do?" Scenarios: Present a few quick scenarios. Students can give a thumbs up/down or shout out their answer.
· Scenario 1: "You're playing a game and a pop-up ad says 'Click here for free Roblox Robux!' What do you do?" (Don't click, tell an adult).
· Scenario 2: "Someone you don't know from your school messages you online and asks for your address to send you a gift. What do you do?" (Don't share, don't talk to them, tell an adult).
· Scenario 3: "You see a friend leave a mean comment on someone else's drawing online. What could you do?" (Tell an adult, or quietly remind your friend about being kind).
Part 5: Evaluate – Quiz (10 minutes)
1. Distribute the quiz: Explain that this quiz will help them remember the important rules for staying safe online.
2. Collect quizzes: Use the quiz to assess student understanding of the key concepts

