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LORA ???

LorRa is one of the many technologies used for IoT – Internet of Things
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WHAT IS LORA?
LoRa is a technology that implements the Physical Layer 

(PHY) for IoT devices using the RF spectrum.

It allows the connection of IoT devices point-to-point or to 

a LoRaWan network.

It is possible to achieve long range links (1-15mi) using 

low power ( < 23dBm / 200 mW).

Typically occupies a 125 kHz bandwidth.

Offers a variable throughput range from 0.3 kbps to 50 

kbps.

Operates on license-free frequency bands on 430 MHz, 

858 MHz or 915 MHz depending on the country or 

geographic area.

Uses a frequency sweeping modulation technique, known 

as Chirp modulation.
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WHAT IS LORAWAN?

LoRaWAN

- Specifies an open protocol for Wide Area Networks using as 

the physical layer a low power RF link operating on free-access 

frequency bands.

- The protocol aims to interconnect via RF battery powered IoT 

devices.

- The star-of-stars topology allows the interconnection of these 

LoRaWAN networks to regional and global internets

- The protocol addresses the IoT requirements for:

- Bi-directional

- Security end-to-end

- Mobility

Link to the complete LoRaWAN specification :

https://lora-alliance.org/sites/default/files/2018-04/what-is-lorawan.pdf
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LORAWAN - TOPOLOGY

The topology of a 

LoRaWAN network is 

based on 3 types of 

nodes:

- Sensor

- Gateway Host

- Network Server



Internal Use - Confidential

WHO IS BEHIND IT…

The LoRa Alliance® is an open, non-profit association with the mission to support and promote 
the global adoption of the LoRaWAN standard.

Members collaborate in a vibrant ecosystem of device makers, solution providers, system 
integrators and network operators, delivering interoperability needed to scale IoT across the 
globe, using public, private, and hybrid networks.
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WHO PRODUCES THE LORA CHIP…
The physical layer used  in the LoRa implementation is proprietary 

and belongs to SEMTECH, who authorized other vendors (i.e.

HOPE RF) to manufacture the chips that are used in all devices 

that use the technology.

Since the physical layer is proprietary, we can’t change it, but we 

can use it as is without any problems in our projects.

One of the most common and inexpensive chips is the SX1276 and 

its variants.
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APPLICATIONS IN HAM PROJECTS

Opportunities for hams:

- Learn a new technology

- Use the new technology on 2 ham bands

- 430 MHz

- 902 MHz

- Implement remote sensing (telemetry)

- Implement trackers for geo-location

- Implement LoRa to APRS gateways

- Implement LoRa to internet gateways

- etc. etc. etc…
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HARDWARE OPTIONS

To begin experimenting with LoRa we could use one of these 3 platforms:

- Arduino and its variants

- Raspberry Pi family

- Own project

The most common and readily available LoRa sub-module is based on the SX1276 

chip and is offered by several manufacturers of project modules: Adafruit, Dragino, 

Seeed, SparkFun, etc

RFM95W LoRa Feather M0 Dragino LoRa GPS HAT
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PROJECT SUGGESTION:

TRANSMITTER / BEACON - LoRa 430 MHz

- LoRa RFM96W

- Arduino UNO

- 5V <-> 3.3V power converter
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RECEIVER / LOGGER - LoRa 430 MHz

PROJECT SUGGESTION:
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PROJECT SUGGESTION:

TRANSMITTER / BEACON - LoRa 915 MHz

- LoRa RFM95 - embedded

- Arduino M0 – Adafruit Feather

- 915 MHz Antenna
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PROJECT SUGGESTION:

RECEIVER / GATEWAY LoRa to Internet / APRS

- Dragino LoRa GPS HAT

- Raspberry Pi 3B

- GPS antenna

- 915 MHz antenna
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LORA – TECHNICAL ASPECTS

LoRa uses a proprietary spread spectrum modulation that is similar to

and a derivative of chirp spread spectrum (CSS) modulation.

Each symbol is represented by a cyclic shifted chirp over the 

frequency interval f0-B/2, f0+B/2 where:

f0 is the center frequency

B the bandwidth of the signal (in Hertz).

The spreading factor (SF) is a selectable radio parameter from 6 to 12 

and represents the number of bits sent per symbol and in addition 

determines how much the information is spread over time.
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LORA – TECHNICAL ASPECTS
There are M = 2^SF different initial frequencies of the cyclic 

shifted chirp.

The instantaneous frequency is linearly increased and 

wrapped to f0-B/2 when it reaches the maximum frequency 

f0+B/2.

The symbol rate is determined by Rs = B / (2^SF).

LoRa can trade off data rate for sensitivity (assuming a fixed 

channel bandwidth B) by selecting the SF,  that is the amount 

of spread used.

A lower SF corresponds to a higher data rate but a worse 

sensitivity.

A higher SF implies a better sensitivity but a lower data rate.
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LORA – TECHNICAL ASPECTS

Compared to lower SF, sending the same amount of data 

with higher SF needs more transmission time, known as 

time-on-air.

More time-on-air means that the modem is transmitting for 

a longer time and consuming more energy.

Typical LoRa modems support transmit powers up to 

+22 dBm.
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CONFIGURATION PARAMETERS

What we USUALLY configure in ham radio links:

• Frequency

• Power

LoRa has SEVERAL MORE parameters to select from:

• Frequency – 2 bands (430, 902 MHz)

• Bandwidth – 5 bandwidths (31250, 62500, 125000, 250000, 500000 Hz)

• Spreading Factor – 7 SFs (64, 128, 256, 512, 1024, 2048, 4096 chips/s)

• Coding Rate – 4 CRs (4/5, 3/6, 4/7, 4/8)

• Power – several from -4 dBm to +23 dBm in 1dBm steps

• Packet Length – variable from 1 to 255 bytes
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DECISIONS… DECISIONS…

ENERGY SENSITIVITY

THROUGHPUT

Bandwidth = 125 kHz

Spreading Factor = 128chips/symbol  (SF7)

Coding Rate = 4/5

Power = 5 dBm / 3.2 mW

Packet Length = 250 bytes

Results in:

TXoA = 389 ms

Throughput = 5.5 kbps

Rx Sensitivity = -125 dBm

Bandwidth = 125 kHz

Spreading Factor = 1024chips/symbol  (SF10)

Coding Rate = 4/8

Power = 20 dBm / 100 mW

Packet Length = 61 bytes

Results in:

TXoA = 1017 ms

Throughput = 610 bps

Rx Sensitivity = -132.5 dBm
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LORA – TECHNICAL ASPECTS
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LORA – TECHNICAL ASPECTS
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LORA – TECHNICAL ASPECTS

PRACTICAL NOTE:

Common configuration used for close proximity

networks ( less than 1000 ft ):

BW = 125 kHz

SF = 128chips/symbol       (SF7)

PWR = 5 dBm / 3.2 mW
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LORA – TECHNICAL ASPECTS

BW = 125 kHz

SF = 128chips/symbol       (SF7)

PWR = 5 dBm / 3.2 mW



N5GG
433/900 MHZ LORA + 
WIFI MESH NETWORK

AN IMPLEMENTATION 
EXAMPLE

COLIN - N5GG

GPS Tracker
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THE FINAL 
RESULT
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GPS Tracking
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Distance/Bearing Monitoring
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Signal Strength Monitoring
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SNR Monitoring
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Temperature Monitoring
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LiPo Battery Monitoring
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Generic Signal Monitoring
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Sensor Status Monitoring
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FIRST THINGS 
FIRST:

ENCODE THE 
INFORMATION TO 
BE SENT OVER 
LORA…
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$ START of PAYLOAD

W5LVC CALLSIGN

23 STATION ID

MEASUREMENTS…

* END of PAYLOAD

CHECKSUM [XOR from $ to *]

LoRa Payload Structure

Challenge:

1- Make Payload as compact as possible

2- Make Payload as flexible as possible

3- Allow for Payload to carry multiple 

measurements

4- Allow for several (hundreds) of different 

stations using same CALLSIGN but preserve 

unique identification

5- Detect error in Payload data
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Types of Measurements
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LoRa Payload Structure
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Block 1 36 $ START of PAYLOAD

Block 2 78,53,71,71,0,0 N5GG CALLSIGN

Block 3 33 33 STATION ID

Block 4 17,2,1,163 VOLTAGE 2 data bytes

Block 5 4,4,1,247,205,200 GPS LATITUDE 4 data bytes

Block 6 5,4,250,55,146,152 GPS LONGITUDE 4 data bytes

Block 7 6,3,0,6,125 GPS ALTITUDE 3 data bytes

Block 8 11,2,0,2 GPS SPEED 2 data bytes

Block 9 12,2,104,7 GPS COURSE 2 data bytes

Block 10 42 * END of PAYLOAD

Block 11 196 CHECKSUM [XOR from $ to *]

LoRa Payload - Example

1       2        3     4             5                   6               7         8       9     10 11 

total of 39 bytes
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DATA 
PROCESSING 
AND 
PRESENTATION

MQTT / NODERED / INFLUXDB / 

GRAFANA
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Raw LoRa Payload

N bytes

Data over LoRa Data Distribution Data Manipulation
Time Series

Database
Data Presentation

Graphic Docker

Container Manager

Docker Container

Engine and Manager

Data Workflow

Over RF
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MQTT stands for Message Queuing Telemetry Transport
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Node-RED is a programming tool for wiring together hardware devices, APIs and online service

Input: MQTT

topics

Output:

to database
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InfluxDB is an open-source time series database (TSDB)
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Grafana used to query, visualize, alert on, and understand metrics no matter where they are stored
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EVERYTHING RUNS 
ON RASPBERRY PI 
HARDWARE

THE PI IS THE 
SERVER
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NETWORK 
OVERVIEW

SENSORS / GATEWAY / SERVER
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SENSORS

GATEWAY SERVER

N5GG LoRa/WiFi Mesh
NETWORK OVERVIEW
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Raspberry Pi 4
Pub to MQTT via WiFi
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QUESTIONS? COMMENTS?

dah dah dit dit dit

dit dit dit dah dah!

73 de N5GG
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