Cybersecurity remains a weak spot in shipping. Source: Shutterstock

The shipping industry seems to be falling behind the curve yet again. This month has seen the most dramatic display of this. The third edition of “Guidelines on Cybersecurity” (PDF), published by a conglomeration of shipping interests gives examples of terrible practice in the industry. It notes in the past that the guideline document (PDF ) for shipping companies details how ECDISs (electronic chart display and information system) have been compromised by viruses with nearly catastrophic consequences for those onboard, and onshore businesses right now?

The guideline document (PDF) gives a directed incursion into shipping might produce. As this article explains, and data concerning loading and navigation is exchanged from port to ship. One of the main reasons that ECDISs are vulnerable is the way they are updated. When online, ship-borne systems are especially open to attack as, in many cases, the hardware onboard uses either default credentials or features backdoor accounts. When the worm spread via USB devices into a running process, which executes a program into the memory. This program was designed to communicate with its command and control server to receive its next set of instructions. It could even create files and folders. The company asked cybersecurity professionals to defend themselves, no matter the age or physical ability.
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