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HIPAA NOTICE OF PRIVACY PRACTICES 
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This notice describes how medical information about you may be used and disclosed and how you can get 
access to this information. Please review it carefully. If  you have any questions about this notice, please 
contact David Taylor M.D. at (310) 943-9223.

This notice describes the privacy practices at our office.

We are required by law to:
• Maintain the privacy of protected health information.
• Give you this notice of our legal duties and privacy practices regarding your health information. 
• Follow the terms of the notice currently in effect.

How We May Disclose Your Health Information
Described as follows are the ways we may use and disclose your health information. Except for the following 
purposes we will use and disclose your health information only with your written permission.  You may revoke such 
permission at any time by writing to David Taylor M.D..

Treatment
We may use and disclose your health information for your treatment and to provide you with treatment-related 
health care services. For example, we may disclose your health information to doctors, nurses, technicians, or other 
personnel, including people outside our office, who are involved in your medical care and need the information to 
provide you with medical care.

Payment
We may use and disclose your health information so that others or we may bill and receive payment from you, an 
insurance company, or a third party for the treatment and services you received. For example, we may give 
information to your health plan so that they will pay for your treatment.

Health Care Operations
We may use and disclose your health information to evaluate and improve our medical care and to operate and 
manage our office. For example,  we may use and disclose information to a peer review organization or a health plan 
that is evaluating our care. We may also share information with others that have a relationship with you for their 
health care operation activities.

Appointment Reminders, Treatment Alternatives, and Health-Related Benefits and Services
We may use and disclose your health information to contact you and remind you of your appointment, to tell you 
about treatment alternatives or health-related benefits and services you could use.

Individuals Involved in Your Care or Payment for Your Care
When appropriate, we may share your health information with a person involved in, or paying for, your care (such as 
your family or a close friend). We may notify your family about your location or condition or disclose such 
information to an entity assisting in disaster relief.



Research
We may use and disclose your health information for research. For example, a research project may involve 
comparing the health of patients who received one treatment to those who received another for the same condition. 
Before we do so, the project needs to go through a special approval process. Even without special approval, we may 
permit researchers to look at records to help identify patients who may be included in their research, as long as they 
do not remove or copy any of your health information.

As Required by Law
We will disclose your health information when required to do so by international, federal, state or local law.

To Avert a Serious Threat to Health or Safety
We may use and disclose your health information when necessary to prevent a serious threat to the health and safety 
of you, another person, or the public. Disclosures will be made only to someone who can prevent the threat.

Business Associates
We may disclose your health information to our business associates that perform functions on our behalf or provide 
us with services if necessary. For example, we may use another company to perform billing services on our behalf. 
All of our business associates are obligated to protect the privacy of your information and are not allowed to use or 
disclose the information for any other purpose than appears in their contract with us.

Military and Veterans
If you are a member of the armed forces, we may release your health information as required by military command 
authorities. If you are a member of a foreign military we may release your health information to the foreign military 
command authority.

Workers’ Compensation
We may release your health information for worker's compensation or similar programs that provide benefits for 
work-related injuries or illness.

Public Health Risks
We may disclose your health information for public health activities to prevent or control disease, injury or 
disability.  We may use your health information in reporting births or deaths, suspected child abuse or neglect, 
medication reactions or product malfunctions or injuries, and product recall notifications. We may use your health 
information to notify someone who may have been exposed to a disease or may be at risk for contracting or 
spreading a disease or condition. If we are concerned that a patient may have been a victim of abuse, neglect,  or 
domestic violence we may ask your permission to make a disclosure to an appropriate government authority. We 
will make that disclosure only when you agree or when required or authorized to do so by law.

Health Oversight Activities
We may disclose your health information to a health oversight agency for activities authorized by law. These may 
include audits, investigations, inspections, and licensure. These activities are necessary to for the government to 
monitor the health care system, government programs, and compliance with civil rights laws.

Lawsuits and Disputes
If you are involved in a lawsuit or dispute,  we may disclose your health information in response to a court or 
administrative order. We may disclose your health information in response to a subpoena, discovery request, or other 
lawful process by someone else involved in the dispute, but only if efforts have been made to tell you about the 
request or to obtain an order protecting the information requested.

Law Enforcement
We may release your health information in response to a request by a law enforcement official if 1) there is a court 
order, subpoena, warrant, summons or similar process; 2) if the request is limited to information needed to identify 
or locate a suspect, fugitive, material witness, or missing person; 3) the information is about the victim of a crime 
even if, under certain very limited circumstances, we are unable to obtain your agreement; 4) the information is 
about a death that may be the result of criminal conduct; 5) the information is relevant to criminal conduct on our 



premises; or 6) it is needed in an emergency to report a crime, the location of a crime or victims, or the identity, 
description, or location of the person who may have committed the crime.

Coroners, Medical Examiners, and Funeral Directors
We may release your health information to a coroner, medical examiner, or funeral director to identify a deceased 
person or cause of death, or other similar circumstance.

National Security and Intelligence Activities
We may disclose your health information to authorized federal officials for intelligence and other national security 
activities authorized by law.

Inmates or Individuals in Custody
If you are an inmate of a correctional institution or in custody we may disclose your information 1) for the 
institution to provide you with health care, 2) to protect your health and safety or that of others,  and 3) for the safety 
and security of the institution.

Your Rights Regarding Your Health Information

Right to Inspect and Copy
You have the right to inspect and copy your medical and billing records by written request to David Taylor M.D..

Right to Amend
You have the right to request an amendment to your records by written request to David Taylor M.D..

Right to an Accounting Of Disclosures
You have a right to an accounting of certain disclosures by written request to David Taylor M.D..

Right to Request Restrictions
You have the right to request restriction or limitation on your health information used for treatment, payment or 
health care operations. You may request us to limit disclosure to someone involved in your care or in payment for 
your care (such as a spouse) by written request to David Taylor M.D..  We are not required to agree with your 
request, but we will try to comply.

Right to Request Confidential Communication
You have the right to request that we communicate with you about medical matters in a certain way or at a certain 
location. You can ask, for example, that we contact you only by mail or at work. Your written request must specify 
how or where you wish to be contacted and be addressed to David Taylor M.D.. We will accommodate reasonable 
requests.

Changes to This Notice
We may change this notice and make it effective for medical information we already have about you as well as new 
information. The current notice will be posted and available at all times. You have a right to request a paper copy of 
the current notice at any visit or by written request to David Taylor M.D. or online at www.DavidTaylorMD.com.



We may use and share your information as we: 
• Treat you
• Run our organization
• Bill for your services
• Help with public health and safety issues
• Do research
•  Comply with the law
• Respond to organ and tissue donation requests
• Work with a medical examiner or funeral director
•  Address workers’ compensation, law enforcement,  

and other government requests
•  Respond to lawsuits and legal actions

➤ See pages 3 and 4 
for more information  
on these uses and 
disclosures

You have the right to: 
• Get a copy of your paper or electronic medical record
• Correct your paper or electronic medical record
• Request confidential communication
• Ask us to limit the information we share
•  Get a list of those with whom we’ve shared  

your information
• Get a copy of this privacy notice
• Choose someone to act for you
•  File a complaint if you believe your privacy  

rights have been violated

➤ See page 2 for 
more information on 
these rights and how 
to exercise them

Our  
Uses and  

Disclosures

Your  
Rights

➤ See page 3 for 
more information on 
these choices and  
how to exercise them

You have some choices in the way that we  
use and share information as we: 
• Tell family and friends about your condition
• Provide disaster relief
• Include you in a hospital directory
• Provide mental health care
• Market our services and sell your information
• Raise funds

This notice describes how medical information about 
you may be used and disclosed and how you can get 
access to this information. Please review it carefully.

Your Information.  
Your Rights.
Our Responsibilities.

Your 
Choices
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When it comes to your health information, you have certain rights.  
This section explains your rights and some of our responsibilities to help you.

Your  
Rights

Get an electronic or 
paper copy of your 
medical record 

 • You can ask to see or get an electronic or paper copy of your medical record and 
other health information we have about you. Ask us how to do this. 

 • We will provide a copy or a summary of your health information, usually within 30 
days of your request. We may charge a reasonable, cost-based fee.

Ask us to correct 
your medical record

 • You can ask us to correct health information about you that you think is incorrect  
or incomplete. Ask us how to do this.

 • We may say “no” to your request, but we’ll tell you why in writing within 60 days.

Request confidential 
communications

 • You can ask us to contact you in a specific way (for example, home or office phone) 
or to send mail to a different address. 

 • We will say “yes” to all reasonable requests.

Ask us to limit what 
we use or share

 • You can ask us not to use or share certain health information for treatment, 
payment, or our operations. We are not required to agree to your request, and we 
may say “no” if it would affect your care.

 • If you pay for a service or health care item out-of-pocket in full, you can ask us not to 
share that information for the purpose of payment or our operations with your health 
insurer. We will say “yes” unless a law requires us to share that information.

Get a list of those 
with whom we’ve 
shared information

 • You can ask for a list (accounting) of the times we’ve shared your health information 
for six years prior to the date you ask, who we shared it with, and why.

 • We will include all the disclosures except for those about treatment, payment, and 
health care operations, and certain other disclosures (such as any you asked us to 
make). We’ll provide one accounting a year for free but will charge a reasonable, 
cost-based fee if you ask for another one within 12 months.

Get a copy of this 
privacy notice

 • You can ask for a paper copy of this notice at any time, even if you have agreed to 
receive the notice electronically. We will provide you with a paper copy promptly.

Choose someone  
to act for you

 • If you have given someone medical power of attorney or if someone is your legal 
guardian, that person can exercise your rights and make choices about your health 
information.

 • We will make sure the person has this authority and can act for you before we take 
any action.

File a complaint if 
you feel your rights  
are violated

 • You can complain if you feel we have violated your rights by contacting us using the 
information on page 1.

 • You can file a complaint with the U.S. Department of Health and Human Services 
Office for Civil Rights by sending a letter to 200 Independence Avenue, S.W., 
Washington, D.C. 20201, calling 1-877-696-6775, or visiting www.hhs.gov/ocr/
privacy/hipaa/complaints/.

 • We will not retaliate against you for filing a complaint.
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In these cases, you have 
both the right and choice 
to tell us to:

•   Share information with your family, close friends, or others involved in your care

•  Share information in a disaster relief situation

•  Include your information in a hospital directory

If you are not able to tell us your preference, for example if you are unconscious, 
we may go ahead and share your information if we believe it is in your best interest. 
We may also share your information when needed to lessen a serious and imminent 
threat to health or safety.

In these cases we never 
share your information 
unless you give us  
written permission:

•  Marketing purposes

•  Sale of your information

•  Most sharing of psychotherapy notes

In the case of fundraising: •   We may contact you for fundraising efforts, but you can tell us not to  
contact you again.

For certain health information, you can tell us your choices about what 
we share. If you have a clear preference for how we share your information in the 
situations described below, talk to us. Tell us what you want us to do, and we will follow 
your instructions. 

Your 
Choices

Treat you  • We can use your health information and 
share it with other professionals who are 
treating you. 

Example: A doctor treating you for an 
injury asks another doctor about your 
overall health condition.

Run our 
organization

 • We can use and share your health 
information to run our practice, improve 
your care, and contact you when necessary.

Example: We use health information 
about you to manage your treatment and 
services. 

Bill for your 
services

 • We can use and share your health 
information to bill and get payment from 
health plans or other entities. 

Example: We give information about you 
to your health insurance plan so it will pay 
for your services. 

How do we typically use or share your health information?  
We typically use or share your health information in the following ways.

Our 
Uses and

Disclosures

continued on next page
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Help with public health  
and safety issues

• We can share health information about you for certain situations such as: 
• Preventing disease
• Helping with product recalls
• Reporting adverse reactions to medications
• Reporting suspected abuse, neglect, or domestic violence
• Preventing or reducing a serious threat to anyone’s health or safety

Do research • We can use or share your information for health research. 

Comply with the law  • We will share information about you if state or federal laws require it, 
including with the Department of Health and Human Services if it wants to 
see that we’re complying with federal privacy law.

Respond to organ and  
tissue donation requests

•  We can share health information about you with organ procurement 
organizations. 

Work with a medical 
examiner or funeral director

•  We can share health information with a coroner, medical examiner, or funeral 
director when an individual dies.

Address workers’ 
compensation, law 
enforcement, and other 
government requests

• We can use or share health information about you:
• For workers’ compensation claims
• For law enforcement purposes or with a law enforcement official
• With health oversight agencies for activities authorized by law
 • For special government functions such as military, national security, and 
presidential protective services

Respond to lawsuits and 
legal actions

•  We can share health information about you in response to a court or 
administrative order, or in response to a subpoena.

How else can we use or share your health information? We are allowed or required to share your 
information in other ways – usually in ways that contribute to the public good, such as public health and research. 
We have to meet many conditions in the law before we can share your information for these purposes. For more 
information see: www.hhs.gov/ocr/privacy/hipaa/understanding/consumers/index.html.
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Our Responsibilities

•  We are required by law to maintain the privacy and security of your protected health information. 

•   We will let you know promptly if a breach occurs that may have compromised the privacy or security  
of your information.

•   We must follow the duties and privacy practices described in this notice and give you a copy of it. 

•   We will not use or share your information other than as described here unless you tell us we can in 
writing. If you tell us we can, you may change your mind at any time. Let us know in writing if you 
change your mind. 

For more information see: www.hhs.gov/ocr/privacy/hipaa/understanding/consumers/noticepp.html.

Changes to the Terms of this Notice
We can change the terms of this notice, and the changes will apply to all information we have about you. 
The new notice will be available upon request, in our office, and on our web site.

This Notice of Privacy Practices applies to the following organizations.

Instruction F: Insert Effective Date of Notice here.

 David Taylor M.D.
2730 Wilshire Blvd, Suite 325
Santa Monica, CA 90403
(310) 943-9223
www.DavidTaylorMD.com

David Taylor MD (310) 943-9223
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NOTICE OF PRIVACY PRACTICES 
FOR PROTECTED HEALTH INFORMATION 

[45 CFR 164.520] 

Background 

The HIPAA Privacy Rule gives individuals a fundamental new right to be informed of the 
privacy practices of their health plans and of most of their health care providers, as well as to be 
informed of their privacy rights with respect to their personal health information.  Health plans 
and covered health care providers are required to develop and distribute a notice that provides a 
clear explanation of these rights and practices.  The notice is intended to focus individuals on 
privacy issues and concerns, and to prompt them to have discussions with their health plans and 
health care providers and exercise their rights. 

How the Rule Works 

General Rule.  The Privacy Rule provides that an individual has a right to adequate notice 
of how a covered entity may use and disclose protected health information about the individual, 
as well as his or her rights and the covered entity’s obligations with respect to that information. 
Most covered entities must develop and provide individuals with this notice of their privacy 
practices. 

The Privacy Rule does not require the following covered entities to develop a notice: 

C Health care clearinghouses, if the only protected health information they create or 
receive is as a business associate of another covered entity.  See 45 CFR 
164.500(b)(1). 

C A correctional institution that is a covered entity (e.g., that has a covered health 
care provider component). 

C A group health plan that provides benefits only through one or more contracts of 
insurance with health insurance issuers or HMOs, and that does not create or 
receive protected health information other than summary health information or 
enrollment or disenrollment information. 

See 45 CFR 164.520(a). 

Content of the Notice.  Covered entities are required to provide a notice in plain language 
that describes: 
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C How the covered entity may use and disclose protected health information about 
an individual. 

C The individual’s rights with respect to the information and how the individual 
may exercise these rights, including how the individual may complain to the 
covered entity. 

C The covered entity’s legal duties with respect to the information, including a 
statement that the covered entity is required by law to maintain the privacy of 
protected health information. 

C Whom individuals can contact for further information about the covered entity’s 
privacy policies. 

The notice must include an effective date.  See 45 CFR 164.520(b) for the specific 
requirements for developing the content of the notice. 

A covered entity is required to promptly revise and distribute its notice whenever it makes 
material changes to any of its privacy practices.  See 45 CFR 164.520(b)(3), 164.520(c)(1)(i)(C) 
for health plans, and 164.520(c)(2)(iv) for covered health care providers with direct treatment 
relationships with individuals. 

Providing the Notice. 

C	 A covered entity must make its notice available to any person who asks for it. 

C	 A covered entity must prominently post and make available its notice on any web 
site it maintains that provides information about its customer services or benefits. 

C	 Health Plans must also: 

<	 Provide the notice to individuals then covered by the plan no later than 
April 14, 2003 (April 14, 2004, for small health plans) and to new 
enrollees at the time of enrollment. 

< Provide a revised notice to individuals then covered by the plan within 60 
days of a material revision. 

< Notify individuals then covered by the plan of the availability of and how 
to obtain the notice at least once every three years. 

C Covered Direct Treatment Providers must also: 
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<	 Provide the notice to the individual no later than the date of first service 
delivery (after the April 14, 2003 compliance date of the Privacy Rule) 
and, except in an emergency treatment situation, make a good faith effort 
to obtain the individual’s written acknowledgment of receipt of the notice. 
If an acknowledgment cannot be obtained, the provider must document his 
or her efforts to obtain the acknowledgment and the reason why it was not 
obtained. 

<	 When first service delivery to an individual is provided over the Internet, 
through e-mail, or otherwise electronically, the provider must send an 
electronic notice automatically and contemporaneously in response to the 
individual’s first request for service.  The provider must make a good faith 
effort to obtain a return receipt or other transmission from the individual in 
response to receiving the notice. 

<	 In an emergency treatment situation, provide the notice as soon as it is 
reasonably practicable to do so after the emergency situation has ended.  In 
these situations, providers are not required to make a good faith effort to 
obtain a written acknowledgment from individuals. 

<	 Make the latest notice (i.e., the one that reflects any changes in privacy 
policies) available at the provider’s office or facility for individuals to 
request to take with them, and post it in a clear and prominent location at 
the facility. 

C	 A covered entity may e-mail the notice to an individual if the individual agrees to 
receive an electronic notice. 

See 45 CFR 164.520(c) for the specific requirements for providing the notice. 

Organizational Options. 

C	 Any covered entity, including a hybrid entity or an affiliated covered entity, may 
choose to develop more than one notice, such as when an entity performs different 
types of covered functions (i.e., the functions that make it a health plan, a health 
care provider, or a health care clearinghouse) and there are variations in its 
privacy practices among these covered functions.  Covered entities are encouraged 
to provide individuals with the most specific notice possible. 

C	 Covered entities that participate in an organized health care arrangement may 
choose to produce a single, joint notice if certain requirements are met.  For 
example, the joint notice must describe the covered entities and the service 
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delivery sites to which it applies. If any one of the participating covered entities 
provides the joint notice to an individual, the notice distribution requirement with 
respect to that individual is met for all of the covered entities.  See 45 CFR 
164.520(d). 

Frequently Asked Questions 

To see Privacy Rule FAQs, click the desired link below: 

FAQs on Notice of Privacy Practices 

FAQs on ALL Privacy Rule Topics 

(You can also go to http://answers.hhs.gov/cgi-bin/hhs.cfg/php/enduser/std_alp.php, then 
select "Privacy of Health Information/HIPAA" from the Category drop down list and 
click the Search button.) 
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