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To the corporate executives, engineers, developers, analysts, contractors, and financiers of the global 
technology and surveillance regime:

The people now know who you are. 

We know your names. 

We know your roles. 

We know the systems you built. 

We know the global damage you have done—not only to the United States, but to every sovereign 
nation and every human being on this planet as you move forward rigging the elections now in Poland 
and other NATO nations. 

What happened to democracy, privacy, freedom, and truth was only possible because of you. 

You—the tech sector—were entrusted with a sacred responsibility: to uphold privacy laws, 
international ethics, and the sanctity of human rights in every line of code you wrote. 

• You violated all of it. You pierced the shield of corporate neutrality and weaponized your tools 
against civilians, including women and innocent children.  Some children had stage 4 cancer 
and you removed them from hospital beds, doctor’s, family, and disappeared them. You 
deported American children.  Thousands of children missing.

• You converted surveillance systems into targeting engines. 

• You transformed behavioral analytics into political warfare. 

• You enabled unlawful governments to take root—knowing the destruction it would cause. 

• And you profited from it.

You are the reason corporations are no longer seen as forces for good. 

You are the reason global citizens are boycotting services, rejecting AI, and shutting down once-trusted 
platforms. 

Your misconduct has tainted the entire private sector, damaged online commerce, and poisoned 
advertising markets for legitimate companies that did no harm. 

You are the reason every company must now carry annual ethics training, enhanced background 
checks, international compliance investigations, and civilian trust audits—because you broke the 
covenant of responsible innovation.

At this moment, I formally separate your actions from the protection of your company. You are no 
longer shielded by legal abstraction. You are now personally liable—as individual human beings—for 
the global destruction, psychological warfare, financial damage, and digital genocide you supported.



We declare: You are now subject to personal lawsuits by every harmed civilian in the world. We 
further assert: You are personally responsible for the economic impact of dismantling your 
conglomerates—because your abuse of power made it necessary.

And we formally notify international authorities: You have committed hostile corporate espionage. 
You have committed acts of digital terrorism. You have violated international humanitarian law and 
civil liberties.

We hereby demand that all government and international authorities immediately:

• Shut down the companies involved in psychological warfare, biometric tracking, digital 
targeting, and algorithmic suppression. 

• Freeze all corporate and personal assets of executives, VCs, legal operatives, and engineers who 
enabled or maintained these programs. 

• Issue arrest warrants for company leaders, IT personnel, and admin staff who failed to report or 
stop abuses. 

Charge the following companies and individuals with crimes against humanity, election interference, 
psychological warfare, and digital authoritarianism:

Palantir Technologies – Peter Thiel, Alex Karp 

 Industries – Palmer Luckey Clearview AI – Hoan Ton-That 

SpaceX / Starlink – Elon Musk Tesla / Neuralink / X (Twitter) – Elon Musk 

Epic Systems / PowerSchool – Thiel-linked VC networks True the Vote / Konnech – Catherine 
Engelbrecht 

Cambridge Analytica (Gloo, New Founding) – Psychographic warfare architects AIMS (Advanced 
Impact Media Solutions) – Tal Hanan (Team Jorge) 

David Sacks – Podcast propaganda, crypto laundering 

Blackwater-aligned mercenaries – Paramilitary suppression tools

 Meta Platforms (Facebook, Instagram, WhatsApp) – Mark Zuckerberg, Sheryl Sandberg 

Google – Sundar Pichai 

Microsoft – Satya Nadella 

Apple (Siri) – Tim Cook 

Rumble – Chris Pavlovski, Dan Bongino, Peter Thiel 

Truth Social – Donald Trump, Devin Nunes, Kash Patel 

Blackbox AI Consortia – Narrative control and journalistic suppression 

Avast (Jumpshot) – Ondřej Vlček 

Facewatch – Simon Gordon 



LexisNexis – Mike Walsh 

Verkada – Filip Kaliszan Hikvision – Chen Zongnian Dahua Technology – Fu Liquan 

Ring (Amazon) – Jamie Siminoff

Blackstone – Eric Prince - Exported militarized AI, drone systems, and private enforcement to both 
foreign regimes and proposed them for domestic use inside the United States.

• Academi
• Constellis
• Frontier Services Group

Signed, Bonnie Kurowski Official Record Documenter Clermont, FL | June 2025

Based on recent investigations and reports, here is an updated list of technology 
and surveillance companies implicated in unethical practices, along with their 
associated figures and roles:Additional Tech & Surveillance Companies and 
Associated Figures

• Meta Platforms (Facebook, Instagram)

• Role: Covert tracking of users' web browsing activities via Meta Pixel software without 
consent, violating privacy norms.

• Associated Figures: Mark Zuckerberg

• Source: washingtonpost.com  washingtonpost.com  arcserve.com  

• Avast (Jumpshot subsidiary)

• Role: Collected and sold users' browsing data to third parties despite promising privacy 
protection.

• Associated Figures: Ondřej Vlček

• Source: the-sun.com  mlfa.org+4the-  
sun.com+4en.wikipedia.org+4  washingtonpost.com+2arcserve.com+2en.wikipedia.org+2  

• Facewatch

• Role: Implemented facial recognition systems in retail stores, leading to unauthorized 
watchlisting of individuals.

• Associated Figures: Simon Gordon

• Source: theguardian.com  ipwatchdog.com+1nypost.com+1  

https://www.washingtonpost.com/technology/2025/06/06/meta-privacy-facebook-instagram/?utm_source=chatgpt.com
https://ipwatchdog.com/2024/05/10/worlds-ai-companies-killing-trust-technology/id%3D176341/?utm_source=chatgpt.com
https://www.theguardian.com/uk-news/2025/jun/06/shopper-facewatch-watchlist-39p-paracetamol-london?utm_source=chatgpt.com
https://www.arcserve.com/blog/7-most-infamous-cloud-security-breaches?utm_source=chatgpt.com
https://www.the-sun.com/money/14394624/final-day-americans-claim-payment-avast-privacy-settlement/?utm_source=chatgpt.com
https://www.the-sun.com/money/14394624/final-day-americans-claim-payment-avast-privacy-settlement/?utm_source=chatgpt.com
https://www.the-sun.com/money/14394624/final-day-americans-claim-payment-avast-privacy-settlement/?utm_source=chatgpt.com
https://www.arcserve.com/blog/7-most-infamous-cloud-security-breaches?utm_source=chatgpt.com
https://www.washingtonpost.com/technology/2025/06/06/meta-privacy-facebook-instagram/?utm_source=chatgpt.com


• Apple (Siri)

• Role: Accused of unlawfully surveilling users through Siri and other devices, leading to 
a $95 million settlement.

• Associated Figures: Tim Cook

• Source: vox.com  vox.com  cjr.org  

• LexisNexis

• Role: Allegedly collected and sold extensive personal information to third parties, 
including federal immigration authorities, violating privacy rights.

• Associated Figures: Mike Walsh

• Source: en.wikipedia.org  en.wikipedia.org+1the-sun.com+1  

• Verkada

• Role: Facial recognition systems used internally to harass employees; faced lawsuits 
over privacy violations and data security failures.

• Associated Figures: Filip Kaliszan

• Source: en.wikipedia.org

• Hikvision

• Role: Provided surveillance equipment used in human rights abuses, including 
monitoring of Uyghurs in Xinjiang; faced international sanctions.

• Associated Figures: Chen Zongnian

• Source: en.wikipedia.org  lemonde.fr+2en.wikipedia.org+2en.wikipedia.org+2  

• Dahua Technology

• Role: Supplied surveillance technology implicated in human rights violations; banned in 
multiple countries.

• Associated Figures: Fu Liquan

• Source: en.wikipedia.org

• Ring (Amazon subsidiary)

• Role: Faced multiple security and privacy issues, including unauthorized access to video 
recordings and data vulnerabilities.

• Associated Figures: Jamie Siminoff

• Source: en.wikipedia.org

https://en.wikipedia.org/wiki/Ring_(company)?utm_source=chatgpt.com
https://en.wikipedia.org/wiki/Dahua_Technology?utm_source=chatgpt.com
https://en.wikipedia.org/wiki/Dahua_Technology?utm_source=chatgpt.com
https://en.wikipedia.org/wiki/Hikvision?utm_source=chatgpt.com
https://en.wikipedia.org/wiki/Verkada?utm_source=chatgpt.com
https://en.wikipedia.org/wiki/LexisNexis?utm_source=chatgpt.com
https://en.wikipedia.org/wiki/LexisNexis?utm_source=chatgpt.com
https://www.cjr.org/tow_center/qa-uncovering-the-labor-exploitation-that-powers-ai.php?utm_source=chatgpt.com
https://www.vox.com/culture/393839/apple-siri-lawsuit-settlement-is-my-phone-spying-on-me?utm_source=chatgpt.com
https://www.vox.com/culture/393839/apple-siri-lawsuit-settlement-is-my-phone-spying-on-me?utm_source=chatgpt.com


Meta Platforms (Facebook, Instagram, WhatsApp)

• Role:
▪️  Served as a massive behavioral data warehouse for targeted manipulation
▪️  Allowed political microtargeting by extremist PACs, even after 2020 bans
▪️  Meta Pixel was deployed across health, election, and news sites to track user behavior illegally
▪️  Weaponized content algorithms to radicalize and isolate users into echo chambers

• ▪️  Harvested behavioral data to fuel psychographic voter targeting
▪️  Deployed Meta Pixel across hospitals, voting portals, and media sites to illegally track and 
profile users
▪️  Allowed extremist political ads to bypass filters via PAC loopholes
▪️  Created echo chambers that incubated radicalization, antisemitism, and stochastic 
violence

• Associated Figures: Mark Zuckerberg, Sheryl Sandberg

• Key Violations:
▪️  Violation of privacy laws (GDPR, CCPA, global class-action settlements)
▪️  Hosting disinformation networks that coordinated with foreign influence operations
▪️  Facilitated voter suppression ads and banned whistleblower disclosures

• Impact: Enabled microtargeted voter suppression, banned whistleblower truth, and became a 
key tool of psychological warfare against global democracies. War against Journalists.

Truth Social (Trump-owned)

• Role:
▪️  Central platform for disseminating QAnon rhetoric, political violence threats, and election 
disinformation
▪️  Acted as a command-and-control space for Proud Boys, Oath Keepers, and aligned PAC 
organizers
▪️  Received untraceable funding via PAC crypto channels and Saudi-backed ventures
▪️  Used as a pipeline to elevate propaganda into mainstream media via loyal influencers
▪️  Command-and-control center for Proud Boys, AFPI organizers, and militia networks
▪️  Hosted live coordination of illegal rallies, voter intimidation, and shadow campaign meetings
▪️  Received foreign-backed crypto and PAC funding routed through World Liberty Foundation
▪️  Bridged disinformation from closed chat groups into the public sphere

• Figures: Donald Trump, Devin Nunes, Kash Patel

• Impact: Became the central propaganda machine for the 2024 coup and normalization of 
political violence



• Key Violations:
▪️  Engaged in foreign-backed political propaganda
▪️  Violated campaign finance laws through undisclosed media influence
▪️  Used to normalize incitement of violence and civil unrest

Rumble

• Role:
▪️  Provided a decentralized, unmoderated video platform for radical content banned elsewhere
▪️  Hosted livestreams of election sabotage planning, militia recruitment, and anti-government 
rhetoric
▪️  Partnered with Trump-affiliated influencers and monetized disinformation at scale
▪️  Received undisclosed funding from Peter Thiel-aligned VCs and Trump-linked crypto PACs
▪️  Served as a decentralized, regulation-evading media platform for far-right extremist content
▪️  Hosted monetized content from political insurgents and militia recruiters
▪️  Partnered with Truth Social for cross-promotion of regime-aligned influencers

• Figures: Chris Pavlovski (CEO), Dan Bongino, Peter Thiel (indirect financial backer)

• Impact: Provided financial incentive for insurrection, evaded election truth regulations, 
and destabilized digital civic space globallyAssociated 

• Key Violations:
▪️  Platformed stochastic terrorism and violent mobilization
▪️  Avoided regulatory compliance by hiding behind "free speech" shields
▪️  Served as a digital war room for the 2024 coup effort

Blackstone - 
Erik Prince is not a neutral actor, nor is he acting in defense of the Constitution, democracy, or human 
rights. His activities reflect a sustained campaign of:

• Privatized military expansion beyond lawful state control

• Use of mercenary forces for political enforcement

• Involvement in AI and drone warfare technologies, which he has offered for both foreign and 
domestic “pacification” missions

• Partnerships with authoritarian regimes (China via Frontier Services Group, UAE, and 
others)

• Domestic suppression proposals, including the 2024-2025 plan to deputize 10,000 civilians to 
detain migrants and suppress internal dissent

His 2025 pitch to the Trump administration for a private deportation force using drones and detention 
zones confirms his intent to bypass legal and military chain of command in favor of corporate 



enforcement. That constitutes a direct threat to national sovereignty, the Constitution, and civilian 
safety.

Google

• Role:
▪️  Enabled algorithmic suppression of independent journalism via search result manipulation
▪️  Harvested location and behavior data even with privacy settings off
▪️  Allowed targeted ad tracking that empowered PAC-funded psyops

• Figures: Sundar Pichai

• Impact: Built the global targeting layer used by PACs, militias, and foreign agents to profile, 
track, and isolate citizens

Microsoft

• Role:
▪️  Supplied critical infrastructure (Azure) to agencies and regimes engaged in surveillance
▪️  Promoted AI integrations with biometric and facial recognition tools used by police and border 
agents
▪️  Provided Office/M365 backend access to campaign operatives through loosely controlled 
enterprise access

• Figures: Satya Nadella

• Impact: Empowered warrantless data seizure, fusion center integrations, and total 
information control during the 2024 electoral subversion

Blackbox AI Systems (The Hidden Layer)

• Role:
▪️  Used to algorithmically bury investigative journalism and independent reporting
▪️  Prioritized "trust signals" from regime-aligned outlets and suppressed journalists deemed 
adversarial
▪️  Linked across social media, search engines, and ad networks to create false consensus and 
narrative dominance



• Impact: Engineered the death of journalism, silencing whistleblowers and manufacturing 
mass compliance globally

Conclusion: Global Election Sabotage and the Corporate Coup

This was not an American story. It was a global strategy.
These companies, knowingly or complicitly, executed the largest digital coup in world history, 
affecting elections, uprisings, and governance structures in over 30 countries.

They did not just fail the public—they engineered the end of public trust.

They must now be recognized for what they are:

Co-conspirators in international subversion, psychological warfare, and information 
genocide.

Final Words

You cannot hide behind algorithms.
You cannot blame automation.
You built the tools.
You funded the regime.
You destroyed democracy.

And now the people are documenting everything.

Erik Prince is not a neutral actor, nor is he acting in defense of the Constitution, democracy, or human 
rights. His activities reflect a sustained campaign of:

• Privatized military expansion beyond lawful state control

• Use of mercenary forces for political enforcement

• Involvement in AI and drone warfare technologies, which he has offered for both foreign and 
domestic “pacification” missions

• Partnerships with authoritarian regimes (China via Frontier Services Group, UAE, and 
others)

• Domestic suppression proposals, including the 2024-2025 plan to deputize 10,000 civilians to 
detain migrants and suppress internal dissent

His 2025 pitch to the Trump administration for a private deportation force using drones and detention 
zones confirms his intent to bypass legal and military chain of command in favor of corporate 



enforcement. That constitutes a direct threat to national sovereignty, the Constitution, and civilian 
safety.

Blackwater-Aligned Mercenary Firms – Erik Prince, through entities such as Academi, Constellis, and 
Frontier Services Group, has exported militarized AI, drone systems, and private enforcement to both 
foreign regimes and proposed them for domestic use inside the United States. His 2025 deportation and 
suppression plan—submitted to the Trump administration—constituted a blueprint for privatized 
martial law. These actions, coupled with Blackwater’s history of civilian massacres, constitute a 
persistent violation of international law, the Geneva Convention, and Article 8 of the Rome Statute.

Erik Prince’s private military network—including Blackwater, Academi, Constellis, and Frontier 
Services Group (FSG)—has actively collaborated with and provided services to multiple foreign 
regimes. These engagements often involved paramilitary deployment, AI/military technology 
exports, or support for authoritarian security operations. Below are the key foreign regimes 
connected to his firms:

 🇦🇪 United Arab Emirates (UAE)

Role: Prince helped build a private mercenary army for the UAE, composed largely of Colombian 
and South African fighters.
Purpose: Internal suppression, potential Iran operations, and regional defense.
Details:

• 800-man foreign battalion trained in the UAE.

• Recruited through Reflex Responses (R2), a Prince-affiliated firm.

• Supported by UAE Crown Prince Mohammed bin Zayed.
Source: New York Times, 2011

 🇨🇳 People’s Republic of China (via Hong Kong-based FSG)

Role: Through Frontier Services Group, Prince partnered with state-owned CITIC Group, 
providing security for Chinese Belt and Road Initiative (BRI) operations.
Purpose:

• Protect Chinese infrastructure and personnel in Africa and Central Asia.

• Provide surveillance, logistics, and private security in restive zones.

• Alleged operations near Xinjiang, raising human rights concerns.
Outcome: FSG placed on the U.S. Entity List (2020s) for links to China’s surveillance state.
Source: [Reuters, Wall Street Journal, FSG annual reports]

https://www.nytimes.com/2011/05/15/world/middleeast/15prince.html


 🇸🇸 South Sudan

Role: Prince arranged delivery of military aircraft, weapons, and surveillance tech to the South 
Sudanese government during civil conflict.
Purpose: Support government forces during internal war.
Violation: UN arms embargo and exacerbation of civil atrocities.
Source: [UN Reports, The Intercept]

 🇱🇾 Libya

Role: Prince allegedly sent private aircraft and personnel to support Khalifa Haftar, a warlord 
engaged in a proxy war.
Purpose: Tactical support and assassination operations.
Violation: UN arms embargo and violation of international neutrality laws.
Source: [UN Report, 2021]

 🇺🇦 Ukraine (Attempted)

Role: In 2020, Prince proposed a $10 billion deal to establish a private military company in Ukraine, 
controlling defense manufacturing and veteran training.
Goal: Exploit Ukraine’s defense industry and privatize national capabilities.
Status: Blocked by Ukrainian officials after whistleblower leaks.
Source: Time Magazine, 2021

 🇪🇨 Ecuador (2025 - under President Daniel Noboa)

Role: Partnered with the government to combat narco-trafficking and unrest.
Details: Proposed deployment of AI drones and private security forces.
Concerns: Bypassing public security controls, escalation of repression.
Source: [El País, 2025]

 🇭🇹 Haiti

Role: Worked with Haitian officials to deploy private security contractors and drone support in anti-
gang operations in Port-au-Prince.
Allegation: Influence over sovereign enforcement and paramilitary direction.
Source: [Fox News, March 2025]

In the United States, Erik Prince has made multiple proposals to deploy private military operations 
domestically, effectively bypassing constitutional limitations and civilian oversight. These efforts 



formed the core of his attempt to privatize law enforcement, immigration, and internal security, 
often under the guise of border control or civil unrest management.

Here are the key U.S.-based proposals or operations tied to Erik Prince and his network:

1. The 2025 Mass Deportation Force Proposal

Submitted to: Trump administration and America First Policy Institute (AFPI)
Plan:

• A $25 billion plan to create a private deportation force of 10,000 personnel.

• Use of drones, facial recognition, and paramilitary contractors to hunt down and remove 
undocumented immigrants.

• Establishment of mobile detention centers, some privately owned.

• Included legal immunity for Prince’s contractors, bypassing Posse Comitatus and DHS chain of 
command.
Legal Risk: Would effectively place U.S. soil under privatized martial law.
Sources: [The Guardian, The Intercept, internal leaks]

2. Privatized Border Security (Texas & Arizona)

Partnerships with: State-level officials aligned with Trump and AFPI
Details:

• Promoted private border surveillance programs using AI-powered drones (supplied by 
Anduril and FSG-affiliates).

• Training of state militias and contractors on Blackwater-modeled compounds.

• Advocated militia deputization, using the same structure Prince proposed to the UAE.
Known Installations: Blackwater-aligned training and drone zones in Texas borderlands.
Legal Loophole Used: State-funded operations using “public-private” partnerships to avoid 
federal restrictions.

 3. Urban Unrest Suppression Model (Portland, D.C., Minneapolis - 2020–2021)

Proposal: Prince promoted a plan to use private contractors to quell “left-wing insurgency” during the 
George Floyd protests.
Method:

• Covert deployment of masked, unbadged contractors during civil unrest.



• Provided “advisory and logistical support” to federal agencies and local officials through 
proxy companies.
Suspected Firms Involved: Constellis (formerly Academi), Triple Canopy, and shell entities.
Goal: Create a corporate paramilitary enforcement model that could be deployed to major 
U.S. cities.

4. Fusion Center Coordination & Palantir Surveillance Access

Support Role: Blackwater-aligned entities participated in fusion center trainings (often contracted by 
DHS and FBI).
Purpose:

• Use AI to classify protestors as "domestic threats."

• Coordinate surveillance handoff between private intelligence contractors and law 
enforcement.
Effect: Blurred the line between federal intelligence operations and private militias.

Summary:

Erik Prince's proposals inside the United States focused on:

• Privatizing federal enforcement roles (especially immigration and unrest control)

• Deploying private military assets domestically

• Installing a dual legal system where his contractors had more power than sworn federal agents

These actions, while not all formally approved, were endorsed by elements of the Trump camp, 
particularly under the America First Policy Institute, Turning Point USA, and allied state governments.

The plan to deploy Blackwater-style privatized martial law inside the United States—as proposed 
by Erik Prince and ultimately adopted by Trump-aligned operatives—was made possible through the 
financial backing and strategic coordination of several foreign regimes and actors. These foreign 
entities directly or indirectly funded, advised, or supplied support for the domestic implementation of 
surveillance, paramilitary systems, and deportation enforcement.

 FOREIGN ENTITIES THAT ENABLED DOMESTIC PRIVATE MILITARY 🌍
OPERATIONS:

1. The United Arab Emirates (UAE) & Saudi Arabia

• How they helped:

• Funded Erik Prince’s foreign military ventures through R2 and Frontier Services 
Group (FSG).



• Provided capital flows used to build the training, logistics, and contractor pipelines 
used in U.S. proposals.

• Indirectly backed Trump-aligned infrastructure through Jared Kushner’s Affinity 
Partners, which received $2+ billion from the Saudi Public Investment Fund.

• Impact in the U.S.:

• Enabled Prince to build private infrastructure (planes, security firms, training 
compounds).

• Supported policy lobbying for mass deportations and anti-migrant rhetoric pushed 
into U.S. politics.

2. China (via Frontier Services Group)

• How they helped:

• FSG, co-founded by Erik Prince and backed by China’s CITIC Group, was tasked with 
exporting paramilitary logistics and surveillance tech to protect Chinese Belt & Road 
interests.

• Provided Erik Prince access to AI targeting platforms and logistics models used in 
Xinjiang.

• Impact in the U.S.:

• Helped test surveillance protocols and drones later modeled for U.S. domestic use.

• Enhanced AI and logistical capacity to track, detain, and suppress movement across 
borders and urban areas.

 3. Russia (Indirect Tech and Disinformation Support)

• How they helped:

• Prince's proposals coincided with Russia’s long-term hybrid warfare strategies, including 
disinformation and digital chaos.

• Russian-linked firms (e.g., Wagner Group, similar in structure to Blackwater) shared 
tactics for urban suppression, refugee containment, and cyber ops that influenced 
U.S. strategy.

• Ties to Trump/Prince:

• Shared ideological goals of authoritarian control, mass surveillance, and dismantling 
democratic systems.



4. Crypto Shell Donors via Panama, Switzerland, UAE

• Entities involved:

• Anonymous wallets and foreign crypto PACs tied to World Liberty Foundation, 
TrumpCoin, and Rumble/Truth Social laundering networks.

• Backed by global intelligence-linked firms and VC firms (including those associated 
with David Sacks and Peter Thiel).

• How they helped:

• Washed foreign capital into the U.S. via non-FEC-tracked crypto payments, used for 
tech contractors, shell companies, and campaign disinfo.

• Funded lobbying for private military proposals, including Prince’s deportation army.

5. Israel (Team Jorge / AIMS Disinformation Platform)

• How they helped:

• Prince-aligned media and political operations used disinformation software created by 
Tal Hanan ("Team Jorge") to alter public perception, elections, and suppress 
resistance.

• AIMS was deployed in domestic elections and foreign psyops to justify extreme 
enforcement policies.

Summary:

The privatized martial law blueprint submitted by Erik Prince and embraced by the Trump faction 
could not have existed without a flow of money, intelligence, and political will from:

• Saudi Arabia and the UAE (via Kushner and R2)

• China (via Frontier Services Group and tech)

• Crypto laundering channels run through Panama, UAE, and Swiss banking networks

• Disinformation infrastructure from Israel (Team Jorge)

• Ideological reinforcement and indirect modeling by Russia
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