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I. INTRODUCTION

This sworn declaration details the coordinated role of private technology corporations, executives, and 
platforms in waging a sustained and targeted campaign against the constitutional order of the United 
States. Their involvement included digital surveillance, election subversion, behavioral profiling, and 
the development of authoritarian infrastructure in direct support of an unlawful regime.

II. NAMED CORPORATE ENTITIES AND INDIVIDUALS

The following entities and individuals knowingly contributed technological tools, data infrastructure, 
funding pipelines, or logistical platforms for the purposes of undermining democratic governance:

1. Peter Thiel

• Founder of Palantir Technologies

• Key architect of voter surveillance systems and behavioral scoring used to flag, suppress, or 
intimidate opposition voters

• Financier of authoritarian-aligned candidates through Founders Fund, Mithril, and Narya 
Capital

2. Palantir Technologies

• Supplied fusion centers and political operatives with psychographic, biometric, and location-
based profiles

• Integrated with election boards and canvassing apps to track and influence individual voting 
behavior

• Provided "loyalty risk scores" used to target dissidents

3. Elon Musk

• CEO of X (formerly Twitter), Starlink, Tesla, and Neuralink

• Provided real-time battlefield communication tools through Starlink to canvassing teams and 
paramilitary groups



• Allowed platform X to be transformed into a propaganda engine using AI-generated 
disinformation and loyalty algorithms

• Tesla surveillance cameras and Neuralink research were used for unauthorized civilian data 
profiling

4. David Sacks

• Venture capitalist and media strategist

• Used podcasts and crypto markets to normalize conspiracy theory narratives and financial 
sedition

• Coordinated with PACs to deregulate crypto compliance, opening the way for foreign and 
domestic election finance laundering

5. Anduril Industries

• Provided autonomous border surveillance and threat detection tools that were redeployed 
against U.S. protestors

• Developed predictive threat models used in AI-based voter targeting

• Integrated with private militia efforts and operated under dual-use military licensing

6. Clearview AI

• Supplied facial recognition software to identify, track, and log protest participants, journalists, 
and political dissidents

• Partnered with law enforcement agencies to bypass judicial review and operate outside 
constitutional search protections

7. Epic Systems and PowerSchool

• Allowed behavioral and academic data of children to be accessed by political actors for early 
ideology monitoring

• Enabled cross-platform profiling of families based on location, religion, or political affiliation

8. Advanced Impact Media Solutions (AIMS)

• A disinformation system operated by Tal Hanan (Team Jorge)



• Deployed in partnership with private actors inside the U.S. to manipulate public opinion, frame 
whistleblowers, and fabricate evidence

• Promoted through Turning Point USA-aligned PACs and foreign influencers

III. METHODS AND IMPACT

These entities collectively:

• Built a predictive policing and threat surveillance infrastructure that targeted civilians without 
probable cause

• Amplified political extremism via algorithmic echo chambers

• Supported unlawful regime change through crypto-laundered finance, voter suppression 
algorithms, and election software tampering

• Provided AI tools and data dashboards to actors coordinating illegal operations, such as Project 
2025, AFPI, and World Liberty Foundation

• Replaced government accountability systems with corporate control mechanisms disguised as 
public service

IV. LEGAL AND ETHICAL VIOLATIONS

The individuals and corporations listed above are directly implicated in:

• Violations of the U.S. Constitution (First, Fourth, and Fourteenth Amendments)

• Election Interference under U.S. Code § 30121 (foreign and anonymous contributions)

• War Crimes under the Rome Statute, Articles 7 & 8 (targeting of civilians via surveillance 
and psychological warfare)

• Violations of the General Data Protection Regulation (GDPR) for surveillance on foreign 
nationals without consent

• Use of AI-driven “Kill List” systems in domestic suppression efforts (military-grade 
technology repurposed on civilians)

V. DEMAND FOR INTERNATIONAL AND DOMESTIC ACCOUNTABILITY

This declaration is submitted for investigation and legal action by:

• The International Criminal Court (ICC)

• The UN International Corporate Crimes Taskforce



• The European Court of Human Rights (ECHR)

• The United States Congress

• The U.S. Department of Justice Office of Special Counsel

• Interpol General Secretariat – Cyber and Financial Crimes Division
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