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2024 AFP® Payments Fraud and Control Survey Report

Payments Fraud Activity on the Rise
Overall, 80% of organizations were targets
of either an actual or attempted 
payments fraud attack in 2024. This is an 
uptick of 15percentage points from 2022.
Organizations most impacted by fraud were 
those with at least $1billion in revenue and 
fewer than 26 payments accounts (86%).

Discovering Fraud
Thirty percent of respondents report that after a 
successful fraud attempt, their organizations 
were unable to recover the funds lost due to 
fraud. At the other end of the spectrum, 29% 
were able to recoup up to 75% of the funds lost 
and 41% were successful in recouping more 
than 75% of the funds lost (mostly via checks).

Checks Continue to be Vulnerable to
Fraud
Checks continue to be the payment method 
most susceptible to fraud, as reported
by 65% of respondents. Seventy percent of
organizations using checks have no 
immediate plans to discontinue their use. 
The primary reason for continued check 
use is the requirement for checks by small 
businesses.

Email Targets ACH Credits
This year, ACH credits have surpassed wires 
as the most vulnerable payment type for 
BEC fraud. Even as most payment methods 
continue to be vulnerable to BEC, payments 
made via ACH credits (47%), wire transfers 
(39%) and ACH debits (20%) were most 
often targeted.

Organizations Overlook the Vulnerability
of Payments Sent by USPS
Over 20%of respondents report fraud due to 
interference with the United States Postal Service 
(USPS), which is 10percentage points higher than 
the share reported for 2022. Despite alerts from the 
Financial Crimes Enforcement Network (FinCEN)2

regarding increased fraud attempts via mail 
interception, over 80% of respondents indicate their 
organizations still deliver checks via the United 
States Postal Service (USPS) —without tracking.

Business Email Compromise (BEC) Controls
Have Room for Improvement
Less than 60% of organizations have completed 
the documentation that includes the creation of 
written policies and procedures which are required
to safeguard against BEC, while less than half (49%) 
have completed testing these policies. Although BEC 
has been prevalent for over a decade, findings reveal 
a gap in preparedness to mitigate scams via email.
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In 2024, checks and ACH debits were the
payment methods most impacted by
fraud activity (65% and 33%, respectively).

Payment Methods Impacted By Fraud
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Check Fraud Activity: Trends
(Percent of Organizations)
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Companies have become better at identifying 
wire fraud attempted via business email 
compromise (BEC) scams.
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Business Email Compromise (BEC) by the Numbers

512024 Payments Fraud and Control Report

 According to the most recent Internet Crime Report, the FBI received 21,832 BEC 
complaints alone in 2023. The loss from those schemes amounts to over $2.7 
million.

 62% of companies that experienced attempted or actual payments fraud in 2023 did 
so because of business email compromise (BEC).

 In 2023, 74% of organizations were targets of payment scams. While that is smaller 
than the shares reported in 2020 and 2021, it still indicates that a large percentage of 
companies continue to be impacted by payments fraud. 

 Over three-fourths (76%) of respondent's report that their organizations had been 
targeted by business email compromise (BEC) attempts in 2023. 

 Educating employees on the threat of BEC and training them to identify spear 
phishing attempts is an important component in controlling BEC, according to 77% 
of treasury and finance practitioners. 

 Accounts Payable departments are the most susceptible to BEC fraud. 61% of 
respondents report that their Accounts Payable department was the most vulnerable 
business unit targeted. The department targeted second most-often by BEC fraud 
was Treasury, cited by 13% of practitioners. 
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Fraud Awareness and Protection Checklist

Computer Best Practices
Implement a firewall & keep 
systems up to date and scan 

for issues regularly.

Safe Browsing Habits
Do not install software 

from unknown sources. Do 
not open attachments on 

emails that you did not 
expect.

Transaction Protection
Establish internal 

procedures (such as 
callbacks) for employees to 

verify that instructions or 
requests that they may 

receive (especially by email).

Account Structure
Maintain separate accounts 
for payroll and operations.

Internal Operations
Implement dual control for all bank 

transactions, including Wire Transfers and 
ACH Origination. Dual control means that 

at least two users (an “initiator” and an 
“approver) must process each Wire and 

ACH transaction.
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Bank of Hope Banking Services to Help Protect You Against Fraud
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ACH Positive 
Pay

Positive Pay 
(Payee)

ACH Online 
Banking

TokensOutsourcing 
Receivables

ACH Positive Pay to mitigate fraudulent 
ACH debits and electronic transactions. 

Utilize secure online banking 
service to review and monitor 
account activity daily.

Utilize soft tokens for all users who initiate 
and approve ACH & Wire payments.

Consider outsourcing receivables 
processing to Lockbox.

Automated Clearing House 
(ACH) to increase efficiencies 
and lower cost by reducing the 
need to issue checks. 

Positive Pay to mitigate check fraud



Take a holistic approach
Our smart solutions are designed to meet your objectives and serve your business at every touchpoint

Business Online 
Banking (BOB)

Liquidity 
Management

Multi-Bank 
Reporting

Cash Vault Services

Lockbox

Integrated 
Payables

FX Solutions

DO IT ALL:
Premier Treasury Management Solutions

Full Suite of Global Treasury Management Solutions
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Bank of Hope’s Roots

(Est. 1980 in Los Angeles)

2nd Merger of Equals 
Jul 2016

Mirae Bank
Jun 2009

Liberty Bank of
New York 
May 2006

BankAsiana
Oct 2013

Saehan Bank
Nov 2013

1st Merger of Equals 
Nov 2011

Pacific 
International Bank 

Feb 2013

Foster Bank
Aug 2013

(Est. 1989 in Los Angeles)

Asiana Bank
Aug 2003

(Est. 1986 in Los Angeles)

Innovative Bank
Apr 2010

Combination with TBNKfits 

well into HOPE’s long-term 

growth strategy

Announced: 
April 29, 2024
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Nationwide Presence Anchored in Asian American Communities

Southern California
24 Branches,

1 LPO

Northern California
1 Branch,

1 SBA LPO,
1 LPO

Washington
4 Branches,

1 SBA LPO,
1 LPO

New York/New Jersey
9 Branches,
1 SBA LPO,
2 LPOs

Virginia
2 Branches(1)

Texas
3 Branches,
2 SBA LPOs
1 LPO

Alabama
1 Branch

Illinois
3 Branches

Colorado
1 SBA LPO

Oregon
1 SBA LPO

Georgia
1 Branch,
1 SBA LPO

Branches and LPOsLPOsBranches

Florida
2 LPOs

LPO: Loan Production Office
SBA: Small Business Administration

Representative Office
Seoul, South Korea

Hawai‘i (2)

Territorial Savings 
Bank

28 Branches

Branch map is not presented in scale. Map as of 4/29/24.
(1) HOPE entered into branch purchase & assumption agreement for the sale of its two branches in Virginia. Transaction expected to close in 2H24.
(2) HOPE announced definitive merger agreement with Territorial Bancorp Inc. on 4/29/24. Transaction expected to close by YE 2024.
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Strong Capital & Liquidity
• Total capital ratio was 14.42% at 6/30/24, +23bps QoQ. All regulatory capital ratios expanded QoQ
• Tangible common equity (“TCE”) ratio(1) was 9.72% at 6/30/24, +39bps QoQ
• Pending acquisition of Hawai`i-based Territorial Bancorp (TBNK), targeting merger close by year-end 2024

Deposits
• Deposits of $14.7B at 6/30/24, essentially stable QoQ
• Growth in customer deposits offset planned reduction of brokered time deposits
• Avg. cost of total deposits +3bps Q-o-Q, lowest rate of quarterly change since 1Q22

Loans
• Gross loans of $13.6B at 6/30/24 (-$87MM QoQ). Sold $30MM of SBA loans in 2Q24
• Growth in residential mortgage loans, stable CRE loans, decrease in commercial loans
• Gross loan-to-deposit ratio of 92.7% at 6/30/24

Stable Asset Quality
• Nonperforming assets (“NPA”) down 37% QoQ to $67MM, or 0.39% of total assets (-20bps QoQ)
• 2Q24 net charge offs of $4MM, equivalent to 0.13% of average loans annualized

Earnings
• 2Q24 net income: $25.3MM (-2% QoQ), or $0.21 per diluted share
• 2Q24 net income excl. notable items(1): $26.6MM, or $0.22(1) per diluted share
• 2Q24 notable items after tax: merger-related expenses (+$1MM), restructuring-related charges (+$406K), and a partial 

reversal of the prior accrual for the FDIC special assessment (-$218K)

Q22024 Financial Overview

Total Capital &TCERatio
at 6/30/24

14.42% / 9.72%

Total Deposits at 6/30/24

$14.7B

Gross Loans at 6/30/24

$13.6B
NPA/TotalAssets at 6/30/24

0.39%
2Q24 Net Income & EPS

$25.3MM / $0.21
Excl. notable items

$26.6MM /$0.22
(1) TCE ratio, net income excluding notable items and earnings per share excluding notable items are non-GAAP financial measures. Quantitative

reconciliations of the most directly comparable GAAP to non-GAAP financial measures are provided in the Appendix of this presentation. 11



SBA Lending

CDs

Int’l Trade
Finance

Savings &
Money 
Market

CRE Lending

Equipment 
Lease 

Financing

Checking Commercial 
Lending

Residential 
Mortgage

Credit Cards

Foreign
Exchange

Syndicated
Lending

Treasury 
Management 

Services

Corporate 
Banking

Digital 
Banking

Diversified Financial Institution
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Retail
Industrial & Warehouse

Multifamily
Hotel/Motel

Gas Station/Car Wash
Mixed-Use

Wholesale Trade
Manufacturing
Information
Restaurant
Gas Station
Retail Trade
RE & Leasing

Financial Institutions
Telecom

Media/Entertainment
Technology
Healthcare

Utilities/Power

Industry
Verticals

Industry
Verticals

Industry Verticals

KRW Payment Solutions



Bank of Hope Relationship Team

Michael Hayashida
EVP, Chief Product Officer
Main (213) 427-1257
Mobile: (213) 598-4508
michael.hayashida@bankofhope.com

Anthony Bourg, CTP
MD, Head of Global Treasury Management Solutions
Main (213) 235-3047
Mobile (213) 598-7942
anthony.bourg@bankofhope.com
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Simon H Shin
SVP, RM Group Director
Main (718) 799-5110
Mobile (929) 286-1962
SimonH.Shin@bankofhope.com

Glenn Chua
SVP, Sr Relationship Manger
Main (718) 412-9054
Mobile (631) 905-1358
glenn.chua@bankofhope.com
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