






Strict-Transport-Security: max-age=<seconds>[; includeSubDomains]

max-age

includeSubDomains

Referer

no-referrer



X-Content-Type-Options: nosniff

frame-ancestors:  This directive tells the browser whether you want to allow your site t
o be framed or not. By preventing a browser from framing your site you can defend agains
t attacks like clickjacking. The recommended value is 'none' or 'self'.
frame-ancestors:  This directive tells the browser whether you want to allow your site t
o be framed or not. By preventing a browser from framing your site you can defend agains
t attacks like clickjacking. The recommended value is 'none' or 'self'.
default-src:  The default-src directive should be set as a fall-back when other restrict
ions have not been specified. 
script-src:  script-src directive is missing.
object-src:  Missing object-src allows the injection of plugins which can execute JavaSc
ript. We recommend setting it to 'none'.
base-uri:  Missing base-uri allows the injection of base tags. They can be used to set t
he base URL for all relative (script) URLs to an attacker controlled domain. We recommen
d setting it to 'none' or 'self'.












