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Improve your organisation's information security
awareness and readiness.

66% of US cyber insurance claims are the result of
employee negligence or malfeasance

Source: Willis Towers Watson claim data

We help your workforce to improve
information security in every aspect of
their personal and professional lives.

Introduction
As our digital footprint continues to expand, we review the types of data we keep online, the threats
to it and how to protect it.

Passwords

We create more and more passwords every day to protect our online data. Here we demonstrate
simple ways to improve your password security and what to do if it is compromised.

Security in public spaces
We often use insecure methods to access the internet without considering the implications to our
personal and professional data. We provide advice on how to remain secure in public spaces.

Phishing
Phishing is now the primary attack vector that bad actors employ to gain access to your computer
and your data. We show you how to spot the techniques used and why they are so successful.

Information Security at home

With an increasing number of household devices now connecting to the internet, we show you how
to secure your digital footprint at home.

Social Engineering
It is widely accepted that we are the weakest link when it comes to information security breaches. We
show common human hacking techniques used by attackers to gain your confidence and let them in.

General Data Protection Regulation

—~—
(‘ ) The new General Data Protection Regulation will protect our privacy but will enforce stringent new
requirements for those who process personal data. We show you how to comply with this regulation.
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Train and test your staff, then view their progress

With built-in testing, phishing simulations and reporting, goDeep provides you with a single, simple
and scalable tool to manage the security awareness requirements of your organisation.
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Train

Through our interactive modular training programme, we help you recognise the risks
to your personal and professional data.

Test

Each training module is followed by a test to ensure that your staff take with them the
best practices for ensuring information security both in the workplace and at home.

Target

We target your staff with risk free phishing simulations to help them recognise the
evolving techniques used by fraudsters to steal your data.

Report

Each user can see their progress to date and you can view summary and detailed
reports on the security awareness of your business.
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Your staff are your new company Firewall - Harden them
goDeep provides comprehensive security awareness training, phishing simulations and publicised breach reporting that helps
you educate your staff and improve your information security risk profile.

Minimal effort — maximum results
goDeep can be set up for you in seconds, with your staff on-boarded and started training with minimal effort on your part.

Take control of your Information Security
goDeep packages a comprehensive security awareness course into 7 modules, tested, measured and reportable for compliance
purposes.

Make sure they do the training with minimal admin
goDeep has a scheduling function that regularly sends out emails to staff prompting them to start and complete their training.

No more passwords
goDeep is hosted on a single, easy to setup, passwordless, yet secure portal that offers the most important and up-to-date
security awareness training.

Phishing Campaigns

goDeep gives you a simple way to phish your staff with 2 clicks of a mouse button. Phishing responses are automatically
updated to the portal with no messy admin. You can also schedule phishing simulations to run regularly in the background
without having to manage them.

Phishing Templates

In addition to generic templates, goDeep offers spear phishing precision attacks that appear to come from other staff in your
organisation. We also offer up to date, region-specific and topical phishing attack vectors, such as clickbait links which we've
found have had the highest user response rate.

Breach Reporting

Included in goDeep is an alert service for staff when their email address appears in publicised breaches. These alerts will be
added to the portal and users will be contacted by email. This is currently not being offered by anyone else and will allow users
to maintain their online security and be aware of information about them that has been compromised online.

Live Reporting
goDeep includes printable reports on your users’ training progress, phishing response rate and publicised breaches from a
single admin platform.

Your Portal, Your Brand
goDeep is branded with your company logo encouraging users to engage with the training and providing branded reporting on
your Organisation’s Security Awareness.

Security Awareness Training is Important. The challenge is not to find training...
The primary problem with security awareness training is actually getting people to sit down and do it - that's why we felt that
the most important design factor in creating goDeep was to create something simple, engaging and finite.

See for yourself
We offer trial access to all goDeep features for up to 5 users in your organisation free of charge and without making any
commitment. Sign up now and see for yourself how you can protect your organisation and staff from cybercrime.
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