Online Security Policy

Thunder Run Dispatch
Last Updated: 01/02/2026

1. Purpose

Thunder Run Dispatch is committed to maintaining a secure online environment and protecting
the information shared with us through our website. This Online Security Policy explains the
steps we take to safeguard data and ensure responsible online operations.

2. Information We Protect

We take reasonable precautions to protect information voluntarily submitted through our
website, including:

e Name

e Email address

e Phone number

o Business or trucking-related details provided through contact forms or direct
communications

Thunder Run Dispatch does not collect online payments or request sensitive personal
information such as Social Security numbers, banking details, or government-issued
identification through this website.

3. Website Security Measures

To protect our website and user information, we utilize industry-standard security practices,
including:

e Secure website hosting

e Encrypted data transmission (SSL/HTTPS)

e Restricted administrative access

e Routine software and system updates

e Monitoring for unauthorized access or suspicious activity

While no website can be guaranteed to be completely secure, we actively work to minimize risk
and protect our digital systems.

4. Third-Party Services

Our website may use reputable third-party services such as email platforms, analytics tools, or
website hosting providers. These services operate under their own security standards and privacy



practices. Thunder Run Dispatch is not responsible for the security measures of third-party
platforms but selects providers carefully.

5. User Responsibilities

By using our website, users agree not to:
e Attempt unauthorized access to any part of the website
o Interfere with website operations or security

o Use the site for unlawful or malicious purposes

Users are responsible for protecting their own devices, networks, and email accounts when
communicating with us.

6. Data Retention

Information submitted through our website is retained only for as long as necessary to conduct
business, communicate with clients, or comply with legal requirements. Data is securely deleted
when no longer needed.

7. Security Incidents
In the event of a confirmed security incident affecting submitted information, Thunder Run

Dispatch will take reasonable steps to investigate, contain the issue, and provide notice as
required by applicable laws.

8. Policy Updates

This Online Security Policy may be updated periodically to reflect changes in technology,
business practices, or legal obligations. Updates will be posted on this page with a revised “Last
Updated” date.

9. Contact Information
If you have questions regarding this Online Security Policy or website security, please contact:
Thunder Run Dispatch

Website: www.thunderrundispatch.com
Email: dave@thunderrundispatch.com



http://www.thunderrundispatch.com/
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