
Learn More

Live Security Awareness Training

What Attendees
Say

Set Up 
A Training Today!

"The training was like a
great Netflix Binge.

Could've listened all
day!" 

-Amanda C., Sr. VP Parma Company, US HQ

"Our staff gets it now" 
-Michael J., CFO,
Manufacturer, US

"We were engaged the
whole time. Shocking

and fun to attend.
Having you back again!" 

-Allyson B., CIO, Large Health System

"Outstanding. It made
us care about security" 
-Brenda K, COO Manufacturer, Chicago Area 

"It socialized security
for us in easy-to-

understand language" 
-Tom W, CPA, St Louis, Mo

"Not boring and
learned a ton"

 -Denise B., Clinical Health, Michigan

NEW! 
Each Attendee gets Valuable

Take-Home Resources 

Security Awareness Training 
A Public Service Initiative.

Recognized.
 Award-Winning.

Contact David Mauro
DMauro@allcovered.com
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Agenda
Cyber By-The-Numbers

How to Spot 
Social Engineering

Top Tactics
Best Practices

Why We All Own Security
-------

Take-Home Resources
LIVE Online/Onsite



Konica Minolta MIT-North America

 Public Service Initiative

                                         

David leads a team of security consulting professionals throughout the U.S.
who provide cybersecurity trainings for employees of companies of all
sizes, government agencies and leading schools and districts. 

We have been conducting these sessions for over ten (10) years to
organizations in all industries across the US.
 
We are part of InfraGard. 
 
InfraGard is a partnership between the Federal Bureau of Investigation
(FBI) and members of the private sector for the protection of U.S. Critical
Infrastructure. We provide education, information sharing, networking, and
workshops on emerging technologies and threats. 
 
InfraGard’s membership includes business executives, entrepreneurs,
lawyers, security personnel, military and government officials, IT
professionals, academia and state and local law enforcement—all
dedicated to contributing industry-specific insight and advancing national
security.

Find More in this Video: https://youtu.be/uhxfRcyiTtk

And on CyberCrimeJunkies.com

                                                                                                 Learn more 
                                                                                                 VIGILANCE Newsletter. 
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https://youtu.be/uhxfRcyiTtk
https://cybercrimejunkies.com/
https://www.linkedin.com/newsletters/vigilance-the-newsletter-6941459114879311872/
https://www.linkedin.com/newsletters/vigilance-the-newsletter-6941459114879311872/


All Covered-Konica Minolta Business Solutions, U.S. provides Security
Awareness Presentations as a public service across North America. All
Covered, a Top 100-ranked Cybersecurity firm, has been conducting
these sessions for years, guiding, training, and helping the culture of
organizations across the US. 

 Here is a video explaining our vision and these presentation sessions.

 The sessions consist of live security training for every employee-
mainly for every computer user who gets online. 

Our goal is to bring awareness of why being vigilant in security is very
important to attendees personally and professionally. We share Best
Practices, Review current Trends and methods to keep attendees, their
families, and the organization they work for (its Brand) secure. We
bring security top-of-mind. 

It's your brand. Protect it.

The live sessions are conducted in various methods: public speaking
engagement, presentations & lunch- learns. These are conducted live:
onsite, online or hybrid. 

This public service stems from a long-term approach run in
coordination with federal law enforcement agents with the joint goal of
bringing security top of mind, personally and professionally, to all US
citizens when online. 

Konica Minolta MIT-North America

 Public Service Initiative
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https://youtu.be/pf3-MvheM-8


                               
                                             David Mauro is a senior director with the North American 
                                             cybersecurity firm Konica Minolta U.S., having worked in the 
                                             industry for 24+ years. He has served as CIO & Managing 
                                             Director for private and public organizations with                        
                                             background in Risk Management, Legal Compliance 
                                             and Finance. 

David holds a Bachelor of Arts from Knox College & a Juris Doctorate Law Degree from
Loyola University. He has served as a national public speaker on Emerging
Technologies & Cybersecurity, a stockbroker at the Options Exchange and a risk
management consultant with Lloyd’s of London, U.K. 

David has served as a vCISO and vCIO consulting director for numerous clients in the
U.S. Education, Government, Financial, Healthcare, Insurance & Manufacturing
industries. Born & raised in Chicago, David and his wife, Kim, have four children and
reside in Indianapolis, Indiana. 

Our Team is staffed with security leaders, threat hunters, Certified Ethical Hackers,
vCISOs and vISO’s, CMMC Compliance Leaders, Security Operations Center Engineers
and more,  advocating against cyber crime. 

                                     

Konica Minolta MIT-North America

 Public Service Initiative

CV/Team BIOS
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Konica Minolta MIT-North America

 Public Service Initiative

                           

                                              Logan Pottberg is a Cybersecurity Services Consultant at All    
                                             Covered. Logan assists organizations in all industries, with a 
                                             dedication and specialty in the Healthcare Compliance, IT and   
                                       Cybersecurity vertical. His guidance helps organizations protect
their brand, providing best-in-class cybersecurity services and IT managed services to keep
them secure and efficient. Logan provides security awareness trainings and is a contributing
editor for Vigilance, a Cybersecurity Newsletter, and leverages his expertise to align as a
strategic partner with clients as technology advances.

A graduate of Sam Houston State University, in Texas, with a degree in International
Business, Logan was a Senior Account Executive focused in Cybersecurity guidance for
clients with Konica Minolta before joining the All Covered team.

                           

                                     Mark Mosher is a technology, security and AI thought leader and      
                                     Security Advisor  for clients throughout the Central US. He is an  
                                     experienced IT & Cyber Security  Consultant at All Covered. His
                                     Security team role invols educating these organizations on the 
                                      importance of data protection and, more crucially, protecting 
                                     their brand.

                                     He is driven by principles of transparency and integrity, and strive
to spread this message to all who will listen. With over 25 years in the consulting field, he
has built an extensive network that I leverage to provide unparalleled support for my
clients. 



Miss our past Newsletter Editions?

Find more here:

Vigilance. Volume 3 (DEC 2023)

Vigilance. Volume 2 (Nov. 2023)

Vigilance. Volume 1 (Nov. 2023)

New FTC Rule Accelerates Data Breach Reporting

Espionage Hackers And Spies

Hacking Healthcare. What A Breach Does To Your Life. #MoveITBreach2023

Modus Operandi. Profiling Cyber Criminals.

Under Cover. Exposing LOCKBIT Ransomware Gang

What it Means to Have a Good Security Culture.

Ransomware Real Life Stories Effect on People

and more...

Find more 

at www.CyberCrimeJunkies.com

https://www.linkedin.com/pulse/vigilance-latest-breach-news-translating-cyber-actionable-david-mauro-om4pc/?trackingId=BWI29XQCR8mrOq4%2F7VBg9Q%3D%3D
https://www.linkedin.com/pulse/translating-cyber-healthcare-legal-edu-finance-sectors-david-mauro-eolyc/?trackingId=MgilDoyAT7ys2vdrYAA67A%3D%3D
https://www.linkedin.com/pulse/vigilance-david-mauro-sa0bc/?trackingId=OxwjSVyjQF2pPx6uQ%2FBtFA%3D%3D
https://www.linkedin.com/pulse/new-ftc-rule-accelerates-data-breach-reporting-david-mauro-tgohc/?trackingId=D4pJPJ85QlKgUfreFlLJrw%3D%3D
https://www.linkedin.com/pulse/espionage-hackers-spies-david-mauro/?trackingId=7cerFEkeQjuOan637iJfsQ%3D%3D
https://www.linkedin.com/pulse/hacking-healthcare-what-breach-does-your-life-david-mauro/?trackingId=X1REQLq6TKy0rNpoEwmYzw%3D%3D
https://www.linkedin.com/pulse/modus-operandi-profiling-cyber-criminals-david-mauro/?trackingId=ucVAyV82TPqrTLtgCjMhjg%3D%3D
https://www.linkedin.com/pulse/under-cover-exposing-lockbit-ransomware-gang-david-mauro/?trackingId=jaqtSbUoSvW7I6VUVg4XZQ%3D%3D
https://www.linkedin.com/pulse/what-means-have-good-security-culture-david-mauro/?trackingId=6cHsltu5S6qOF1JxOLDwVw%3D%3D
https://www.linkedin.com/pulse/ransomware-real-life-stories-effect-people-david-mauro/?trackingId=V8%2BQarbHQCORw9DSMjnmwQ%3D%3D
https://cybercrimejunkies.com/

