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Welcome to Contexr. We are committed to protecting your privacy in all aspects of 
our business. This privacy policy explains what information we collect from you, how 
we use that information, and some rights you have with respect to the information we 
collect. By using any of the Contexr websites, services, applications, or products 
(collectively, our "Services"), you agree to be bound by this policy. If you do not wish 
to be bound by this policy, please do not use our Services. 
Please read this document carefully because this Privacy Policy ("Policy"), along with 
our Terms of Use, incorporated by reference, describe the legally binding agreement 
between you (referred to hereinafter as, "you," "your", "User," "Guest", or "Visitor") 
and us. Our Privacy Policy may be updated from time to time, and we will notify you of 
any material changes by posting the new Privacy Policy to our website ("Site"). Your 
continued use of the Site thereafter shall constitute immediate acceptance of all 
revised, modified and/or amended terms to this Policy. However, you should review 
the most up-to-date version of the Policy from time-to-time on the Site. We will notify 
you of any material changes, amendments or modifications to the Policy through the 
Site, or through other communication. In the event you choose not to agree and 
accept the new, modified or amended terms, you must cease use of the Site. 
By accessing the Site, you agree to comply with this Policy, and that your visit and use 
of the Site, and any dispute directly arising out of your use or misuse, shall be 
governed by this Policy. 
Nothing in this Policy shall be deemed to confer any third-party rights or benefits. Our 
partners, affiliates, vendors, and/or third-party websites may have additional privacy 
policy terms, restrictions, limitations, and data collection and protection practices that 
you should review separately and independently from this Policy. We are not liable for 
the data collection, storage, and usage practices of any third-party affiliate, vendor, 
licensor, or the like. 
•  Data Definitions. 

•  Personal Information. In order to better provide you with products and 
services offered on our Site, we may collect personally identifiable 
information that can be used to contact or identify you, and information 
on your use of and activities at our Site that may be connected with you 
or your household ("Personal Information"). Personal Information that we 
collect may include, but is not limited to, your name, email address, 
payment information, and location. Personal Information may also include 



information you supply to us concerning your preferences and interests 
expressed in the course of use of our Site, as well as the content which 
you have viewed on the Site. Your use of the Site to record your 
preferences, identify content relevant to you, and otherwise personalize 
your activity in relation to the Site is intended for your benefit; however, 
we want to make you aware as described below how we use your 
Personal Information. You may also be required to provide certain 
Personal Information to us when you elect to use certain products or 
services available on the Site. These may include: (a) registering for an 
account on our Site; (b) purchasing products or placing an order on our 
Site; (c) signing up for special offers from us or selected third parties; (d) 
sending us an email message; (e) submitting your credit card or other 
payment information when ordering and purchasing products and 
services on our Site. We will use your information for, but not limited to, 
communicating with you in relation to services and/or products you have 
requested from us. We also may gather additional personal or non-
personal information in the future in order to provide you with our 
services and the Site. 

•  Navigational Information. When you visit the Site, our servers 
automatically record information that your browser sends whenever you 
visit a website. This information may include, but is not limited to, your 
computer's Internet Protocol address, browser type, the web page you 
were visiting before you came to our Site, access times and information 
you search for on our Site ("Navigational Information"). Navigational 
Information is used for the operation of our services, to maintain quality 
of our services, and to provide general statistics regarding use of the Site. 

•  Cookies. Like many websites, we may also use "cookies" to collect 
information. A cookie is a small data fi le that we transfer to your 
computer's hard disk for record-keeping purposes. We may use 
"persistent cookies" to save your username and password for future 
logins to the Site; and we may use "session ID cookies" to enable certain 
features of the Site, to better understand how you interact with the Site, 
and to monitor aggregate usage and web traffic routing on the Site. You 
can instruct your browser, by changing its options, to stop accepting 
cookies or to prompt you before accepting a cookie from the website you 
visit. If you do not accept cookies, however, you may not be able to use all 
portions of the Site or all functionality of our services. 

•  INFORMATION ABOUT MINORS/CHILDREN. THE ONLY INFORMATION 
WE COLLECT, STORE, AND USE TO PROVIDE THE SERVICES IS THE 
PERSONAL INFORMATION OF THE ACCOUNT CREATOR, WHO MUST 



BE ABOVE THE AGE OF 18. INDIVIDUALS BELOW THE AGE OF 18 
("MINORS") SHALL NOT BE ALLOWED TO CREATE AN ACCOUNT ON 
THE SITE WITHOUT THE EXPRESS PERMISSION OF A LEGAL GUARDIAN 
OR PARENT. IF YOU BECOME AWARE THAT Contexr HAS COLLECTED 
PERSONAL INFORMATION FROM A MINOR WITHOUT PARENTAL OR 
LEGAL GUARDIAN CONSENT, PLEASE LET US KNOW BY CONTACTING 
US AT Q@contexr.com, SO WE CAN TAKE APPROPRIATE ACTION. TO 
PREVENT INADVERTENT DISCLOSURE OF PERSONAL INFORMATION 
WHILE USING OUR SERVICES OR SITE, ASSIST IN EFFECTIVE USE OF 
INFORMATION, AND ENSURE APPROPRIATE USE OF THE SITE, WE 
STRONGLY ENCOURAGE THE PARENT OR GUARDIAN OF ANY MINOR 
TO ACTIVELY GUIDE ANY INTERACTIONS WITH AND/OR USE OF THE 
SITE. If you are a parent and want to limit your children's access to 
material you believe may be harmful to them, you may want to look into 
commercially available hardware, software, and filtering devices. If you 
are interested in learning about these protections, information is available 
at http://www.google.com/search?q=internet+filters and other similar 
Sites. 

•  Information We Collect. 
•  When you visit our Site, including Contexr.com, Contexr collects your 

IP address, internet service provider description, information about the 
type of device use you to access our Site, and browser information. We 
also deposit and collect information from Cookies, as described in more 
detail in section 10 of this policy. We use this information to help 
diagnose problems with and secure our servers, to administer the proper 
functioning and legitimate use of our Site, and to improve the nature and 
marketing of the Services. Your IP address is also used to gather broad 
demographic information that does not personally identify you. 

•  When you request more information about an item, Contexr collects 
your email address or phone number or both, so that we can respond to 
your request. 

•  When you set up an account with us, we collect your full name and 
email address and require you to choose a password (your "Account 
Information"). We use the information you provide to us upon creating an 
account to identify and administer your account. We use this information 
to fulfi ll your order and communicate with you about offers, promotions, 
discounts, and updates. You have the right to opt-out of communications 
from us, but you cannot opt out of communications that we send you 
regarding your account. 

http://www.google.com/search?q=internet+filters


•  When you order from us, we collect your name, shipping address, 
telephone number, email address, credit card number, credit card billing 
address, credit card expiration date, and credit card verification value 
(ccv) code (your "Order Information"). This Order Information is necessary 
for us to use to process your order, to notify you of your order status, and 
to fulfi ll your orders. We do not save your credit card information unless 
you check the box asking us to. 

•  When you order from any third party marketplace of which we are a 
part (for example, Amazon or Godaddy services), the third party 
marketplace will provide to us certain information, including Order 
Information, that we will use to process your order, to notify you of your 
order status, and to fulfi ll your orders. We are not responsible for the 
terms of or any breach of any agreement between you and any third-
party marketplace, and your personal information is subject to their 
policies and ours. 

•  How We Use Your Information. Contexr uses your personal information to 
create your account, communicate with you, process your transactions with us, 
and provide you with our products and services. We never sell your personal 
information. Further, we use Personal Information collected via the Site for a 
variety of business purposes described below: 
•  To facilitate account creation and logon process; 
•  To send you marketing and promotional communications; 
•  To send administrative information and notices to you regarding your 

account; 
•  To fulfill and manage orders, returns, refunds, features, and other 

purchases or requests made by you; 
•  To deliver targeted advertising to you unless you opt out from receiving 

such advertising; 
•  To administer promotions, offers, Digital Codes, or discounts; 
•  To request feedback and to contact you about your use of the Site; 
•  To protect our Site from fraud monitoring and prevention; 
•  To enforce our terms, conditions and policies; 
•  To respond to legal requests, subpoenas, court orders and to prevent 

harm; 
•  To manage user accounts; 
•  To deliver services to the user; 
•  To respond to user inquiries/offer support to users; and 
•  To respond to any data privacy requests. 

•  We may use your Data for internal business purposes, such as data analysis, 
identifying usage trends, determining the effectiveness of our promotional 



campaigns, and to evaluate and improve our services or Site, products, 
marketing, and your experience. We may use and store this information in 
aggregated and anonymized form so that it is not associated with individual end 
users and does not include Personal Information. We will not use identifiable 
Personal Information without Your consent. We may post user testimonials and 
comments on our Site upon written notice to you, which may contain Personal 
Information. You have the right to request removal of such testimonial and/or 
comment(s) upon receiving our written notice.  

•  Email Messages from Contexr If you create a Contexr account, Contexr may 
use your Account Information to send to you emails or other communications 
containing information about Contexr and other matters Contexr believes will 
interest you. At any time, you may alter your communication preferences by 
logging into your account and choosing the email communications you want to 
receive via the Email Preferences menu. Also, each email Contexr sends to you 
will tell you how to stop receiving further email from Contexr. Please note that 
you must receive at least some emails to be able to place orders. Also, you may 
not opt out of receiving email containing important information regarding your 
rights and responsibilities with respect to our Services.  

•  How We Protect Your Data. 
•  In all of our Services, we have security measures in place to protect the 

loss, misuse, and alteration of the information under our control. When 
you place orders or access your account information, we use a secure 
server. The secure server layer (SSL) encrypts all information you input 
before it is sent to us. All of the customer data we collect is similarly 
protected against unauthorized access. That being said, no measures are 
guaranteed to be 100% secure. You should take steps to protect against 
unauthorized access to your device and account, including to (1) choose 
a robust password that nobody else knows or can easily guess and (2) 
keep your login and password private. We are not responsible for any 
lost, stolen, or compromised passwords or for any activity on your 
account via unauthorized password activity. 

•  We may store your data on servers provided by third-party hosting 
vendors with whom we have contracted. To facilitate global operations, 
we may transfer and access Personal Information from around the world, 
including to servers located inside or outside the United States. By 
providing information to us, you consent to the transfer and storage of 
Personal Information in these locations. 

•  We use the following technical safeguards to keep your Data safe and 
secure: 
•  Unique password requirements and limited employee access; 



•  Destruction, deletion, or de-identification of Data; 
•  Industry standard security protocols; 
•  Employee training on how to handle sensitive data, breach notice 

and procedures; 
•  Secure Technology (SSL), server authentication and Data 

encryption and use of firewall to host data; 
•  Designated security coordinator or team on the Contexr team; 
•  Sub-processors and third parties are bound to same security 

practice obligations; 
•  Backups; and 
•  Periodic audits. 

•  When We May Disclose Data. Contexr may disclose your Personal 
Information in the following circumstances and as otherwise permitted by 
applicable law: 
•  Disclosure to Authorized Persons. If you use the Services on behalf of 

another person or organization (such as your employer), Contexr may 
provide your personal information to that authorizing person/
organization. Contexr has no control over the use of your Personal 
Information by the authorizing person/organization, and that use is not 
subject to this Policy. If you do not wish your Personal Information to be 
disclosed to the person/organization on whose behalf you use the 
Services, you may not use the Services. 

•  Disclosure to Affiliates, Booksellers, Suppliers, and Service 
Providers Who Need Such Information. Contexr may provide your 
Personal Information to its affi liated businesses or suppliers and service 
providers for use in connection with the operation of our Site and as 
desirable to procure and deliver the Services. For example, Contexr 
discloses certain of your Personal Information to your credit card provider 
and the shipping company in order to facilitate the purchase of books 
through the Services. Contexr may also disclose certain of your Personal 
Information to service providers that analyze our Site or other product 
use, so they can help us to better provide and market the Services. We 
only send our affi liates and service providers the Personal Information 
required to help us operate our business. Contexr may also disclose the 
information to its legal and other professional counsel. Contexr requires 
its affi liated businesses, suppliers, and service providers to agree to use 
your Personal Information only for the purposes for which it is provided to 
them and to protect the privacy of your Personal Information in a manner 
that is consistent with this Policy. If you do not wish for your Personal 
Information to be disclosed to Contexr-affi liated businesses, booksellers, 



suppliers, and service providers, you may not create a Contexr account or 
order books through our Site or otherwise use the Services, unless there 
is an applicable data privacy right giving us legal authority to allow you to 
opt-out-of-sale or transfer of your Personal Information. California 
residents have the right to opt-out-of-sale of their Personal Information 
and can do so upon a verified request. 

•  Disclosures for Analytics Contexr.com use Godaddy and Google 
customer experience analytics services. These services help us analyze 
how visitors use our Site. We do not collect any personal identifiable 
information through Godaddy and Google or transfer personal 
identifiable information to either service provider. We only use these 
services to record, on a completely anonymous basis, information such as 
mouse clicks, mouse movements, scrolling activity as well as non-
personally identifiable information text you type in this Site. 

•  Disclosure in Business Transfers Contexr may be involved in the sale or 
transfer of some or all of its business. As part of that sale or transfer, 
Contexr may disclose your Personal Information to any actual or potential 
acquiring organization, but Contexr will require the actual or potential 
acquiring organization to agree to protect the privacy of your Personal 
Information in a manner that is consistent with this Policy or a similar 
policy. Contexr is not liable for the actual or potential acquiring 
organization's use and disclosure of your Personal Information. 

•  Law Enforcement and Legal Obligations. Contexr may disclose your 
Personal Information to a government institution that has asserted its 
lawful authority to obtain the information. Contexr may also disclose your 
Personal Information if Contexr has reasonable grounds to believe the 
Personal Information could be useful in the investigation of unlawful 
activity. Contexr may also disclose your Personal Information to comply 
with a subpoena, judgment, or warrant or an order made by a court, 
person, or body with jurisdiction to compel the production of 
information, or to comply with court rules regarding the production of 
records and information. Contexr has no control over, or liability for, those 
persons' use and disclosure of your Personal Information, and their use 
and disclosure is not subject to this Policy. 

•  Disclosure of Aggregated and De-Identified Information.Contexr 
may provide and sell aggregate statistics about our customers, sales, 
traffic patterns, and related website and product information to third 
parties, but these statistics will include no personally identifying 
information. All information used will be de-identified or anonymized 
upon aggregation. For example, we will not tell our business partners that 



you bought a particular item, but we may tell those business partners how 
many customers in demographic groups bought that certain item, and 
your Personal Information may be used to place you in that demographic 
group. 

•  To the extent permitted or required by applicable law, you can opt-out of 
having your information shared with a third party that is not our agent, by 
contacting us at Q@contexr.com. However, please note that opting-out of 
information sharing or collection may affect your ability to use the Contexr 
Services. If you are a California resident, you may also have the right to opt-out-
of-sale of the Personal Information provided to us, and can do so by emailing us 
at Q@contexr.com. 

•  Transfers of Personal Information. 
•  The Service is hosted and operated in the United States ("U.S."), through 

Contexr. If you do not reside in the U.S., laws in the U.S. (and other 
countries) may differ from the laws where you reside. By using the 
Service, you acknowledge that any Personal Information about you, 
regardless of whether provided by you or obtained from a third party, is 
being provided to Contexr in the U.S. and will be hosted on U.S. servers, 
and you authorize Contexr to transfer, store, host, and process your 
information to and in the U.S. and in other countries at the discretion of 
Contexr. You consent to the transfer of your data to the U.S. pursuant to 
the standard data protection clauses promulgated by the EC. You consent 
to receiving any personal information or data request in an electronic 
format. 

•  Processing Grounds. We will only use your Personal Information outside the 
scope of this Policy if we have your consent or if we have a lawful basis for doing 
so. Lawful bases for processing include contractual necessity, and our 
"legitimate interests" or the legitimate interest of others, as further described 
below. You have the right to request that your Personal Information or Data not 
be processed by us. However, this may impair the quality of and our ability to 
deliver our Services. 
•  Contractual Necessity We process some personal information because 

we need to process the data to perform under our Terms of Use with you, 
which enables us to provide you with the Contexr Services (as defined in 
the Conditions of Use). When we process data due to contractual 
necessity, failure to provide such personal information will result in your 
inability to use some or all portions of the Services that require such data. 

•  Legitimate Interest We may process Personal Information when we 
believe doing so furthers our legitimate interest. Our legitimate interests 
may include operation and improvement of the Services; marketing the 



Services; provision of customer support; protection from fraud or security 
threats; completion of corporate transactions; and compliance with legal 
obligations. 

•  Consent In some cases, we process Personal Information based on the 
consent you expressly grant to us at the time we collect such data. When 
we process Personal Information based on your consent, it will be 
expressly indicated to you at the point and time of collection. To withdraw 
your consent, please email us at Q@contexr.com, or to exercise your 
CCPA right to opt-out-of-sale of Personal Information, please email us at 
Q@contexr.com, 

•  Other Processing Grounds. From time to time we may also need to 
process Personal Information to comply with a legal obligation, if it is 
necessary to protect the vital interests of you or other data subjects, or if it 
is necessary for a task carried out in the public interest. 

•  Data Retention. We keep the Data we collect for so long as reasonably 
necessary to fulfi ll the purposes for which the Data was collected, to perform 
our contractual and legal obligations, and for any applicable statute of 
limitations periods for the purposes of bringing and defending claims. We may 
also indefinitely retain aggregated, anonymized, and/or de-identified data. 
Pursuant to the CCPA, we will securely retain data logs and records of data 
requests, outcomes, and response and correspondence timelines for at least 24 
months. When we have no ongoing legitimate business need to process your 
Data, we will either delete, de-identify, or anonymize it. If this is not possible (for 
example, because your Data has been stored in backup archives), then we will 
securely store your Data and isolate it from any further processing until deletion 
is possible. We retain information derived from cookies and other tracking 
technologies for a reasonable period of time from the date such information 
was created.  

•  Breach Notification. In the event of an actual data breach or the unauthorized 
access or disclosure of any sensitive or personal data, we will notify you in 
writing as soon as possible outlining the following information: 
•  What happened (date of breach is possible, or estimated date of 

incident, or the date range within which the breached occurred); 
•  What information was involved (list the type of Personal Information); 
•  What we are doing to help resolve or mitigate the issue (and if there was 

any delay in providing this notice due to law enforcement investigation); 
•  What you can do to help us; 
•  How you can get more information or contact us; 
•  Information about what we have done to protect individuals whose 

information has been breached; 



•  Advice on steps that the person whose information has been breached 
may take to protect himself or herself; and 

•  Information about the steps we have taken to cure the breach and the 
estimated timeframe for such cure. 

•  Your Data Rights. You have certain rights with respect to your Personal 
Information, and we want to help you review and update your information to 
ensure it is accurate and up to date. We may limit or reject your request in 
certain cases, such as if it is frivolous or extremely impractical, if it jeopardizes 
the rights of others, if it is not required by law, or if the burden or expense of 
providing access would be disproportionate to the risks to your privacy in the 
case in question. In some cases, we may also need you to provide us with 
additional information to verify your identity and the nature of your request. We 
will take reasonable steps to respond to all requests within 45 days. If you wish 
to exercise any of the following rights, you may do so by contacting us at 
Q@contexr.com if you are not a California resident, and you can contact us at 
Q@contexr.com if you are a California resident: 
•  Access/View You can request more information about the Personal 

Information we hold about you and request a copy of such Personal 
Information. If you have an account with us, you can view/access your 
Personal Information through your account. 

•  Rectification If you believe that any Personal Information we are holding 
about you is incorrect or incomplete, you can request that we correct or 
supplement such data. You can edit, modify, and delete your contact 
information, address, email address, payment information, and date of 
birth within your account. 

•  Deletion You can request that we delete some or all of your Personal 
Information from our systems. Please note that if you request the deletion 
of information that is required to provide the Service to you, such as your 
name, email address, address or payment information, you may not be 
able to use the Services or Site. If any Personal Information is collected 
through the use of the Services, we will ensure that it is anonymized or 
de-identified to make it unreadable or indecipherable, upon your 
account deletion or cancellation, unless required to be retained in 
original form pursuant to law enforcement, legal proceeding, court order, 
or subpoena. 

•  Portability You can ask for a copy of your Personal Information to be 
provided to you in a machine-readable format. You can also request that 
we transmit the Personal Information to another controller where 
technically feasible. 



•  Withdrawal of Consent If we are processing your Personal Information 
based on your consent (as indicated at the time of collection of such 
data), you have the right to withdraw your consent at any time. Please 
note, however, that if you exercise this right, you may have to then 
provide express consent on a case-by-case basis for the use or disclosure 
of certain of your Personal Information, if such use or disclosure is 
necessary to enable you to utilize some or all of our Service. You can also 
opt-out of all marketing communications from us by clicking on the 
"unsubscribe" button at the bottom of those emails. 

•  Objection You can contact us to let us know that you object to the 
further use, processing, or disclosure of your Personal Information for 
certain purposes, such as for marketing purposes. 

•  Restriction of Processing You can ask us to restrict further processing 
of your Personal Information, and/or opt-out-of-sale of your Personal 
Information. 

•  Complaint. You also have the right to lodge a complaint about Contexr' 
practices with respect to your personal information with the supervisory 
authority of your country or EU Member State. 

•  Links to Other Websites. 
•  The Contexr website and products contain links to other websites, 

operated by third parties, that we think may be of interest to you. Contexr 
encourages third parties to follow appropriate privacy standards and 
policies, but is not responsible for the actions of those parties, the 
content of their websites, or any products or services they may offer. And 
Contexr makes no representations regarding the privacy practices of any 
third-party website you may access by URL contained on the ThriftBook 
Site, applications, or communications. 

•  Cookies The Contexr website uses "cookies" and similar technology to collect 
and store information via your browser and on your computer's hard drive. The 
information we receive via cookies and similar technology do not contain any 
personally identifying information, but they do enable us to provide a shopping 
cart and to store your shipping and billing information between visits. If you've 
set your browser to reject cookies, you can still use our site, but you will not be 
able to purchase items. Cookies and similar technologies may also be used by 
our affi liates and advertisers. Contexr encourages anyone who uses cookies to 
follow appropriate privacy standards and policies, but is not responsible for 
cookies placed by third parties.  

•  California Disclosures. If you are a California resident, you have certain 
additional rights with regard to your data under the California Consumer Privacy 
Act of 2018 ("CCPA") and other state laws, as further described below. 



•  Personal Information Collected. We will never sell your Personal 
Information without your prior written consent. We only share and transfer 
Data and Personal Information so that we can provide the Services, 
maintain our Site, and help our partners and third-party affi liates provide 
the Services to you. We do collect information that identifies, relates to, 
describes, references, is capable of being associated with, or could 
reasonably be linked, directly or indirectly, with a particular consumer or 
device. In particular, we have collected the following categories of 
Personal Information from our customers within the last 12 months, for 
the purposes described in this Policy: 
•  Identifiers, including your name, address, IP address, and email 

address; 
•  Personal information from categories listed in the California 

Customer Records statute (Cal. Civ. Code § 1798.80(e)), including 
your name, address, telephone number, and credit card 
information; 

•  Commercial information, including records of the products you 
purchased and your purchasing history or tendencies; and 

•  Internet activity, including your browsing history, search history, 
and information on your interaction with our website and 
application. 

•  Personal Information does not include publicly available information 
from government records, de-identified, anonymized, or aggregated 
consumer information, or other information excluded from the CCPA's 
scope. We will not collect additional categories of Personal Information or 
use the Personal Information we collected for materially different, 
unrelated, or incompatible purposes without providing you notice. By 
using the Services and accepting this Policy, you hereby agree that any 
anonymization and de-identification of Personal Information shall 
constitute a successful deletion upon a CCPA deletion request. You 
hereby acknowledge and understand that anonymized or de-identified 
data is not considered Personal Information under the CCPA.  

•  Disclosing Personal Information In the preceding 12 months, we have 
disclosed the following categories of customers' Personal Information (as 
defined above) for the purposes described in this Policy: 
•  Identifiers; 
•  Commercial information, including records of the products you 

purchased and your purchasing history or tendencies; 



•  Internet activity, including your browsing history, search history, 
and information on your interaction with our website and 
application; and 

•  California Customer Records personal information categories. 
•  Sale of Personal Information. In the preceding 12 months, we have not 

sold (offered Personal Information in consideration for any renumeration) 
any of our customers' Personal Information. 

•  Your CCPA Rights. 
•  Pursuant to the CCPA, you have the following rights regarding 

your personal information: (1) Right to Notice; (2) Right to Access/
Right to Request; (3) Right to Know; (4) Right to Delete; (5) Right to 
Opt-Out; (6) Right to Not Be Discriminated Against, and (7) Right 
to Notice of Financial Incentive. 

•  Upon a verified request, we will provide you with this information 
or honor a deletion request, if possible and permissible by law. You 
have the right to request that your Personal Information be 
deleted, not processed, or shared. You can exercise these data 
rights by: (1) logging into your account on our Site; (2) by emailing 
us at Q@contexr.com 

•  Access to Personal Information and Data Portability Rights. 
You have the right to request that we disclose certain information 
to you about our collection and use of your Personal Information 
over the past 12 months. This request can only be made 2 times 
within a 12-month period. If you have an account, you can make 
this request through the My Data page of your account. Once we 
receive and confirm your verifiable consumer request, we will 
disclose to you through a readily usable format: 
•  The categories of Personal Information we collected about 

you. 
•  The categories of sources for the Personal Information we 

collected about you. 
•  Our business or commercial purpose for collecting or 

selling that Personal Information. 
•  The categories of third parties with whom we share that 

Personal Information. 
•  The specific pieces of Personal Information we collected 

about you (also called a data portability request). 
•  If we disclosed your Personal Information for a business 

purpose, the Personal Information categories that each 
category of recipient obtained. 



•  Total or Partial Deletion Request Rights. You have the right to 
request that we delete all or a portion of your Personal Information 
that we have collected from you and retained, subject to certain 
exceptions. Once we receive and confirm your verifiable 
consumer request, we will delete your Personal Information or 
make your Personal Information de-identified or anonymous (and 
direct our service providers to do the same), unless an exception 
applies. Upon deletion, de-identification, or anonymization, we will 
not be able to honor any outstanding or earned rewards, points, or 
other promotions and offers, and we will be unable to process 
refunds or store credit earned. After deleting all of your Data with 
us, you will be required to create a new account in order to use our 
services and to be eligible for any rewards, offers, programs, or 
promotions. After you delete all of your data with us, we will be 
unable to communicate with you, other than to confirm we have 
deleted your data, unless you contact us directly or sign up for our 
services again. After you delete your Data with us, we will not be 
able to reinstate this account, nor will we be able to link another 
request or contact with your account. Please note that we keep a 
record or log of all deletion requests for at least 24 months, which 
record retention does not violate the CCPA. We are not required to 
delete any requested data if (1) that information is required to 
complete a transaction for which the Personal Information was 
collected; (2) keeping the Personal Information is reasonably 
anticipated within the context of the Contexr ongoing business 
relationship with you; or (3) the request is unverifiable. We may 
deny your deletion request if retaining the information is necessary 
for us or our service providers to: 
•  Complete the transaction for which we collected the 

personal information, provide a good or service that you 
requested, take actions reasonably anticipated within the 
context of our ongoing business relationship with you, or 
otherwise perform our contract with you; 

•  Detect security incidents, protect against malicious, 
deceptive, fraudulent, or illegal activity, or prosecute those 
responsible for such activities; 

•  Debug to identify and repair errors that impair existing 
intended functionality; 



•  Exercise free speech, ensure the right of another consumer 
to exercise their free speech rights, or exercise another right 
provided for by law; 

•  Comply with the California Electronic Communications 
Privacy Act (Cal. Penal Code § 1546 seq.); 

•  Engage in public or peer-reviewed scientific, historical, or 
statistical research in the public interest that adheres to all 
other applicable ethics and privacy laws, when the 
information's deletion may likely render impossible or 
seriously impair the research's achievement, if you 
previously provided informed consent; 

•  Enable solely internal uses that are reasonably aligned with 
consumer expectations based on your relationship with us; 
or 

•  Comply with a legal obligation. 
•  Right to Opt-Out-of-Sale You have the right to opt-out-of-sale of 

your Personal Information with Contexr. Under the CCPA, the word 
"sell" has a broad definition, and includes any transfer or sharing 
of data, even for internal business purposes, or to provide the 
services/products. Please note that WE NEVER offer the Personal 
Information that we collect for sale to third parties. Personal 
Information is only used to provide our Services and is shared with 
required providers, such as our payment processors. Rest assured, 
they are bound by strict data privacy practices, and do not share or 
sell your information either. If you choose to opt-out-of-sale, we 
may not be able to honor your request as we are not obligated to 
honor requests (1) where information is required to complete a 
transaction for which the personal information was collected; (2) 
where keeping the personal information is reasonably anticipated 
within the context of Contexr' ongoing business relationship with 
you; or (3) the request is unverifiable. To exercise your opt-out-of-
sale right, please email us at Q@contexr.com. 

•  How to exercise your rights To exercise the access, data 
portability, and deletion rights described above, please submit a 
verifiable consumer request to us by either: 
•  Emailing Q@contexr.com with "California Privacy Rights" in 

the subject line; or 
•  Accessing your Account under "My Account" and "Privacy"; 

•  Only you or a person registered with the California Secretary of 
State that you authorize to act on your behalf, may make a 

mailto:Q@contexr.com


verifiable consumer request related to your personal information. 
You may also make a verifiable consumer request on behalf of your 
minor child.  
You may only make a verifiable consumer request for access or 
data portability twice within a 12-month period. The verifiable 
consumer request must (i) provide sufficient information that allows 
us to reasonably verify you are the person about whom we 
collected personal information or an authorized representative, 
and (ii) describe your request with sufficient detail that allows us to 
properly understand, evaluate, and respond to it.  
We will not be able respond to your request or provide you with 
Personal Information if we cannot verify your identity or authority to 
make the request and confirm the personal information relates to 
you. Making a verifiable consumer request does not require you to 
create an account with us. However, if you do have an account with 
us, you can make a verifiable request through your account. We 
will only use Personal Information provided in a verifiable 
consumer request to verify the requestor's identity or authority to 
make the request.  

•  Response Timing and Format. We endeavor to respond to a 
verifiable consumer request within 45 days of its receipt. If we 
require more time (up to 90 days total), we will inform you of the 
reason and extension period in writing within the initial 45-day 
period. If you have an account with us, we will deliver our written 
response to that account. If you do not have an account with us, we 
will deliver our written response by email electronically, at your 
option. Any disclosures we provide will only cover the 12-month 
period preceding the verifiable consumer request's receipt. The 
response we provide will also explain the reasons we cannot 
comply with a request, if applicable. For data portability requests, 
we will select a format to provide your personal information that is 
readily usable and should allow you to transmit the information 
from one entity to another entity without hindrance.  
By writing to us, you agree to receive communication from us 
seeking information from you in order to verify you as the 
consumer from whom we have collected the data and such other 
information as reasonably required to enable us to honor your 
request.  
We do not charge a fee to process or respond to your verifiable 
consumer request unless it is excessive, repetitive, or manifestly 



unfounded. If we determine that the request warrants a fee, we will 
tell you why we made that decision and provide you with a cost 
estimate before completing your request.  

•  Non-Discrimination We will not discriminate against you for exercising 
any of your CCPA rights. Unless permitted by the CCPA, we will not (i) 
deny you goods or services; (ii) charge you different prices or rates for 
goods or services, including through granting discounts or other 
benefits, or imposing penalties; (iii) provide you a different level or 
quality of goods or services; or (iv) suggest that you may receive a 
different price or rate for goods or services or a different level or quality 
of goods or services. However, if you request to delete, stop processing, 
or anonymize or de-identify your Personal Information, or delete your 
account, you will not be entitled to any outstanding and/or earned 
rewards, store credit, points, or similar offers or promotions associated 
with your account, we will be unable to process any refunds, and you may 
not be able to use the Services depending on the information affected. 

•  Do Not Track Signals We do not currently recognize or respond to 
browser-initiated Do Not Track signals as there is no consistent industry 
standard for compliance. 

Privacy Contact: 
Contexr welcomes your questions and comments about privacy. You may contact us 
at any time at Q@contexr.com or Contexr, LLC , 5830 E 2nd St, #93265 Casper WY 
82609. 


