
Businesses across every industry sector are vulnerable to cyber risks, and law firms are no exception to 
that rule. From company proprietary information and client details to employee personal information 
and other valuable PII, having in place a cyber liability policy helps to protect your firm, employees, 
and clients against cyber risks.

Mind the Coverage Gap
Traditional insurance policies have significant gaps in coverage for digital exposures and are often 
issued with broad exclusions. However, RPS’s Cyber Liability coverage is available in first and third 
party options. Many policies are flexible and can be tailored to fit customers’ needs. 

Available coverages include Privacy Liability, Professional Liability, Network Security Liability, Media/
Website Liability, Notification Expense, Regulatory Proceedings, Brand Protection/PR, Business 
Interruption, Damage to Systems, Electronic Theft, and Cyber Extortion.

ALA Member Firms
As a member of ALA, your firm has access to RPS’s Cyber Liability options online at GLJCyber.com. 
Quote, bind, and get your issued policy in 2 minutes with special ALA member pricing!

CYBER LIABILITY INSURANCE:
Pricing Structure for ALA Member Firms

Insured Revenue

$0-$1 million

$1-$2.5 million

$2.5-$5 million

$250,000

$199

$310

$410

$500,000

$299

$399

$550

$2,000,000

n/a

$799

$999

$1,000,000

$400

$599

$750

LIMITS

Firms with annual revenues of $5.1-$50 million can obtain quotes for $1, $2, $3, and $5 million liability limits. Firms with annual 
revenues of $50-$100 million can quote up to $1, $2, $3, $5, and $10 million liability limits.

For more information about this pricing structure, contact Kurtis Shepherd at 800.892.8826.

800.892.8826



APPLICATION

COVERAGE

HOTLINE

RESPONSE

4 simple questions to bind coverage up to $100M in revenue

Broad coverage language for regulatory claims, business interruption & digital asset 
restoration, cyber extortion, multimedia liability & privacy breach coverage offered at 
full policy limits

Access to 24-hour data breach hotline – Report incidents with one of the leading cyber 
breach firms in the country, Baker Hostetler

Security breach response covers costs associated with notification, credit monitoring 
services, IT forensics, legal guidance, and public relations

COVERAGE HIGHLIGHTS

SAMPLE UNDERWRITING QUESTIONS
Do you, or an outsourced firm, back up your data and systems at least once a week, 
and store these backups in an office location?

Do you have anti-virus software and firewalls in place and are they regularly 
updated (at least quarterly)?

Do you have Remote Desktop Protocal (RDP) (or any other type of remote access to 
desktops or servers or applications) enabled?

After inquiry of the “Control Group”, are you aware of any or have any grounds for 
suspecting any circumstances which might give rise to a claim?

Within the last 5 years, has “your Organization” suffered any system intrusions, 
tampering, virus or malicious code attacks, loss of data, loss of portable media, 
hacking incidents, extortion attempts, or data theft, resulting in a claim in excess of 
$25,000 that would be covered by this insurance?

 Yes      No

 Yes      No

 Yes      No

 Yes      No

 Yes      No

For more information on Cyber Liability Insurance for ALA member firms, 
contact Kurtis Shepherd at kurtis@gljinsurance.com or at 800.892.8826.
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