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EXPERIENCE 

01/01/22 – Current 
Cybersecurity Manager – Fernco, Inc. (Manufacturing) 

Development and deployment of cybersecurity program for entire company. Identifying areas of improvement, 

coordinating with in-house and third-party resources to increase the organization’s resilience. Consistently auditing 

current defense posture, looking for areas of improvements. Continual development of cybersecurity strategic planning. 

 

04/02/21 – 12/31/21 
Cybersecurity Administrator – Fernco, Inc. (Manufacturing) 

Strategic uplift of cybersecurity solutions aimed at optimizing internal and external company security. Focus on company 

cybersecurity policy and procedure creation. Responsible for the collaboration and communication between third-party 

security operations center and internal company resources, streamlining security response capabilities. Creation and 

coordination of company incident response and disaster recovery.  

    

04/09/18 – 04/02/21 
IT Helpdesk Technician/Cybersecurity Development – Fernco, Inc. (Manufacturing) 

Acquired and streamlined asset management for nearly 1,000 assets. Served as general helpdesk service to hundreds 

of associates, working with a wide variety of hardware and software. Began working with cybersecurity solutions such as 

SIEM and data governance tools. 

EDUCATION & CERTIFICATIONS  

• Information Technology & Security  

Bachelor of Science 

Baker College Owosso, MI 

2014 – 2021 

• Google Cybersecurity (Dec 2024) 

• CompTIA Security+ (April 2022) 

• Responsive Web Design (June 2019) 

AREAS OF STRENGTH AND SKILLS 

• Strategic Development and 

Planning 

• Policy and Procedure 

Development 

• Risk Mitigation 

• Compliance Management 

• Detailed Documentation 

Generation  

• Security Awareness Training 

• Data Access Governance 

• Maintaining Confidentiality 

• Improvement Initiatives 

• Change Management 

• Asset Management 

• NIST CSF Framework 

• Streamlining 

Communications 

• Disaster Recovery 

• Incident Response 

• Firewall Management 

 

• Network Intrusion Detection 

• Endpoint Security (EDR) 

• SIEM Management & 

Operation 

• Bash Scripting (Linux: 

CentOS, Ubuntu, Kali) 

• Windows PowerShell 

• Windows Server Active 

Directory and Group Policy 

• Mobile Device Management 


