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Staff members are encouraged to communicate in a safe and reasonable manner with their Supervisors as needed in order to perform their job adequately.
Cell phones and mobile computing and mobile storage devices are tools that are used by staff to communicate in their work.  
As per Alberta Health Services these devices must use AHS-approved encryption standards to ensure confidentiality and integrity of stored information.  This includes smart phones such as Blackberries and IPhone.
Most of us do not have this level of security on our personal phones.

All staff members need to be familiar with and understand the code of conduct for health care professionals, the rules of confidentiality and recognize the importance and consequences of not abiding by the policies adopted by Rimbey FCSS/RCHHS.

Direct messaging must never have client identifying information such as name, initials, address, diagnosis, treatment or care details, photos, or any other details that could in any way identify who the client is.  Instead a message asking the supervisor or the staff to call in for details.
Voicemail that has been deemed confidential to only the staff person, and no one else has access, may be used to leave client detailed information.

Failure to follow agency and AHS policies that outline guidelines for confidentiality and protection of privacy may result in external investigations, dismissal from the agency and criminal charges and prosecution.

Revised/Reviewed Date: May 30, 2019  
This policy shall be reviewed at the discretion of the Board but at least annually.


