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Allen F. Maxwell
Omni2Max, Inc – President & CEO

Brian Alderson
CDS2 – Executive VP

Greg Hammond
VPSI – CEO



COMPANY SNAPSHOT

 SBA 8(a) Certified – AMT66, LLC
 Service-Disabled Veteran Owned Small Business (SDVOSB)
 Economically Disadvantaged Woman Owned Small Business 

(EDWOSB)
Minority-Owned (MBE)
Disadvantaged Business Enterprise (DBE)
 Small Disadvantaged Business (SDB)
 Top Secret Facility Clearance (TSFC)
 ISO 9001:2015 Certified Quality Management System (QMS)

COMPANY SNAPSHOT



CORE COMPETENCIES

CYBERSECURITY

• Information Assurance
• Certification and Accreditation 

– Qualified Validator
• Risk Assessments
• Risk Frame Management
• Risk Management Plans
• Risk Audits
• Computer Emergency 

Response Team (CERT)
• Computer Security Incident 

Response Team (CSIRT)
• Independent Verification & 

Validation (IV&V)
• Cyber Forensics
• Counter-Intelligence

INFORMATION 
TECHNOLOGY

• Design, development, 
implementation, support and 
management of information 
systems

• Enterprise Network Solutions
• Information Technology 

Services to meet your 
businesses process 
requirements

• VOIP Solutions
• Ransomware Protection

PROGRAM 
MANAGEMENT

• DAWIA Certified Personnel in 
Program Management

• Design strategic paths to 
achieve program goals (long 
and short term)

• Keep big picture focus coupled 
to specific element visibility

• Systems Modernization/ 
Sustainment

• Multimedia Support Services
• Video Surveillance Cameras
• Thermal Paper Supplier

LOGISTICS 
MANAGEMENT

• Preventive, Predictive, and 
Corrective Maintenance 
Planning

• Supply (Spare Parts) Support 
and Provisioning

• Weapon Impact Scoring Set 
Range

• Resource Acquisition, 
Inventory Management

• Configuration Management
• Packaging, Handling, Storage, 

and Transportation (PHS&T)
• Supply (Spare part) Support 

and acquire resources
• Facilities Management
• Integrated Logistics

CORE COMPETENCIES



CORE COMPTENCIES

ENGINEERING

• Requirements Analysis
• Alternate Resource 

Solutions
• Systems Modernization/ 

Sustainment
• Capability Enhancements
• Metric and Trend Analysis 

Reports
• Services to support weapon 

systems, subsystems and 
related processes

• Technology insertion
• Reverse Engineering
• HBSS and ACAS 

Engineering

SYSTEMS ENGINEERING

• Compile / Review / Analyze 
System Readiness and 
Performance Data

• Requirement Analysis 
implementation through full 
rate production

• Systems Engineering, 
Readiness

• System Performance 
Briefings

• Command Policy 
Development IAW Higher 
Directives

• Design Interface

PERFORMANCE BASED 
ACQUISITION

• Defense Acquisition 
Workforce Improvement Act 
(DAWIA) certified Level III 
professionals

• JCIDS / CJCS Capabilities 
Development Document 
formats and processes

• DOD 5000 enterprise
• POM Submission
• Member of the Acquisition 

Community

HELP DESK
CUSTOMER RELATIONS 

MANAGEMENT

• In-Depth knowledge and 
experience in the 
management and day-to-
day operations of the 
Navy’s enterprise DS Help 
Desk Customer 
Relationship Management 
(CRM) infrastructure

• Navy Shared Data 
Environment (SDE) and 
Distance Support business 
rules and policies

CORE COMPETENCIES



Applied Management 
Solutions

Information Technology 
Solutions 

Product
Solutions

Program, Engineering & Logistics 
Management Solutions

TECHNICAL SOLUTIONS

• Situational Awareness of  the 
cyberspace domain  and 
electromagnetic spectrum

• Cyber and EW requirements 
Technical and Key Performance 
Parameters 

• Defensive and Offensive Cyberspace 
Operations 

• Database Architecture, Design & 
Implementation

• Network Enterprise Analysis & 
Assessment

• IT Architecture, Information 
Assurance, FISMA & DIACAP 
Compliance

• IT Systems Design, Development, 
Integration & Test

• Software Engineering, Development 
& Programming

• Database Mining and Data Symmetry

• Modeling, Simulation, and Analysis 
Support (MS&A) Services 

• Leader Development in new and 
emerging technologies and 
operations

• Training of current operational 
forces

• Cyberspace Situational Awareness 
CONOPS

• Cyber and EW DOTMLPF 
Integrated Change Requests

• Dynamic Cyber Defense Concept

• Custom  Curriculum & Training 
Programs

• Electromagnetic Shielding 
“Unishield’ Applications

• Interoperable Communications 
CONOPS

• Infrastructure Service Life 
Extension Solutions

• Technical Publications

• Medical Equipment, PACS, 
Workstations, Cardiology and 
Single Database

• Capabilities Insertion, Rapid Platform / 
Systems Engineering, Integration & 
Fielding

• C5ISR Systems Engineering & Integration

• Electronic Warfare and Cyber Space  
Capabilities Development  & Technical 
Publications

• Configuration Management, Rapid 
Prototyping and Fabrication

• Decision Support, Portfolio Analysis & 
Knowledge Management 

• Engineering Design, Development, 
Integration, Test & Deployment

• Foreign Military Sales  (FMS) / 
International Programs Management

• Integrated Logistics Support & 
Optimization

• Life-Cycle Acquisition, Program Planning 
& Management

• Reliability Centered Maintenance, 
Conditioned Based Maintenance Analysis 
and Solution Optimization

• TEMPEST,COMSEC, Survey, Inspection 
& Certification

• Grants Management & Logistics
• Application Development & 

Implementation
• Financial and Life Cycle Cost 

Estimation
• Database Administration
• Help Desk Services
• Knowledge / Portfolio 

Management
• Training & Technical Assistance
• Web site Development



WHO WE SERVE



WHO WE SERVE CONTINUED…
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Naval Criminal Investigative Service

AMAX² provides a range of technical and operational 
capabilities needed to support NCIS with the ability to 
effectively respond to, and counter, computer-based 
threats to DoN critical assets and information. Our primary 
responsibilities include criminal investigation, law 
enforcement (LE), counter-terrorism (CT), counter-
intelligence (CI), and cyber matters but it also has exclusive 
investigative jurisdiction in non-combat matters involving 
actual, potential, or suspected criminal, terrorism, 
sabotage, espionage, and subversive activities.

MISSION:
Investigate and defeat criminal, terrorist, and foreign 

intelligence threats to the DoN – in the maritime domain, 
ashore, and in cyberspace.



Naval Information Warfare Center Pacific 
Code 58250 (Innovative Cybersecurity Engineering

Location: San Diego, CA
Program: Pre-Program of Record (POR)
Contract Size: $5M
CPAR: Exceptional. All Categories. All Years

PROJECT INFORMATION

Since 2013, approximately 3,900,000 records were stolen from breaches every day. That is 
158,727 per hour, 2,645 per minute, or 44 every second of every day!

Services and Areas of Expertise
•DevSec Ops
•Continuous Integration & Automated Build
•Splunk Engineering & Integration
•Network Engineering
•Security Information and Event Management 
•Puppet Integration for CM
•Cybersecurity Architecture Support
•Sensor Based Analytics

We provided Innovative Cybersecurity Engineering to develop a 
distributed security operations center (SOC) for the US Navy. Our 
engineers configuring Shark Cage Site-to-Site Virtual Private Networks 
between all sites network infrastructures at the Network Integration 
Engineering Facility (NIEF) Laboratory. We implemented procedures 
necessary to virtualize network functionality, which reduced the costs 
and implementation time required to configure the network in future 
builds. 



Alternate Source Systems Engineering
 Support the Engineering Source 

Authority (ESA) at Hill AFB
 Work with Program Managers

/ Equipment Specialists/ Item Managers
/ Manufacturers to provide:
− Aircraft materials, products and systems
− Product Assessments and Source

Identification / Certifications
 Technical Data Package reviews
− Manufacturing processes, specification 

compliance, test and certification verification
− Test and Evaluation Analysis
− Failure Modes, Effects and 

Criticality Analysis (FMECAs)
 Source Approval Requests
 Maintenance Manuals and Systems Drawings

Core Competencies
• Engineering / Systems Engineering
• Logistics Management
• Program Management and

Performance Based Acquisition

Proprietary & Confidential
HILL AFB, UT



Ship Navigation & Integration Bridge Systems Cybersecurity Support

AMAX² provides cybersecurity risk analysis & vulnerability management support to NSWCPD CODE 50,
tasks include Assess & Authorize (A&A) package preparation & documentation, desktop hardware & 

software administration, policy & portfolio management, and software requirements research.

Core Competencies
• Cyber Security
• Information Technology
• Program Management



Proprietary & Confidential

Core Competencies
• Information Assurance/ Information Technology
• Help Desk Management and Customer Relations 

Management (CRM)
• System Administration
• Program Management and Performance Based

Acquisition

AMAX² provides 24/7 systems administration, IT,
and cybersecurity support for the Computer
Network Defense Virtual Training Environment
(CND VTE) through an approved Service Level
Agreement (SLA) between Center for
Information Warfare Training (CIWT) and PEO C4I
PMW 130.



Structural Engineering
 Life Cycle Support (LCS)

− Load and Fatigue Analysis
− Damage Impact Analysis
 Corrosion Control

− Prevention
− Cause Analysis
− Process Engineering
− Alternative Source / Material

Avionics System Support
 Systems Engineering
 Interoperability

− Integration Test Labs
 Obsolescence

− Alternative sourcing

Core Competencies
• Engineering / Systems Engineering
• LogisticsManagement
• Program Management and

Performance Based Acquisition

AMAX² provides engineering analysis 
expertise on the current corrosion 
prevention efforts and recommend

future corrosion prevention initiatives.
This includes providing corrosion and 

aircraft structures/systems support
necessary to enhance E-3 mission

effectiveness and operational
availability.

Tinker AFB – E3 AWACSProprietary & Confidential



USAF Life Cycle Management Center (AFLCMC) EW FMS Support Services

Core Competencies
• Program Management
• Engineering, Scientific and Technical Services
• Information Technology

AMAX² provides Information 
Technology (IT) & Help Desk 

support to the EW FMS 
Program Office, tasks include 

maintaining daily availability of 
computer & network resources, 

software applications, MS 
SharePoint & Active Directory,

and server data.



Proprietary & Confidential

AMAX² provides NIWC LANT
Enterprise Service Desk Center -

Services across all functional areas 
in building customer relations 

processes, developing business
rules and feedback systems to 
meet mission requirements for

tracking Help Desk Trouble Ticket
resolutions, and monitoring and 

analysis of all documentation
sources and Fleet readiness

metrics.

Core Competencies
• Program Management
• Engineering, Scientific and Technical Services



Proprietary & Confidential



COMPANY SNAPSHOT
AMAX², LLC 

Point of Contact

April Christensen 
AMT66, LLC – President & CEO

aprilmurillo@amt66.com
The Managing Member of 

AMAX², LLC
aprilchristensen@amax2.com

(480) 313-0108

mailto:aprilmurillo@amt66.com
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