
TOPICS COVERED:
• Fundamentals of Conducting a Cyber-Investigation
• Social Media Threat Investigations
• Understanding the Dark Web
• How Digital Devices Communicate via the Internet
• Locating Suspects by their IP Addresses
• Hiding on the Internet (Virtual Private Networks 

(VPNs), Proxy Servers, etc.)
• Investigating Internet-based Telecommunication 

Services | Voice Over Internet Protocol (VoIP)
• E-mail Crimes (spoofing, scams, threats, etc.)

WHO SHOULD ATTEND:
• Patrol Officers
• Detectives
• Supervisors
• Investigative Support Personnel 
• District / State Attorney Investigators

To Register, please visit:  www.EnigmaSolutions.net

NO BORING SLIDES TO READ | This course is designed for the student to sit back, watch,
and learn! We then reinforce the information presented by incorporating hands-on exercises
that allow the learner to test their skills in real world scenarios.

TUITION: $75
[Students will receive a comprehensive 
Field Guide (cheat sheet) as well as a 

Certificate of Completion.]

NO PRIOR EXPERIENCE 
NECESSARY

Designed for investigators, you will 
not find clunky acronyms or 

confusing jargon here. Rather, we 
focus on the fundamentals that 
exist at the core of every cyber-

investigation.  

Upon completion of this course,
you will have the skills and tools
necessary to investigate countless
cyber-incidents!

Questions? Email: contact@EnigmaSolutions.net |  Call/Text: 561-421-0093

Learn how to conduct a cyber-investigation from START to FINISH.

ON DEMAND

Any Day | Any Time


