
 
 
DoTRyT LLC — Acceptable Use Policy (AUP) 

Effective Date: February 28, 2025 
Last Updated: February 28, 2025 

This Acceptable Use Policy (“Policy”) describes prohibited and acceptable uses of the 
DoTRyT LLC platform, applications, and related services (the “Platform”). This Policy is 
incorporated into and forms part of the DoTRyT Terms & Conditions. 

By accessing or using the Platform, you (“User”) agree to comply with this Policy. DoTRyT 
LLC (“DoTRyT,” “we,” “us,” or “our”) may update this Policy at any time. Continued use of 
the Platform after an update constitutes acceptance of the revised Policy. 

 

1. General Principles 

• The Platform is designed to assist Users in discovering, analyzing, and preparing 
government contract opportunities using AI-powered tools. 

• Users must use the Platform in a lawful, responsible, and ethical manner at all 
times. 

• DoTRyT may monitor use of the Platform to ensure compliance with this Policy. 

 

2. Prohibited Uses 

Users may not use the Platform (or encourage others to use the Platform) for any of the 
following: 

1. Unlawful Activities 

o Violating any applicable federal, state, local, or international law or 
regulation. 

o Uploading, transmitting, or storing unlawful, fraudulent, defamatory, 
obscene, or infringing content. 

2. Government Contract Misuse 



 
 

o Submitting Outputs directly to government agencies without independent 
review. 

o Misrepresenting AI outputs as guaranteed compliance, legal advice, or 
certified information. 

3. Security Violations 

o Attempting to gain unauthorized access to the Platform, accounts, systems, 
or networks. 

o Introducing viruses, malware, ransomware, or other harmful code. 

o Interfering with the integrity, availability, or performance of the Platform. 

4. Abuse of Tokens & Services 

o Using bots, scripts, or automation to consume Tokens or manipulate 
Platform features. 

o Reselling, sublicensing, or redistributing Tokens, Outputs, or Platform access 
without written consent. 

o Circumventing metering, billing, or token usage limits. 

5. Scraping & Reverse Engineering 

o Scraping or harvesting data from the Platform. 

o Reverse-engineering, decompiling, or attempting to derive source code, 
models, or algorithms. 

6. Misrepresentation & Fraud 

o Impersonating any person or entity, misrepresenting your affiliation, or 
misusing government or vendor data. 

o Attempting to defraud government agencies, subcontractors, vendors, or 
financial partners. 

 

3. Enforcement 



 
 

• DoTRyT may investigate violations of this Policy and may remove, disable, suspend, 
or terminate access to the Platform at its sole discretion. 

• DoTRyT reserves the right to report unlawful conduct to relevant authorities. 

• Users remain responsible for all costs, damages, or liabilities arising from their 
misuse of the Platform. 

 

4. No Liability 

• DoTRyT, its affiliates, officers, employees, contractors, and investors shall not be 
liable for any damages or losses resulting from enforcement actions under this 
Policy. 

• Users agree to indemnify and hold harmless DoTRyT and its stakeholders from any 
claims, liabilities, or expenses arising from their misuse of the Platform. 

 

5. Reporting Misuse 

To report violations of this Policy, contact us at: 

DoTRyT LLC 
Email: sales@dotryt.com 

 

6. Governing Law 

This Policy shall be governed by and construed under the laws of the State of Florida. 
Exclusive venue for disputes shall be the state and federal courts located in Florida. 

 


