)

Tech to thelQy)

Cybersecurity Awareness Solutions
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COLORING ADVENTURE
Learn, Color, and Stay Cyber-Safe!
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GLOSSARY

Al (Artificial Intelligence): Computers or programs that can think and learn like humans.
Al is used in things like chatbots and smart assistants.
Anti-Virus: Software that protects your computer from viruses and other harmful
programs.
Attachment: A file sent along with an email, like a photo, document, or video.
Attack: An attempt to harm or break into a computer, network, or system.
B
Bluetooth: A wireless technology for connecting devices like phones and headphones.
Bot: A program that performs tasks automatically on the internet.
Browser: A program used to explore the internet, like Chrome or Safari.
C
Cloud: Online storage where you can keep files and access them from any device.
Computer: A machine that can perform tasks, like browsing the internet or running
programs.
Copy: A command to duplicate text, files, or data.
Cursor: The pointer or blinking line on a screen that shows where you’re typing or
clicking.
Cybersecurity: Protecting devices and information from cyber threats.
D
Data: Information stored or processed on a device.
Document: A file created with a word processor, like a text file.
Domain: The name of a website (e.g., google.com).
Download: Saving a file from the internet to your device.
E
Email: A way to send messages over the internet.
Escape Key: A key on the keyboard used to cancel actions.
Ethernet: A wired connection to the internet.
External Hard Drive: A portable device for storing data.
F
Firewall: Software or hardware that blocks harmful internet activity.
Flash Drive: A small, portable device for storing files.
Function Key: Special keys (F1-F12) that perform specific tasks.



G
GIF: A short, looping animation file.
Gigabyte: A unit of digital storage, equal to about 1 billion bytes.
Google: A popular search engine and tech company.
H
Hacked: When someone gains unauthorized access to your devices or accounts.
Hashtag: A word or phrase preceded by "#" used to categorize social media posts.
Headphones: Devices worn over the ears to listen to sound.
Honeypot: A security setup designed to attract hackers for study.
I
Information Technology (IT): The use of computers and software to manage data.
Install: To add a program or app to a device.
iPhone: A popular smartphone made by Apple.
J
Jamming: Interference with a wireless signal.
JavaScript: A programming language for creating interactive websites.
K
Keyboard: A device with keys used for typing.
Keyword: A word or phrase used to search for information online.
L
Left Click: Pressing the left button on a mouse to select something.
Lightning Cable: A cable used to charge and transfer data on Apple devices.
Local Host: A computer being used to host its own server.
LTE: A type of mobile internet connection.
M
Microphone: A device that captures sound for recording or communication.
Motherboard: The main circuit board in a computer.
Mouse: A device used to move the cursor and click on things.
N
Navigation Bar: A menu that helps you move around a website or app.
Network: A group of connected devices that share information.
o)
. Offline: Not connected to the internet.
Operating System: The software that manages a device, like Windows or macOS.
Output: Data or results a device provides, like sound or a printed page.

P
. Paste: Acommand to place copied data into a new location.
. Password: A secret word or code used to protect accounts.
. Phishing: Scams to trick you into giving personal information.

. Printer: A device that creates physical copies of digital documents.
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QR Code: A square barcode scanned with a phone for information or links.
Query: A question or search entered into a database or search engine.
R
Ransomware: Malware that locks files until a payment is made.
Recycle Bin: A place to store deleted files temporarily.
Refresh: Reloading a web page or restarting a process.

Router: A device that connects multiple devices to the internet.

S
Sandboxing: Isolating programs to keep them from affecting other parts of a system.
Smishing: Phishing attempts sent via text messages.

Spam: Unwanted or junk email.

Spyware: Software that secretly collects information about you.

T
Text Box: A space where you can type text.

Trojan Horse: Malware disguised as a harmless file or program.
Two-Factor Authentication: A security method requiring two types of identification.
U
URL: The address of a website, like www.example.com.

USB-C: A type of cable and connector for devices.

User ID: The name you use to log into an account.

\"

Virtual Reality: A computer-generated simulation you can interact with.
Virus: A program that can harm your device or data.

Volume: The loudness of sound from a device.

W
Website: A collection of online pages with information or services.
Wi-Fi: A wireless way to connect to the internet.

Worm: A type of malware that spreads across computers.

X
XML: A format for organizing and sharing data.

XMP: A file format for embedding metadata into documents.

Y
Yosemite: An operating system for Mac computers.
YouTube: A website for watching and sharing videos.

Z
Zero Day: A software vulnerability that hackers exploit before it’s fixed.
Zip File: A compressed file that takes up less space.

Ctrl + Z: A shortcut to undo your last action.



