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Privacy & Cookies Policy - folkresearch.com 
 

Folk Research is a Market Research Agency & Brand Consultancy operating primarily 

within the Marketing Services Industry. We help our clients by conducting research 

projects to help answer some of their business problems.  

This Privacy Policy explains the data processing practices carried out through the use of 

the Internet and any other electronic communications networks by Folk Research 

Limited.  Folk take your privacy very seriously. All data captured will be used and held in 

accordance with the General Data Protection Regulation 2016/679 (GDPR). 

If you have any questions about this privacy policy or about any personal data we may 

hold about you, please contact our Data Protection Officer (DPO), Charline Roberts, at 

charline@folkresearch.com or call us on 020 3960 7900. 

We at Folk Research Ltd are committed to protecting and respecting your privacy.  

This policy sets out the basis on which any personal data we collect from you, or that 

you provide to us on www.folkresearch.com (“our site”), will be processed by us. Please 

read the following carefully to understand our views and practices regarding your 

personal data and how we will treat it. 

Information we collect from you 

We collect and process the following data on our site: 

• Information that you provide by filling in forms on our site. We may also ask you for 

information when you report a problem with our site. 

• If you contact us, we may keep a record of that correspondence. 

• We may also ask you to complete surveys that we use for research purposes, 

although you do not have to respond to them. 

• Details of your visits to our site including, but not limited to, traffic data, location 

data, weblogs and other communication data, whether this is required for our own 

research purposes or otherwise and the resources that you access. 

IP Addresses 

We may collect information about your computer, including where available your IP 

address, operating system and browser type, for system administration. This is used to 

generate statistical data about our users' browsing actions and patterns. 

Cookies 

Our site uses cookies to distinguish you from other users of our site and to remember you 

between visits. This helps us to provide you with a good experience when you browse 

our website and also allows us to improve our site. A cookie is a small file of letters and 

numbers that we store on your browser or the hard drive of your computer if you agree. 

Cookies contain information that is transferred to your computer's hard drive. The 

cookies we use are "analytical" cookies used by the Google Analytics external service. 

They allow us to recognise and count the number of visitors and to see how visitors 

move around the site when they are using it. This helps us to improve the way our site 

works, for example, by ensuring that users are finding what they are looking for easily. 

You can find more information about the individual cookies we use and the purposes 

for which we use them in the list below: 
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Cookie What data is 

collected by the 

cookie? 

Who owns this 

data? 

Is this a 1st party or 

a 3rd party cookie? 

Google Analytics Anonymised visitor 

data and traffic 

sources for website 

performance 

purposes 

Google 1st party 

 

You can block cookies by activating the setting on your browser that allows you to 

refuse the setting of all or some cookies. However, if you use your browser settings to 

block all cookies (including essential cookies) you may not be able to access all or 

parts of our site. 

 

Where we store your personal data 

The data that we collect from you may be transferred to, and stored at, a destination 

outside the European Economic Area ("EEA"). It may also be processed by staff 

operating outside the EEA who work for us or for one of our suppliers. If your personal 

data is transferred to, stored at or otherwise processed in a country or territory outside 

the EEA, and that country or territory has not been recognised as providing an 

adequate level of data protection, we will put in place additional safeguards to 

protect your personal data, based on standard contractual clauses. You can ask us to 

provide a copy of these clauses by using the contact details below. 

  

Third parties and data transfer across borders 

You can be assured that we will protect your privacy. We will not make your personal 

information available to anyone without your agreement unless it is for research 

purposes only or if required by law. This includes your name and e-mail address. 

We may share your personal data with third parties. Where these transfers are across 

borders or outside the EEA we shall put safeguards in place to ensure the transfer is 

made by a legitimate method for the purposes of EU data protection law and secure. 

Your personal information may be collected, stored, transferred or processed by our 3rd 

party service providers for research-related purposes, such as data processing, and 

fulfilment of prize draws or other incentives both within and outside the EEA. They are all 

contractually bound to keep any information they collect and disclose to us or, we 

collect and disclose to them, confidential and must protect it with security standards 

and practices that are equivalent to our own. 

Keeping your personal data secure 

We will take reasonable steps to ensure that your data is treated securely and in 

accordance with this privacy policy. All information you provide to us is stored on a 

secure server. We limit access to the information by our own employees, contractors, 

site service providers and those individuals who are authorised for the proper handling 

of such information. We request that our third party contractors and site service 

providers follow similar standards of security and confidentiality. 

Unfortunately, the transmission of information via the internet is not completely secure. 

Although we will take reasonable steps to protect your personal data, we cannot 

guarantee the security of your data transmitted to our site; any transmission is at your 



 

Folk  14/15 D’Arblay St  Soho  W1F 8DZ 

T +44 (0)20 3960 7900 | www.folkresearch.com 
3 

own risk. Once we have received your information, we will use strict procedures and 

security features to try to prevent unauthorised access. 

Uses made of the information 

We have listed below the ways in which we use your personal data. We are also 

required by law to explain the legal basis for using your personal data, and this is also 

set out below. The legal basis in each case is that we have your consent for the use of 

your personal data, or that we need to use your personal data in order to perform a 

contract with you, or that the use of your personal data is necessary for our (or third 

parties’) legitimate interests (in which case we will explain what those interests are).  

• Where we use your personal data with your consent, you have the right to 

withdraw your consent at any time 

• To ensure that content from our site is presented in the most effective manner for 

you and for your computer (this is based on our legitimate interest in ensuring that 

our site is presented to you in the most effective way possible). 

• To provide you with information, products or services that you request from us or 

which we feel may interest you, where you have consented to be contacted for 

such purposes (this is based on your consent, which you may withdraw at any 

time). 

• To carry out our obligations arising from any contracts entered into between you 

and us (this is based on contractual necessity – we need to use your personal data 

to perform our contract with you). 

• To allow you to participate in interactive features of our service, when you choose 

to do so. 

• To notify you about changes to our service (this is based on our legitimate interest 

in keeping you informed about changes to our service). 

 

How long we keep your personal data 

We are required by law to keep your personal data only for as long as is necessary for 

the purposes for which we are using it. The period for which we keep your personal 

data will be determined by a number of criteria, including the purposes for which we 

are using the information, the amount and sensitivity of the information, the potential 

risk from any unauthorised use or disclosure of the information, and our legal and 

regulatory obligations. 

• If you have provided personal information in order to receive monetary incentives, 

this information will be kept by Folk Research for up to seven years to comply with 

financial regulations. 

• The personal data you have provided for the purposes of the research project, 

including video and audio recordings will be erased once the research project has 

been completed. This will never exceed three months. 

• The data collected by our site’s cookies (detailed above) is kept indefinitely. 

 

Disclosure of your information 

During the time periods stated above in which we retain your personal data, the 

following may happen (only if this is necessary): 

• We may disclose your personal data to any member of Folk Research.  

• We may also disclose your personal data to third parties: 
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• In the event that we sell or buy any business or assets, in which case we may 

disclose your personal data to the prospective seller or buyer of such business or 

assets. 

• If Folk or substantially all of its assets are acquired by a third party, in which case 

personal data held by it about its customers will be one of the transferred assets. 

• If we are under a duty to disclose or share your personal data in order to comply 

with any legal obligation; or to protect the rights, property, or safety of Folk, our 

customers, or others. This includes exchanging information with other companies 

and organisations for the purposes of fraud protection and credit risk reduction. 

 

  

Your rights 

You have the right to ask us not to process your personal data for marketing purposes. 

We will usually inform you (before collecting your data) if we intend to use your data for 

such purposes or if we intend to disclose your information to any third party for such 

purposes. You can exercise your right to prevent such processing by checking certain 

boxes on the forms we use to collect your data. You can also exercise the right at any 

time by contacting us at hello@folkresearch.com. 

You also have the following rights in relation to your personal data (some of these rights 

apply only in certain circumstances, and some of them vary according to the legal 

basis on which we are processing your data – please see above for further details): 

• The right to ask whether we’re processing your personal data and, if we are, to find 

out details of that processing (as well as obtaining a copy of your personal data). 

• The right to ask us to correct any personal data that we hold about you that’s 

inaccurate or incomplete. 

• The right to ask us to delete personal data that we hold about you. 

• The right to object to how we’re processing your personal data, and to ask us to 

restrict how we’re processing your personal data. 

• The right to have the personal data that you’ve provided to us provided to you in 

a structured and commonly-used electronic format. You can also ask us to transfer 

your personal data directly to another company if that’s feasible. 

• If you’re not happy with how we’ve dealt with your personal data, we’d like a 

chance to put it right – please contact us at hello@folkresearch.com. However, 

you have the right to complain to a supervisory authority – the authority for the UK 

is the Information Commissioner (www.ico.org.uk). 

  

Children data collection 

We never knowingly invite children under the age of 16 years to participate in research 

studies without consent. If it is necessary and appropriate to a particular project to 

directly involve children under the age of 16 years, we take measures to ensure we 

have been given permission by the responsible adult. 

Automated decision making / profiling 

In certain circumstances we shall carry out automated decision making or profiling 

about you. However, in the majority of cases this will not result in any legally significant 

decisions being made about you. You have the right to appeal if any automated 

decision made about you is legally significant. If you have any questions about this 

please contact us. 
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Links to other website 

Our site may, from time to time, contain links to and from the websites of our partner 

networks and affiliates. If you follow a link to any of these websites, please note that 

these websites have their own privacy policies and that we do not accept any 

responsibility or liability for these policies. Please check these policies before you submit 

any personal data to these websites. 

Changes to our privacy policy 

This privacy policy was last updated on 25 May 2018. Any changes we may make to 

our privacy policy in the future will be posted on this page and, where appropriate, 

notified to you by e-mail. 

Contact 

Questions, comments and requests regarding this privacy policy are welcomed and 

should be addressed to hello@folkresearch.com. You can also contact our data 

protection officer (DPO), Charline Roberts, at charline@folkresearch.com. 

 

   

    

 


