Online Safety Policy

The internet is a great way for children to connect with others and learn new things. As interactions between people are increasingly taking place online it is essential that we safeguard children as robustly in the virtual world as we do in the real one. I can do this through promoting safe online behaviour to children and their families.
Children’s lives have also changed dramatically because of Covid-19; spending more time at home and online. 

And while the internet is a great way for children and young people to stay in touch with their friends and keep busy during lockdown, it can also bring risks. Now more than ever it’s important to talk to your child about staying safe online and about the apps and sites they’re using. We’ve got advice to help. 
To safeguard children and practitioners online, providers will find it

helpful to refer to: ‘Safeguarding children and protecting-professionals in early years settings: online safety considerations’ (EYFS 2021: 3.4)
Why is online safety important?

Children and their families go online for a variety of reasons, including to:
· search for information or content on search engines

· share images and watch videos through websites or mobile apps

· use social networking websites

· write or reply to messages on forums and message boards

· play games along or with others through websites, apps or games consoles

· chat with other people through online, games, messenger apps, games consoles, webcams, social network, and other instant communication tools

· find new friends and partners.

There are lots of benefits in going online to develop children’s learning & development and will therefore only be used for educational purposes to enhance my broad, ambitious and well sequenced curriculum. There are also some risks. These include:

· exposure to and sharing of explicit material (including sexting)

· grooming and child sex abuse or exploitation

· radicalisation

· cyber-bullying

· desensitizing children to violence and intimacy.
The above information has been adapted from Manchester Safeguarding Partnership.co.uk/resource/online-safety where further information can be found.  

Online safety for under fives
I will start talking to your child about keeping safe online at an early age, as I will use technology to research information, such as how to make a bug hotel, to learn new songs and listen to stories (although this will be done mainly face to face and interactions). 

You should also start talking to your child about keeping safe online. It’s easier to have conversations about online safety little and often, rather than trying to cover everything at once.

· Set boundaries from the start. It makes it easier than trying to play catch-up at a later stage.

· Check that websites are suitable before your child visits them. Look for websites that have parental pages that explain how the site works and how they keep your child safe.

· Ensure your home page is set to a child-friendly website.

· Talk to friends about what websites their children use.

· Play games with your child to get them used to being online.

· Set ‘Safety Mode’ up on YouTube to help filter out explicit content.

· If you use Google, turn on Google ‘Safe Search’ to filter sexually explicit content from your search results.
Starting a conversation about online safety

It can be difficult to know how to start talking to your child about what they’re doing online or who they might be speaking to. But talking regularly, will help your child feel relaxed and mean that when they do have any worries, they’re more likely to come and speak to you. It can help to: 

· reassure them that you're interested in their life, offline and online. Recognise that they'll be using the internet to research homework as well talking to their friends.

· ask your child to show you what they enjoy doing online or apps they’re using so you can understand them.

· be positive but also open about anything you're worried about. You could say "I think this site's really good" or "I'm a little worried about things I've seen here."

· ask them if they're worried about anything and let them know they can come to you.

· ask them about their friends online and how they know they are who they say they are.

· listen for the reasons why your child wants to use apps or site you don't think are suitable, so you can talk about these together.

· ask your child what they think's okay for children of different ages so they feel involved in the decision making.
More information is available at NSPCC/keeping-children-safe/online-safety/talking-child-online-safety
 With the use of technology, I aim to encourage children to:

· Seek to acquire basic skills e.g. turning on/operating equipment.

· Know how to operate simple equipment.

· Use mouse/keyboard/touch screen – interact with age appropriate software/ programmable toys
· Develop an understanding of everyday uses of information and communications technology.

· Develop technological literacy through a range of products which children will be familiar with and which will be easily understood and accessed.

· Work collaboratively, sharing knowledge, skills and enjoyment.

· Develop a skills-based approach to computer use which puts the child in control of the equipment rather than the other way around.

To support my understanding of online procedures, I follow the guidelines in the Early Years Online Safety Guidance which you may also find useful.
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