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The only way to scale security 
is to empower developers

Developers

100 : 10 : 1

Ops

Sec

"The ratio of engineers in Development, Operations, 
and Infosec in a typical technology organization is 
100:10:1.

When Infosec is that outnumbered, without 
automation and integrating information security into 
the daily work of Dev and Ops, Infosec can only do 
compliance checking, which is the opposite of security 
engineering - and besides, it also makes everyone 
hate us."

- Gene Kim
   Co-Author of The DevOps Handbook

DevSecOps is the way!



It’s always about People, Processes, Technology (Tools)

● Snyk aims to be a Trusted Advisor to its customers when it 
comes to DevSecOps and Application Security Programs.

● Win-Win: Maturing DevSecOps will benefit both sides.

Supporting organizations that have mature DevOps processes 
in place but are just starting out with DevSecOps (and without 
any framework or model in place).

Motivation





Security Framework & 
Maturity Model Landscape





● Follow a structured approach

● “You can’t manage what you can’t measure”

● Not reinventing the wheel

● Learn from others, field-proven best-practices

Why a Framework?



● Measurable
Defined maturity levels across security practices

● Actionable
Clear pathways for improving maturity levels

● Versatile
Technology, process, and organization agnostic

● Open
Established non-proprietary with a large community

Selection Criterias



● OWASP Software Assurance Maturity Model (SAMM)
● OpenSAMM 1.0 (2009), OWASP SAMM 1.1 (2016)+
● Focus on Application Security
● Flagship project at OWASP
● Prescriptive in Nature (as opposed to descriptive / BSIMM)

The mission of OWASP Software Assurance Maturity Model (SAMM) is to be the 
prime maturity model for software assurance that provides an effective and 
measurable way for all types of organizations to analyze and improve their 
software security posture. OWASP SAMM supports the complete software 
lifecycle, including development and acquisition, and is technology and 
process agnostic. It is intentionally built to be evolutive and risk-driven in 
nature.

OWASP SAMM





Why would you use SAMM?
● To have a “holistic” and structured approach to application security

● [As a CISO] to have your story resonate at the level of management

● [As a Developer] to get rid of “it’s a developer’s problem” mentality, 
which it’s not!

● [As a Project Manager] to get to a shift-left approach to increase 
efficiency and predictability of software delivery

● [As a Client] to understand how your supplier is performing



The structure and setup of OWASP 
SAMM is made to support:
1. the assessment of the current software assurance posture,
2. the definition of the strategy (i.e. the target) that the 

organization should implement,
3. the formulation of an implementation roadmap of how to 

get there, and
4. prescriptive advice on how to implement particular 

activities.



OWASP SAMM Project Cycle



● Establishing Assessment Scope
● Methodology
● Assessing Governance 
● Assessing Design 
● Assessing Implementation 
● Assessing Verification 
● Assessing Operations
● Setting Improvement Targets

Usually 1-3 day session.

A Typical Kick-Off.



PREPARE





Considerations picking a Framework
● Do you agree on the framework?
● Do you agree on the model/content?

○ Does it need customization?
○ Customization vs. accepting low maturity acceptance

● Is Budget available and planned in?
○ Tool licenses, internal man hours, external consultants

● Educate all Stakeholders



Resources
● Website: 

https://owaspsamm.org
● Github: 

https://github.com/owaspsamm 
● Slack: OWASP - #project-samm
● Youtube: 

○ https://www.youtube.com/@owaspsamm 
○ https://www.youtube.com/@codificcom 

● Fundamentals Course
○ https://owaspsamm.thinkific.com/courses/samm 
○ https://www.youtube.com/playlist?list=PLBxrzm7KYaoESVEINbo

Wn-_osqL1A5MLl 
● Monthly Zoom Call

https://owaspsamm.org
https://github.com/owaspsamm
https://www.youtube.com/@owaspsamm
https://www.youtube.com/@codificcom
https://owaspsamm.thinkific.com/courses/samm
https://www.youtube.com/playlist?list=PLBxrzm7KYaoESVEINboWn-_osqL1A5MLl
https://www.youtube.com/playlist?list=PLBxrzm7KYaoESVEINboWn-_osqL1A5MLl


SAMM Model Structure

Security Practice

Stream A Stream B

Activity Maturity Lvl 1

Activity Maturity Lvl 2

Activity Maturity Lvl 3

Activity Maturity Lvl 1

Activity Maturity Lvl 2

Activity Maturity Lvl 3





https://owaspsamm.org/model/verification/security-testing/




ASSESS





FAQ: Internal or External Assessments?
● Self-Assessment
● Internal Assessors but from different team, i.e. Compliance
● Internal Assessor with External Guidance (SAMM Expert)
● External Assessor

FAQ: Assessment Style?
● Open Ended Questions
● Survey-Style



https://sammy.codific.com/







SAMM Benchmark
Open for data donations!



SET THE TARGET





Recommendations from the Field
I would focus on making sure the team has basic security training.
I would also focus on getting to maturity level 2 for Secure Build and 
Secure Deploy activities.
From there onwards I’d look into security requirements (ASVS) and 
requiring mandatory unit/integration tests for at least some of them.
Tooling could also be interesting to look at or at least experiment with 
and to see which tools and tool categories you could add to your 
development processes.

Aram Hovsepyan, via OWASP Slack channel

https://owasp.slack.com/archives/C0VF1EJGH/p1726151425984719?thread_ts=1726090033.718049&cid=C0VF1EJGH


Identify your target maturity, based on 
● your current capabilities
● teams involved
● tech-stack
● suppliers, etc. 
● organization risk profile and appetite

Be realistic in your first target maturity and time horizon, based on available budget and 
willingness for change. There is no standard solution for this, as this is unique for every 
organization and its risk / compliance environment.

Seba, via OWASP Slack channel

Recommendations from the Field

https://owasp.slack.com/archives/C0VF1EJGH/p1726119809115499?thread_ts=1726090033.718049&cid=C0VF1EJGH


Typical Developers’ Touchpoints / “Critical Path”



DEFINE THE PLAN





IMPLEMENT





FAQ: OWASP SAMM vs. OWASP DSOMM

The DSOMM framework (DevSecOps Maturity 
Model) consists of four levels of DevSecOps 
maturity. Each level represents a distinct stage 
in the evolution of security integration, ranging 
from basic awareness and ad-hoc practices 
to advanced, fully integrated, and automated 
security processes. These levels provide a 
roadmap for organizations to systematically 
enhance their security posture within the 
DevOps framework.

https://dsomm.owasp.org/


Sample Target Groups
SAMM DSOMM

“Standard”, OWASP Flagship Project “Emerging”, OWASP Lab Project

High Level Overview Low Level Overview

Management Topics like Compliance & 
Governance

Only DevSecOps Topics

Planning of High Level Targets Planning of Concrete Targets

Works “Out of the Box” Needs Customization



Recommendation from Timo Pagel

1. Assess and plan security strategy with SAMM
2. Adapt DSOMM

Source: https://www.youtube.com/watch?v=MIzENOyylZI 

https://www.youtube.com/watch?v=MIzENOyylZI


https://sammy.codific.com/browse/297


ROLLOUT





Tipp: Security Champions Program

1. Gamification, Competition & Incentivation
2. CTF / Capture the Flag events
3. “Security Belts” approach

https://github.com/AppSecure-nrw/security-belts


OWASP SAMM Project Cycle



OpenCRE
Open Common Requirement Enumeration

https://opencre.org





Open Common Requirement Enumeration

The Open Source project “OpenCRE “ links all security standards 
and guidelines together at the level of requirements into one 
harmonized resource: threats, weaknesses, what to verify, how to 
program, how to test, which tool settings, in-depth discussion, 
training material. Everything organized.
https://opencre.org  

Naming is probably derived from CWE and CVE, common in the industry.
CVE = Common Vulnerabilities and Exposures
CWE = Common Weakness Enumeration

https://opencre.org


OpenCRE
● …

https://opencre.org/map_analysis?base=SAMM&compare=DevSecOps%20Maturity%20Model%20(DSOMM)


THANK YOU
@mathiasconradt


