
Advanced Security Services

Get it all with the Total Security Suite

The Total Security Suite includes all services o�ered with the Basic Security Suite 
plus AI-powered malware protection, enhanced network visibility, endpoint 

protection, Cloud sandboxing, DNS �ltering, and the ability to take action against 
threats right from WatchGuard Cloud, our network visibility platform.

250 Network
Attacks

1,300Malicious Files

*Average number of threats

blocked per Firebox in 2019

Cloud Sandboxing

Detect and stop the most sophisticated attacks including 
ransomware, zero day threats, and other advanced 

malware designed to evade traditional network security 
defenses, with APT Blocker.

Learn More About APT Blocker >

https://www.watchguard.com/


AI-Powered Anti-Malware
Automate malware discovery, and classify current and

future threats in mere seconds with AI-powered

IntelligentAV.

Learn More About IntelligentAV >

DNS Filtering
Prevent phishing and reduce malware infections by 

detecting and blocking malicious DNS requests, redirecting

users to a safe page with information to reinforce 
security best practices.

Learn More About 
DNSWatch >

eXtended Detection and Response
Siloed and disconnected tools mean blind spots. Boost your

XDR strategy with uni�ed network and endpoint security

capabilities to detect earlier and respond faster to threats.

Experience XDR with ThreatSync >

https://www.watchguard.com/wgrd-products/firewall-appliances
https://www.watchguard.com/wgrd-products/security-services/apt-blocker



