1) I first burned the NasServer and put it on a flash drive, and then installed the Nas Operating
System on the server.
2) connected a Cat 6 Ethernet cable from the switch to the server to assign an IP address.
3)Assigned a local IP address to the server. 192.168.1.176
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4) For the login information, created the username and password when | was setting up the Nas.
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5) Here, | added new accounts to the server, and each account will have a unique username and password.

Each account will get access from their computers.

6) This is an example of one of the accounts that has access to the server.
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Lastly, the most important thing is the security, in this screen shot, | added the RSA Token for an extra layer of
security to login using the SSH protocol.

User Settings

Use this form to set up Two-Factor Authentication for this system. Then link the system to an authenticator app (such as Google Authenticator,
LastPass Authenticator, etc.) on a mobile device.
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System-Generated Settings

Secret (Read only)

Two-factor authentication IS currently enabled.
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