
Id e n t i t y f o r E v e r y E n d p o i n t



GMO Internet Group launched its Internet operation in 1995 when Japan was still at the  dawn of the

Internet.

Since the launch of Internet business, we had continued to put effort into impressing  people by 

allowing them to be exposed to the Internet under the corporate slogan

"Internet for Everyone.“

We will further expand our business without being satisfied with current situation,  leading to a 

potential new business.
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Who We Are
Imagine a worldwide team of experts behind you.

We’ve been a leader in the Public Key Infrastructure (PKI) space since 1996, taking a  consultative 

approach in helping enterprises speed up their digital transformations with  identity and security 

solutions that scale.
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Enterprise Solutions
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Issue certificates with your choice of RSA or ECC

OV, EV, Wildcard, Intranet, Multi-domain

SSL configuration checker finds weaknesses and  

vulnerabilities in server configuration, provides  

remediation tips

SSL/TLS Secure Email
Cryptographic signing certificates binds verified, physical identity to the  certificate.

Enterprise-wide secure email solutions through unique Managed PKI  platform

Prevent Tampering of Email Content, prove message origin

Easy to implement & optional Active Directory integration automates  certificate 

provisioning & install

Includes key archival & recovery.

Code Sign
Can be used to sign an unlimited number of applications.

Certificate can be stored on either hardware token FIPS 140  enabled 

or HSM/Azure KeyVault

Vetting process assures end users that the identity of the  

publisher has been verified.

Immediate reputation with Microsoft SmartScreen Filter  

removes scary warning messages to end users that the  

application might be malicious.

Multiple Platform Support: Authenticode, Office VBA, Java,  Adobe 

AIR, Mac OS, Mozilla
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GlobalSign is a part of Adobe's Approved Trust List (AATL) that allows  millions of 

users around the world to create digital signatures

AATL Signing solution helps Sign multiple document types with one  certificate, 

add customizable approval signatures & Timestamping.

GlobalSign's AATL Certificates chain up to main GlobalSign root,  which is 

also in the Microsoft Root Trust Store.

Document Signing solutions are:

AATL Digital Signature

Token BasedAATL HSM BasedAATL

DSS Cloud based 

signing service

GMO Sign Cloud  

based signing platform
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Long-term Savings
Reduce total cost of ownership by as much as 50% when  you 

outsource PKI management to GlobalSign

Flexible Business Terms & SAN Licensing

Multiple Organization Profiles

Granular User Permissions

Management and Automation

Managed PKI Platform
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From one, easy-to-use portal, you can run reports on  the 

status of existing certificates – both internal and  public-facing, 

regardless of the issuing CA – as well as  view the certificate 

issue date, issuing CA, expiration  date, and validity period.

Management and Automation

Certificate Life  

Management
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Automatic  

Enrollment  

Gateway (AEG)

Active Directory integration for easy,  

automated certificate provisioning

Support for SCEP and ACME v2, enabling  

certificate automation for Linux servers and  

mobile, networking, and other devices

Apple OSX and Intune enrollment capabilities

No in-house expertise or expensive HSMs  

needed.

Management and Automation
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By leveraging standards-based PKI to authenticate  and 

establish trust between devices and services (i.e.  cloud 

platforms), we ensure the integrity, source and  encryption of 

all data transmitted within an  ecosystem.

Active Directory integration for easy, Cloud CA  

infrastructure is capable of issuing thousands of  certificates 

per second and hundreds of millions of  certificates per

day.

RESTful APIs allow you to integrate GlobalSign IoT  

solutions into your existing IoT architecture.

IoT and CA Services

IoT Identity  

Platform
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IoT and CA Services

CA Services

Custom CA

We offer Hosted CA services through our GlobalSign Hosted

platform where we host Root & Intermediate along with

revocation services.

For ON prem CA services we have technology partners  who 

help us to full fill those requirements.

SSL Inspection

GlobalSign hosts the root, and the ICA is hosted on  the 

customer's inspection appliance which issues  certificates 

as needed.

Timestamping

GlobalSign's trusted timestamping Software as a Service (SaaS)  provides a 

low cost and easy method to apply RFC 3161 trusted  timestamps to time-

sensitive transactions through  independently verified and auditable date 

and UTC  (Coordinated Universal Time) sources.

Hosted OCSP

GlobalSign’s hosted Online Certificate Status Protocol  (OCSP) 

service allows managers of locally-hosted PKIs to  easily expand 

their capabilities with global, commercially  trusted, WebTrust 

audited services.
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Global Partners

Customers Partners
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We are here for you
Let us know how we can help you accomplish your security goals.

https://flagstech.com/

+966 595257084
+20 10102784

mohammad@flagstech.com

Mohammad Abdelgwad

Flags Technology
Local Distributer

http://www.globalsign.com/en-ae
mailto:diody.aranzo@globalsign.com



