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NEW FINDINGS THIS MONTH 

By Vikentios Vikentiou, Managed Security Services Manager 

 

Strengthen your security posture. 

 

Nearly half of Cypriot businesses have experienced some kind of cyberattack in 

the past 12 months, according to two surveys conducted between October and 

November 2022, administered by the Digital Security Authority (DSA) of Cyprus. 

The surveys showed that 40% of individuals and 46% of businesses were attacked 

or suffered a security breach in the last 12 months, with an average of 3-4 attacks 

per month. As attacks have proliferated and the potential penalties, both 

regulatory and in terms of loss of customer trust, have increased, it has become 

a priority at every organizational level. Due to the recent ransomware attacks on 

the University of Cyprus, Open University of Cyprus, and the Land Registry, it is 

essential for the organizations to enhance their overall security.  
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Essential security solutions to strengthen the overall security of the organization. 

 

- Data Loss protection (DLP): Protects sensitive data, detects potential data breaches/data transmissions. 

- Next Generation Firewalls (NGFW): Provides deep inspection, application filtering, intrusion detection, 

and prevention of network. 

- Extended detection and response (XDR): Consolidate multiple products into a cohesive, unified security 

incident detection and response solution. XDR is a logical evolution of endpoint detection and response 

(EDR) solutions into a primary incident response tool. 

- Multi-factor authentication (MFA): Provides a multi-step account login process that requires users to 

enter more information than just a password. 

- Anti-Spam Systems: Aims to detect and block potentially dangerous email from user inboxes. 

 

What you will expect 

▪ Monitoring and prevent malicious attacks: Minimize the risk for data breaches within your 

organization. 

  

▪ Significant Cost Savings: Deployment of security tools reduce the future costs of possible 

damage within an organization. 

 

▪ Organization Image and Reputation: Protect the image and reputation of the organization 

from the impact of future data breaches. 

 

THINK WE CAN DO THIS TOGETHER? GET IN TOUCH! 
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