
Bedrock Security Advisory Group

Mission-Critical Security & Risk Assessment

Secure Facility Planning & Site Selection

 Comprehensive Risk & Vulnerability Analysis – Identify and
mitigate security threats from pre-site selection through
accreditation.
 Strategic Security Alignment – Ensure mission objectives
integrate ICD 705, DoD 5200.01, and RMF requirements.

 • Threat-Based Pre-Site Surveys & Feasibility Analysis –
Conduct on-the-ground evaluations to assess security viability.
 • Location-Specific Risk Mitigation – Develop tailored counter-
threat strategies for high-risk environments.

Linkedin: https://www.linkedin.com/company/bedrock-security-advisory-group/?viewAsMember=true
Visit us now at www.bedrocksafe.com

Accreditation & Compliance Assurance
 ICD 705 Accreditation & Mock Inspections – Rigorous pre-
audit testing to eliminate vulnerabilities before formal review.
 Regulatory & Policy Adherence – Expert-driven compliance
with ICD 705, DoD 5200.01, RMF, and NIST 800-53
frameworks.

BEDROCK SECURITY ADVISORY GROUP (BSAG)  SPECIALIZES IN THE DESIGN,  MANAGEMENT,  AND
ACCREDITATION OF SENSITIVE COMPARTMENTED INFORMATION FACILITIES (SCIFS)  UNDER ICD 705
STANDARDS.  AS POLICIES EVOLVE REGARDING THE “AD HOC” USE OF SCI  FACILITIES FOR SPECIAL
ACCESS PROGRAMS (SAPS) ,  WE PROVIDE AGILE,  SCALABLE SOLUTIONS TO MEET URGENT SAP FACILITY
REQUIREMENTS AND MISSION-CRITICAL OPERATIONAL NEEDS.

WITH OVER 50  YEARS OF COMBINED EXPERTISE,  BSAG DELIVERS INNOVATIVE STRATEGIES TO ENSURE
COMPLIANCE,  MITIGATE RISK,  AND DRIVE OPERATIONAL SUCCESS,  WHETHER MANAGING EXPANSIVE
SECURE FACILITY PORTFOLIOS OR RAPIDLY ADDRESSING EMERGING SECURITY CHALLENGES IN
TODAY’S  COMPLEX THREAT ENVIRONMENT.

Secure Facility Design & Compliance Integration
 • 35% Design Review – Early-phase validation of security
architecture and risk-mitigation strategies.
 • 65% Design Review – Advanced integration of ICD 705,
SAPF, and SCIF security standards.
 • 95% & 100% Final Review – Full compliance validation and
approval for mission-readiness.
 • Expert Coordination – Seamless collaboration across
mechanical, electrical, and physical security teams.

Risk Mitigation and Compliance Assurance
 Proactive identification and resolution of potential design
and security challenges.
 Ensuring seamless integration of compliance measures across
all project phases.

Advanced Security Operations & Risk Management
 Cyber & Cloud Security Considerations – Support security-
driven infrastructure planning with an eye on classified data
protection.
 Security Communications Framework – Provide guidance
on structuring essential security communications and
contingency protocols.

Miscellaneous

 Site Walkthroughs & Gap Analysis – Identify security vulnerabilities, compliance gaps, and optimization areas within ICD 705 environments.
 Project Coordination & Design Collaboration – Align security requirements with stakeholders across design and construction phases.
 Program & Project Management – Act as the single point of contact, ensuring seamless execution across security, technology, and operations.
 Accreditation Support & Mock Inspections – Conduct pre-audit assessments to ensure readiness for ICD 705, RMF, and cybersecurity compliance.
 Comprehensive Communications & Risk Planning – Develop security strategies, compliance roadmaps, and risk mitigation plans for operational resilience.
 Security & Compliance Expertise – Deploy ISSMs, ISSOs, and SSEs with expertise in cloud security, AI/ML, cybersecurity, and program protection planning.

Contract Execution & Compliance Documentation
 Precision-Engineered Contracts – Development of airtight
security compliance documents, SOWs, and operational
requirements.
 Expert RFI & Proposal Support – Rapid, intelligence-driven
responses to government contracting requirements.
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