**PRIVACY POLICY**

Last Revised: 1/2/2022

Tracyparente.com cares about your privacy. For this reason, we collect and use personal information only as needed to deliver our products, services, websites and mobile applications, and to communicate with you about the same, or as you have requested (collectively, our “Services”). Your personal information includes information such as:

* Name
* Address
* Telephone number
* Date of birth
* Email address
* Billing and payment information
* Candidate information (for job applicants)
* Other data collected that could directly or indirectly identify you.

Our Privacy Policy not only explains how and why we use your personal information that we collect, but also how you can access, update or otherwise take control of your personal information.

If at any time you have questions about our practices or any of your rights described below, you may reach our Data Protection Officer (“DPO”) and our dedicated team that supports this office by contacting us at privacy@godaddy.com. This inbox is actively monitored and managed so that we can deliver an experience that you can confidently trust.

**What information we collect, how we collect it, and why**

Much of what you likely consider personal information is collected directly from you when you:

1. create an account or purchase any of our Services (ex: billing information, including name, address, credit card number, government identification);
2. request assistance from our award-winning customer support team (ex: phone number);
3. complete contact forms or request newsletters or other information from us (ex: email); or
4. participate in contests and surveys, apply for a job, or otherwise participate in activities we promote that might require information about you.

However, we also collect additional information when delivering our Services to you to ensure necessary and optimal performance. These methods of collection may not be as obvious to you, so we thought we’d highlight and explain a bit more about what these might be (as they vary from time to time):

**Cookies and similar technologies** on our websites and mobile applications allow us to track your browsing behavior, such as links clicked, pages viewed, and items purchased. Specifically, the data collected relates to your interactions with our site features or third-party features, such as social media plugins, contained within the Services; Internet Protocol (IP) address (for example, to determine your language preference; browser type and settings; the date and time the Services were used; device type and settings; operating system used; application IDs, unique device identifiers; and error data). These technologies also automatically collect data to measure website performance and improve our systems, including metadata, log files, page load time, server response time to optimize DNS resolution, network routing and server configurations. For additional information, and to learn how to manage the technologies we utilize, please visit our [Cookie Policy](https://www.godaddy.com/legal/agreements/cookie-policy).

**Supplemented Data** may be received about you from other sources, for example, from publicly available databases, social media platforms, or third parties from whom we have purchased data, in which case we may combine this data with information we already have about you so that we can update, expand and analyze the accuracy of our records, assess the qualifications of a candidate for employment, identify new customers, and provide products and services that may be of interest to you. If you provide us personal information about others, or if others give us your information, we will only use that information for the specific reason for which it was provided to us.

**How we utilize information.**

We strongly believe in both minimizing the data we collect and limiting its use and purpose to only that (1) for which we have been given permission, (2) as necessary to deliver the Services you purchase or interact with, or (3) as we might be required or permitted for legal compliance or other lawful purposes:

**Delivering, improving, updating and enhancing our Services.** We collect various information relating to your purchase, use and/or interactions with our Services. We utilize this information to:

* Improve and optimize the operation and performance of our Services (again, including our websites and mobile applications)
* Diagnose problems with and identify any security and compliance risks, errors, or needed enhancements to the Services
* Detect and prevent fraud and abuse of our Services and systems

Much of the data collected is aggregated or statistical data about how individuals use our Services and is not linked to any personal information.

**Sharing with trusted third parties.** We may share your personal information with affiliated companies within our corporate family, with third parties with which we have partnered to allow you to integrate their services into our own Services, and with trusted third-party service providers as necessary for them to perform services on our behalf, such as:

* Processing credit card payments
* Serving advertisements (more on this topic below)
* Conducting contests or surveys
* Performing analysis of our Services and customers demographics
* Communicating with you, such as by way email or survey delivery
* Customer relationship management
* Security, risk management and compliance
* Recruiting support and related services.

To manage your preferences for audience-based ad personalization, please sign into your Account and visit “Account Settings.” To manage your preferences for activity-based ad personalization, please visit our [Cookie Policy](https://www.godaddy.com/legal/agreements/cookie-policy). and go to “Manage Settings.” If you opt-out of ad personalization, you may continue to receive ads, but those ads may be less relevant to you.

For more information about ad personalization on your desktop or mobile browser, and to opt out of this type of advertising by third parties that participate in self-regulatory programs, please visit one of the following: the [Network Advertising Initiative website](https://www.networkadvertising.org/understanding-online-advertising/what-are-my-options), the [Digital Advertising Alliance (“DAA”) website](https://optout.aboutads.info/?c=2&lang=EN), the [European Interactive Digital Advertising Alliance website](https://edaa.eu/) or our [Ad Choices Preference Manager](http://preferences-mgr.truste.com/?pid=godaddy01&aid=godaddy01&type=godaddy). To learn more about ad personalization in mobile apps and to opt out of this type of advertising by third parties that participate in the DAA’s AppChoices tool, please use this URL: https://youradchoices.com/appchoices to download the version of AppChoices for your device. Please note that any opt-out choice you exercise through these programs will only apply to ad personalization by the third parties you select but will still allow the collection of data for other purposes, including research, analytics, and internal operations. You may continue to receive ads, but those ads may be less relevant to you.

**Communicating with you.** We may contact you directly or through a third-party service provider regarding products or services you have signed up or purchased from us, such as necessary to deliver transactional or service-related communications. We may also contact you with offers for additional services we think you’ll find valuable if you give us consent, or where, allowed to contact you based on legitimate interests. You don’t need to provide consent as a condition to purchase our goods or services. These contacts may include:

* Email
* Text (SMS) messages
* Telephone calls
* Messenger applications (e.g., WhatsApp, etc.)
* Automated phone calls or text messages.

You may also update your subscription preferences with respect to receiving communications from us and/or our partners by signing into your account and visiting your “Account Settings” page.

If we collect information from you in connection with a co-branded offer, it will be clear at the point of collection who is collecting the information and whose privacy policy applies. In addition, it will describe any options you have regarding the use and/or sharing of your personal information with a co-branded partner, as well as how to exercise those options. We are not responsible for the privacy practices or the content of third-party sites. Please read the privacy policy of any website you visit.

If you make use of a service that allows you to import contacts (ex. using email marketing services to send emails on your behalf), we will only use the contacts and any other personal information for the requested service. If you believe that anyone has provided us with your personal information and you would like to request that it be removed from our database, please contact us at Help@tracyparente.com

**Transfer of personal information abroad.** If you utilize our Services from a country other than the country where our servers are located, your personal information may be transferred across international borders, which will only be done when necessary for the performance of our contract with you, when we have your consent to do so, or subject to the appropriate standard contractual clauses. Also, when you call us or initiate a chat, we may provide you with support from one of our global locations outside your country of origin.

**Compliance with legal, regulatory and law enforcement requests.** We cooperate with government and law enforcement officials and private parties to enforce and comply with the law. We may disclose any information about you to government or law enforcement officials or private parties as we, in our sole discretion, believe necessary or appropriate to respond to claims and legal process (such as subpoena requests), to protect our property and rights or the property and rights of a third party, to protect the safety of the public or any person, or to prevent or stop activity we consider to be illegal or unethical.

To the extent we are legally permitted to do so, we may take reasonable steps to notify you if we are required to provide your personal information to third parties as part of legal process. We will also share your information to the extent necessary to comply with any ICANN, registry or ccTLD rules, regulations and policies when you register a domain name with us. For reasons critical to maintaining the security, stability and resiliency of the Internet, this includes the transfer of domain name registration information to the underlying domain registry operator and escrow provider, and publication of that information as required by ICANN in the public WHOIS database or with other third parties that demonstrate a legitimate legal interest to such information.

**How we secure, store and retain your data.**

We follow generally accepted standards to store and protect the personal information we collect, both during transmission and once received and stored, including utilization of encryption where appropriate.

We retain personal information only for as long as necessary to provide the Services you have requested and thereafter for a variety of legitimate legal or business purposes. These might include retention periods:

* mandated by law, contract or similar obligations applicable to our business operations.
* for preserving, resolving, defending or enforcing our legal/contractual rights; or
* needed to maintain adequate and accurate business and financial records.

If you have any questions about the security or retention of your personal information, you can contact us at Help@tracyparente.com

**How you can access, update or delete your data.**

To easily access, view, update, delete or port your personal information, or to update your subscription preferences, please sign into your Account and visit “Account Settings.” Please visit our [Trust Center](https://www.godaddy.com/trust-center) for additional information and guidance for accessing, updating or deleting data.

If you make a request to delete your personal information and that data is necessary for the products or services you have purchased, the request will be honored only to the extent it is no longer necessary for any Services purchased or required for our legitimate business purposes or legal or contractual record keeping requirements.

If you are unable for any reason to access your Account Settings or our Trust Center, you may also contact us by one of the methods described in the “Contact Us” section below.

**The E.U-U.S and Swiss-U.S. Privacy Shield Frameworks.**

[![Alt](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAI8AAAAtCAYAAACXtzh2AAAJH0lEQVR42u2d32tdVRbH+x9U/4KIvk9k5lnrg8yTEh0QRhTzJqJCQXRERpoHBwz6cC0FozhQEettfidt7dA4GEuqpuOPYmeoPzCWatUy0SZaf0R8OOZz9HtdWe59ft17m1x7FmzuPufsvc6+Z32y1tr7nHOzbc+ekesmp2aTxeNv1KUu0TI5Pbvc3D96rNFoXLZNAjwcrKWWPPn/8nKyf3R8pTk+fk0NTy2lZW1tLXmhObpcw1NLJTn17nvJxNTMriA8764uJtNndvdEWf7+k7YvxunTp5OhoaHMsnfv3sx2J06c2KCT9jrmRcf4tDI9PR3UWXR8F1P27R97LwgPRhlcuKonCqC3K/Pz88m6E84sO3bsyG1Hm5WVlVQnde33omN8+n2+9Pf3J81ms9D4LqbMzB5arOHpIDyUwcHB0vDgNayOvr6+Vn379u3JwYMHtxw8h4/MvVLDE5CYQSw8NhwRVjCyjF0WHnSpLaFL5wJEbYfG50MifTx43QpnNTwdgicES1V42Kf8Km98dgxZXjEEYA3PJsKDV2Cb4o1fFh4S41i+g/4i8Egn3gZ9wEd/hcEani0ET6zI2GUTZgw+MDCQqTMLHjtmzcDsGLI8WQ3PJsPDX7w1sgVBMzCJPEIoyaUtYcb2VxJeBJ48qLc8PPf959rkmfcfSN76Yi5o3DPfnEoWzk2kbe56/eqeznmskRuNRqst9ZDx7cyKvvI6hBab3AKQb5cFjxJ2hToKOhgHdQ/wloPn0ZO3plCUkW9//CrtA3C9CA9GsTMthQc+/fRbHsd7A7sfHb6dhTIGz86dOzfABrAaVzdmXB2DB+9RFpqQVIF2K8y2rJewffz6jS0Y2/a3U2yfNHuvERoDbWILjVsWnoffviF6i4AvpNmIitxoTAhpZUJZN+CJLfnb2wT+O/C9dMwmp9TtMX886/ZEbIodG4OABUy8T9a5Nh0ewCHshL5AbOZg3TOuNfTlgBHdmwVPLV2GJwQOiV/MdeYt6XvXDEBFPFANT4/Bg1F9qMLbKEGrUoj5/s40YGwVeO647bbkqr4rknvvvrt036eeHEn71/CsF58cxxJDhSblOcp//GzCtvcA7Vt6pDQ8q6uryR//0J8cPvTihn0Y/9jCsWIXZ72v2v/35Mm0/vGZMy09ANEuPOixJQamHUtPw8N03IeqkMcBkqy1BXKdUIjzswtCY1b4inkeDPH3hx7aYMCBG26sdKEwGsarKlnwCAgABfjmvhd+v56Hhb/QamlspTVP7GJaaBqbN54YPPy1YgwL02PDwy1j6q8do+JNMNp111ybAsZ+622sd8DYtJORtc0x+tLPn4P9efAoNNIvbyw6h/Wm9OH7sk1f2gpKjY9PQarzSod0dg0eFvLywpUPO/JOCluh4/bGYuheDPlVWXj8ReGCUZexdXGBSgazxpSh+PSeR/AoPKoPetCn9toPFEU9D9BnjcX+EdBO3pRz67tyLtpofPLAtEcn23ZfFY9cGh7yjyyv4x9T0LJ76MElP0X3Iczrik3dsxJmgWG9EBfV5xpcSP21S4rAo1zEFo75MFU057FQxMZija3vJ/j4HvY7aXxAZAU9XA/2Wx2l4UFenj/6dZFZjg1ZfvmdcGVzlVguZNtbgPxNR/8YQQzo0DqTz3MwigzDZygxrQqPDY0SzlEUnlASnDUW6+34tPv4XtTlWQRPbPao0OrhKgUPr1L4g6F7TXZ67kOWv/MbW263xd/w830sjCGgubGaJQpdGEIzL4GgnEXhpwo8Pizw10+R0ajTpmjOUwQeeRz0yQPZ4xT2MyaNT54FvQptgq/K0sMGeCamZ/afPftp7m2CrDzFLuXHHm4KFQsIAMYeI/DwxFa3vXAhvXfwySwXtAo8PmG2syUbQorkPGXgEZw23Oh8jEHwhBJ6O5tjn13OqAQPr5BOzR5cDd1nsrlGFjzW0KEZVJHnTLJ0AopdLigCTi3ZywehkFsantT7TM3sev348bXYzUq/MJhl6G4JOVcn3tO61EVT+nYWHTfAg/AiewygvOn1xX7prJYtsEjoBQ9ECPM5kBf7DEsoYa7lEoTn1xzo0Mz45Mzn80cX1lgHWlr6KH3JvehUfbNkYnw82b2ec9WlWmkbHg8SC4l79jx5EyBlLez52wq1XIKeJyZ4orzbE3XuU8MTFEIZP/CT5X3KAkSuVOdL6xOQ5+Z+U+bfWWpb78qF71I9fG4qPI2RkSv+dWTuglVi39P2CXTW87NM7e29sU4BdOXgcLLtz39Ly5/u2Z2c7/BFy5I7n5hMnn5xMbqdJTvufyotjLvv9kfT+t4j5X83if4WusbUQrqPz02FBxkbm5rzM7Gsl+HsG4wU8qLYw2Ch37KpAs9Lb3+Q1q9/8JnCxttseKzx8TrpdV2HYPDx0RZIfCInPvx0Q31g6Nlk58iB1LvQv/+uRrofoS4g5YkAif70mX71fy1wqXcVHhLo0bGJC15Z3o3QvBJ6xaRdePA8Y0ffSYZH51veCGNy/JZ/PN9qz743Pzibwrb02Zct78W22lDoY3Whx7aXfgvP5X8ZanlBzkFbxNZj8MioCmEcE1TUAWT7zbtSeIBM/amfPnc+Pa5ttVdfdAIkdXTQRuftGjzI7Oyhvx6Z+/cPXmHs6cC8kvfUYdWwhfExEgYkfGFo9lNnH8a3UFCoq78AoQ0QosseQz/tH/zn4aCnAx5/jH0CmpIHj/VCHh68iEKdhUdhC8/CttqwbfUIniq5VWV4kAMHDg/z23SxfMa+sRh74J0Q1un3iqzn0V94CB6MjkExJH3kGSwM0sNx+koXdXSovSBAh4fHH6MvfWL5WB48QKI8BnjYlmdRG0IVxwhVHFP4Y9vCI89Ee0ACrqKS/jJYO8LsK+92hp4itC/8detFtBA8iA9bCNAIJGDBmIKNuk24BQ9CW6tLQLGtEBgKWwqBCPAobBaFBxiUvyhUYXyAkHehDQBwXDmSch/lSfI2dpZHe3mmopL+JmG7wu0MZmB29bmWbFEu1qvS+jXUTgg/6twcm1iKhbFafpbzv8yGrBfqNdnwO8ydlH3N0ftHJ6Y+5l6YX0yspfflN78A3w1BOU8nTk4dOMXJXn1tcbX+/w2/v/898RMXQCNkipwO3gAAAABJRU5ErkJggg==)](https://privacy.truste.com/privacy-seal/validation?rid=97e75c6a-f9e7-467c-aa50-37378aff5354)

On July 16, 2020, the Court of Justice of the European Union issued a judgment declaring as “invalid” the European Commission’s Decision (EU) 2016/1250 of 12 July 2016 on the adequacy of the protection provided by the EU-U.S. Privacy Shield. As a result of that decision, the EU-U.S. Privacy Shield Framework is no longer a valid mechanism to comply with EU data protection requirements when transferring personal data from the European Union to the United States.

Nonetheless, the U.S. Department of Commerce continues to administer the Privacy Shield program, and our parent company, Tracyparente.com Operating Company, LLC (and our related entities, including Tracy Parente Bookstore, Unconfined Ministries-Global.com LLC) complies with the EU-U.S. Privacy Shield Framework as set forth by the U.S. Department of Commerce regarding the collection, use, and retention of personal information transferred from the European Union to the United States. Tracy Parente Life Coach Intervention Consultant LLC and Unconfined Ministries Global LLC Company has certified to the U.S. Department of Commerce that it adheres to the Privacy Shield Principles. If there is any conflict between the terms in this privacy policy and the Privacy Shield Principles, the Privacy Shield Principles shall govern. To learn more about the Privacy Shield program, and to view our certification, please visit <https://www.privacyshield.gov/>.

Tracyparente.com, LLC is responsible for the processing of personal information it receives, under each Privacy Shield Framework, and subsequently transfers to a third party acting as an agent on its behalf. Tracyparente.com, LLC complies with the Privacy Shield Principles for all onward transfers of personal information from the EU and Switzerland, including the onward transfer liability provisions.

With respect to personal information received or transferred pursuant to each Privacy Shield Framework, Tracyparente.com, LLC is subject to the regulatory enforcement powers of the U.S. Federal Trade Commission. In certain situations, GoDaddy.com, LLC may be required to disclose personal information in response to lawful requests by public authorities, including to meet national security or law enforcement requirements.

If you have an unresolved privacy or data use concern that we have not addressed satisfactorily, please contact our U.S.-based third-party dispute resolution provider (free of charge) at <https://feedback-form.truste.com/watchdog/request>. Under certain conditions, more fully described on the [Privacy Shield website](https://www.privacyshield.gov/), you may invoke binding arbitration when other dispute resolution procedures have been exhausted.

In compliance with the Privacy Shield Principles, GoDaddy.com, LLC commits to resolve complaints about our collection or use of your personal information. EU and Swiss individuals with inquiries or complaints regarding our Privacy Shield policy should first contact us in any manner provided in the "CONTACT US" section below in this Privacy Policy.

Tracyparente.com LLC has further committed to cooperate with the panel established by the EU data protection authorities (DPAs) and the Swiss Federal Data Protection and Information Commissioner (FDPIC) with regards to unresolved Privacy Shield complaints concerning human resources data transferred from the EU and Switzerland in the context of the employment relationship.

***‘Do Not Track’* notifications.**

Some browsers allow you to automatically notify websites you visit not to track you using a “Do Not Track” signal. There is no consensus among industry participants as to what “Do Not Track” means in this context. Like many websites and online services, we currently do not alter our practices when we receive a “Do Not Track” signal from a visitor’s browser. To find out more about “Do Not Track,” you may visit [www.allaboutdnt.com](https://allaboutdnt.com/).

**Age restrictions.**

Our Services are available for purchase only for those over the age of 18. Our Services are not targeted to, intended to be consumed by or designed to entice individuals under the age of 18. If you know of or have reason to believe anyone under the age of 18 has provided us with any personal information, please contact us per the instructions below.

**Non-Discrimination.**

We will not discriminate against you for exercising any of your privacy rights. Unless permitted under applicable laws, we will not:

* Deny you goods or services.
* Charge you different prices or rates for goods or services, including through granting discounts or other benefits, or imposing penalties.
* Provide you a different level or quality of goods or services.
* Suggest that you may receive a different price or rate for goods or services or a different level or quality of goods or services.

**Changes to this policy.**

We reserve the right to modify this Privacy Policy at any time. If we decide to change our Privacy Policy, we will post those changes to this Privacy Policy and any other places we deem appropriate, so that you are aware of what information we collect, how we use it, and under what circumstances, if any, we disclose it. If we make material changes to this Privacy Policy, we will notify you here, by email, or by means of a notice on our home page, at least thirty (30) days prior to the implementation of the changes.

**Contact us.**

* By Phone: 704-997-2520
* By Email. Help@tracyparente.com

***We will respond to all requests, inquiries or concerns within thirty (30) days.***

If you are not satisfied with our response, you may direct privacy complaints to your local data protection authority.