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Addressing key chal lenges in the quantum computing 

industry and covering related cryptography topics at a 

high-level + qrypthaven’s  solution.



If  quantum-resistant encryption isn't  in place by the t ime quantum computers become a practical  
real ity,  any data encrypted with old standards could be retroactively decrypted, potential ly leading 

to breaches of sensit ive information.



qrypthaven.com 

Our prel iminary research was based on f inding a solution 

that a l lowed the average c it izen to uti l ize quantum -

res istant solutions.  

By understanding quantum computing functional ity ,  PQC 

algorithms,  and possible integrations,  we aimed to 

understand and unlock the widespread potentia l  of  

quantum-resistant devices,  appl ications,  and software 

appl ications.  



Due to the l imited var iety of  PQC algor ithms,  we designed 

prototypes and integrated viable opt ions to  test  out  the 

specif ic  a lgor ithms that were most  su itable.

We conducted research methods that  involved analyzing 

numerical  data to  quantify relat ionships,  encrypt ion t imes,  

and usabi l i ty .  After  r igorous test ing,  we decided that  the 

Bl iss  a lgor ithm (not-NIST approved) and the Crystals -Kyber  

a lgorithm (NIST approved)  were the most  su itable opt ions 

for  our goal .

EARLY PLANS

QUANTITATIVE METHODS

Bliss 

Algorithm

Crystals-Kyber 

Algorithm

https://www.semanticscholar.org/paper/CRYSTALS-

Kyber%3A-A-CCA-Secure-Module-Lattice-Based-Bos-

Ducas/a57342d25e255b75a469a8ebc990cb136c6bf2e1/figur

e/4

https://www.semanticscholar.org/paper/CRYSTALS-Kyber%3A-A-CCA-Secure-Module-Lattice-Based-Bos-Ducas/a57342d25e255b75a469a8ebc990cb136c6bf2e1/figure/4
https://www.semanticscholar.org/paper/CRYSTALS-Kyber%3A-A-CCA-Secure-Module-Lattice-Based-Bos-Ducas/a57342d25e255b75a469a8ebc990cb136c6bf2e1/figure/4
https://www.semanticscholar.org/paper/CRYSTALS-Kyber%3A-A-CCA-Secure-Module-Lattice-Based-Bos-Ducas/a57342d25e255b75a469a8ebc990cb136c6bf2e1/figure/4
https://www.semanticscholar.org/paper/CRYSTALS-Kyber%3A-A-CCA-Secure-Module-Lattice-Based-Bos-Ducas/a57342d25e255b75a469a8ebc990cb136c6bf2e1/figure/4


1.Pseudorandom Number Generator (PRNG) Core 

2.Reject ion Sampler

3.Binomial  Sampler

4.DDF-Based NTT

5.BRAM

6.Reduction and Encoder

W h i t e p a p e r :  h t t p s : / / i e e e x p l o r e . i e e e . o r g / d o c u m e n t / 8 4 0 6 6 1 0

KEY ENCAPSULATION METHODOLOY



INTEGRATION INTO WEB PLATFORM

Prototype 

(Working)

By ut i l iz ing publ ic  APIs developed by the 
Crystals  team,  we integrated the a lgorithm 
into a user-fr iendly interface.  (Seen top left )





END OF 
2024

EARLY 
2025

2026 <

• Q 1,  2:  Final ize 

Research Proposal  

Out l ine and Objectives

• Q 3,  4:  Conduct user 

tests and ref ine web 

platform.

• Attend conferences,  

d iscover angel  

investors ,  and attract 

VC f i rms.  

• Develop platform to 

the f inal  stage and 

prepare for  ro l lout

• Obtain Ethical  

Approval ,  Legal  

Approval ,  Permissions 

for  Data Col lect ion + 

L icensing Frameworks

• Distr ibute and ro l lout 

product l icenses

• Conduct Data 

Col lect ion and Examine 

Var ious Market ing 

Avenues.

• Transcr ibe and Analyze 

User Data,  Ident ify 

Emerging Themes

• Design and Ref ine 

Product to  Combat the 

Compet it ive Market

END OF 
2025



The prominent issue of the quantum threat to our 

digital society is imminent; our encryption methods 

are ill-prepared for the quantum leap in computing 

power. We have a finite timeline window to act and 

protect our data.

Integration API (Java):

The journey toward a quantum-safe future will be a 

collective effort. We invite each one of you to join us in 

this vital mission to protect our data, our privacy, and 

our digital infrastructure for generations to come.

qrypthaven.com
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