
 

 

TIME PROGRAM 
8:00am – 9:00am Registration 
9:05am – 9:15am Introduction and Welcome 

Di Darmody – MC 
9:15am – 9:20am Welcome to Country 

Sandra Harben – Whadjuk/Balardong Nyungar woman 
9:20am – 9:30am Opening Remarks 

Robert Laurie – AISA Western Australian Branch Chair 
9:30am – 10:15am Fireside Chat: What it takes – Insights and inspiration from shaping a national strategy, securing the 

internet, and building a fun and meaningful cyber career 
Jen Stockwell – National Cyber Expert and Trusted Adviser 

10:15am - 10:45am Morning Tea 
10:45am – 3:30pm   Workshop: A gentle introduction to reverse engineering, Emu Exploit (Location: Goldsworthy Room) 

 
 
 

10:45am – 11:25am 

CYBER CRIME, INTELLIGENCE 
AND POLICING 

Location: North Ballroom  

GOVERNANCE, POLICY AND 
STRATEGY   

 Location: Centre Ballroom  

CYBER SECURITY, INCIDENTS AND 
TECHNOLOGY  

Location: South Ballroom 
ioTronics: In-circuit forensics 

analysis of IoT memory modules 
Vasanth Kumar, Edith Cowan 

University 

When is a trusted insider, not a 
trusted insider? 

Kylie English, Scyne Advisory  

Essential eight makeover: How 
to marry E8 with contemporary 

Australian threats 
Shana Uhlmann, Minderoo 

Foundation and John Uhlmann, 
Elastic  

11:30am – 12:10pm Insider threat landscape: 
Realities, case studies and 

countermeasures 
Vannessa van Beek, Avanade 

From cost centre to value 
enabler: Effective cyber 

strategies, engagement and 
measurements for success 
Chirag Joshi, 7 Rules Cyber 

Piercing the mists in search of 
logs in the cloud 

Jordan Eyres, Seamless 
Intelligence  

 
12:15pm – 1:15pm Lunch                                                                                                                                                                             

1:15pm – 1:55pm Exploring the real impact of 
simulated phishing: Enhancing or 
hindering cyber security culture 

Caitriona Forde, caIT 

Psychology in cyber security: 
Harnessing the benefits for 

individuals and organisations 
Pauline Willis, Dr Zena Burgess, 

Hayden Fricke and Dr Oliver  
Guidetti  

The security insider: A cloud attack 
from where you’d least expect it 

Daniel Zatz, Sygnia  
 

2:00pm – 2:40pm Using CTI and threat modelling 
to secure your OT networks 

Paresh Kerai, Exida 
 

WA whole-of-government cyber 
security key initiatives 

Rachel Mahncke, Adon Metcalfe, 
Nicholas Putra and Ben Jones  

The anatomy of the modern day 
scam: A guide on how to protect 

your business and personal 
information 

Matthew Sear, Best IT & Business 
Solutions  

2:45pm – 3:25pm Data minus you: How to virtually 
erase yourself 

Gillian van Rensburg, VGW 

Enhancing cyber security for 
Directors, SMEs, and NFPs: A 

fundamental approach 
Shaun Barnett, Ever Nimble 

Threat modelling: 14 years in 
the making 

Christian Frichot, Atlassian  
 

3:30pm – 4:00pm  Afternoon Tea                                                                                                                                                              
4:00pm – 4:50pm Keynote Presentation: Prevent AI-based phishing attacks with #Passwordless 

Dr Philip Cao – Deputy CEO, Strategy, Market Development, Business and Marketing, VinCSS 
4:50pm – 5:00pm Closing Remarks 

Di Darmody – MC  
5:00pm – 6:00pm End of Conference Cocktail Reception and Networking Drinks                        

 

*AISA reserves the right to make changes to topics and speakers without prior notice. AISA presentations are intended for educational purposes only. Statements of fact and opinions expressed 
are those of the participants individually and, unless expressly stated to the contrary, are not the opinion or position of AISA, its sponsors, or its partners. AISA does not endorse or approve, and 
assumes no responsibility for, the content, accuracy or completeness of the information presented. 
 


