
 

 

TIME PROGRAM 
8:00am – 9:00am Registration 
9:05am – 9:10am Introduction: Belinda Heggen, PerthSEC MC 
9:10am – 9:15am Welcome: Robert Laurie, AISA Western Australian Branch Chair 
9:15am – 9:30am Opening Remarks: Lisa O’Malley, Parliamentary Secretary to the Minister for Regional Development; 

Ports; Science and Innovation; Medical Research; Kimberley, Parliament of Western Australia 
9:30am – 10:15am Keynote Presentation: Fireside keynote with Tony Chapman, Deputy National Cyber Security Coordinator, 

National Office of Cyber Security, facilitated by Belinda Heggen 
10:15am - 10:45am Morning Tea 

 
 
 

10:45am – 11:25am 

Strategic leadership, risk, policy 
and regulations 

Location: Crown Ballroom 1 

Building resilience 
Location: Crown Ballroom C&B 

The human element 
Location: Crown Ballroom A 

Insights from the Information 
Commissioner 

Commissioner Annelies Moens, 
Office of the Information 

Commissioner, Government of 
Western Australia 

The business case for building 
boring security: Why 

predictability wins support 
Andrew Philp, Field CISO ANZ, 

Trend Micro 

From context to control: 
Securing MCP 

David Taylor, Senior Cyber 
Security Advisor, Bunnings 

11:30am – 12:10pm Moving gender diversity in cyber 
upwards 

 Jacqui Loustau, Executive 
Director, AWSN and Laki 

Kondylas, Deputy Director CCSRI, 
RMIT University 

Designing an OT Security 
Boundary DMZ 

Edmond Repsevicius, Cyber 
Security Architect 

Silent breach: Burnout as 
cyber’s unpatched risk 

Dinda Timperon, Head of Cyber 
Security Engineering, Insignia 

Financial 

12:15pm – 1:15pm Lunch                                                                                                                                                                             
1:15pm – 1:55pm Leading in the AI cyber arms race 

 
Akhilesh Das, IT & Information 

Security Lead, XPON Technologies  

Simulating chaos: Cyber resilience 
in healthcare 

Trevlyn Farrar, Manager Cyber 
Security, WA Health 

Front line: A fireside 
conversation 

Mark Barratt, Assistant Director 
– Enterprise Security and Risk, 
Western Australia Police Force 

 
 

2:00pm – 2:40pm The case for PQC, and pitfalls to 
avoid 

Lyal Collins, Senior Security 
Consultant, Aura Information 

Security  

Incident response resilience 
Panellists: Ciana Martinus, 

Nathan Kelly, Joshua Qwek and 
Kritika Bhardwaj 

 

What you don’t know can hurt 
you 

Carter Smith, Principal Security 
Consultant, CyberCX 

2:45pm – 3:25pm Cyber risk in industrial systems: 
PHA integration 

Paresh Kerai, Senior OT Cyber 
Security Engineer, Exida 

Running security programs on an 
oily rag 

Panellists: Peter Gigengack, 
Maryam Shoraka, Prof Dan 

Haagman and Stephen Woods 

Cultural blind spots in deepfake 
scams 

Luisa Amanda, KPMG 

3:30pm – 4:00pm  Afternoon Tea                                                                                                                                                              
4:00pm – 4:50pm Keynote Presentation: Dr Matt Agnew, scientist, edutainer and astrophysicist 
4:50pm – 5:00pm Closing Remarks: AISA Western Australian Committee  
5:00pm – 6:00pm PerthSEC Networking Drinks: Sponsored by CyberCX                    

 

*AISA reserves the right to make changes to topics and speakers without prior notice. AISA presentations are intended for educational purposes only. Statements of fact and opinions expressed 
are those of the participants individually and, unless expressly stated to the contrary, are not the opinion or position of AISA, its sponsors, or its partners. AISA does not endorse or approve, and 
assumes no responsibility for, the content, accuracy or completeness of the information presented. 
 

Australian Information Security Association 
Level 8, 65 York Street, Sydney NSW 2000 | 02 8076 6012 | ABN: 18 171 935 959 

www.aisa.org.au  | events@aisa.org.au 

http://www.aisa.org.au/

