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As threats evolve, so must an organization’s ability to implement a prioritized, flexile and cost-
effective approach to manage risk and meet the variety of standards and controls that impact their 
operations.  A CIS Assessment is a rapid assessment based on the Center of Internet Security’s  “Top 
20” controls every organization should be doing to mitigate  cyber attacks. The Inceptus CIS 
Assessment prepares organizations by checking competencies in these top twenty controls and 

providing recommendations for remediation to secure their organizations. 

 

About Inceptus 

Inceptus focuses on helping companies and 
organizations deal with the increasing risk and impact 
of a cyber-attack. 

Inceptus is comprised of leading practitioners, analysts 
and experts from Fortune 500 companies as well as 
former officers with experience at 8 Government 
agencies 

Designed to Fit Any Organization 

Our approach to core security focuses on bringing best-in-

class continuous security monitoring and cyber security 

software married with highly trained security analysts. 

The Managed CORE service is designed to plug into any 

enterprise and become or augment your security team. 

We provide 24x7 monitoring and alerting of all security 

events happening within your environment. 

√  Covers people, processes and technologies 

√  Prioritized measurement of gaps 

√  Expert Assistance 

√  Comprehensive Reporting 

ESTABLISH PRIORITIES 

Prioritize baseline information security 
measures and controls 

 

ACT CONFIDENTLY 

Review technical controls with industry 
framework developed by public and private 
sectors 

 

IMPROVE DEFENSES 

Apply measure and controls to help withstand 
most common and damaging attacks 

Quantify Risk and Secure Your Organization 

Inceptus’ Security Team assesses your environment’s defenses 

against the most common and damaging attacks that affect 

most organizations. This help to identify priorities and fill gaps 

which allows for implementation of the most effective 

controls. 

√  Inventory and Control of Hardware √  Secure Configuration of Network 

√  Inventory and Control Software √  Boundary Defense 

√  Continuous Vulnerability Management √  Data Protection 

√  Controlled Use of Administrative Privileges √  Controlled Access 

√  Secure Configurations of Hardware and Software √  Wireless Access Control 

√  Security Monitoring √  Account Monitoring and Control 

√  Email and Web Protection √  Security Awareness Training 

√  Malware Defenses √  Application Software Security 

√  Limitation and Control of Network √  Incident Response and Management 

√  Data Recovery Capabilities √  Penetration Testing 


