
PRIVACY POLICY 

 

Information Collection and Use 

We may collect personal identification information from users in a variety of ways, including but not 

limited to, when Users visit the Whatsapp mobile App or Tractivate Website, register on the App or 

Website, place an order, subscribe to the newsletter, respond to a survey, fill out a form, and in 

connection with other activities, services, features, or resources we make available on our App or 

Website. 

 

Users may be asked for, as appropriate, name, email address, mailing address, phone number, and 

payment information. Users may, however, visit our App and Website anonymously. We will collect 

personal identification information from Users only if they voluntarily submit such information to us. 

Users can always refuse to supply personally identification information, except that it may prevent 

them from engaging in certain App or Website-related activities. 

 

Non-personal identification information 

We may collect non-personal identification information about Users whenever they interact with our 

App or Website. Non-personal identification information may include the browser name, the type of 

computer or device, technical information about Users' means of connection to our App or Website, 

such as the operating system and the Internet service providers utilized, and other similar 

information. 

 

This is a legal agreement between Customer and www.whatsgps.com for the service use. By using 

our service, you agree to be bound by the terms and conditions of this agreement. If Customer does 

not agree to this agreement, Customer may not use our service. 

Overview 

We are committed to ensuring that your privacy is protected. We will only use the information that 

we collect about you lawfully in accordance with The EU's General Data Protection Regulation 

(GDPR). 

All data that we collect is used solely for providing a service to you. In particular: 

 We do not sell, share or otherwise disclose your data to anyone; 

 We do not mine your data for patterns; 

 We do not use your data to target ads; 

 We do not access your location data without your permission. 

 

 

Information that we collect 



 Full name and address - used for billing and invoicing; 

 Username and password - used to authenticate users; 

 E-mail - used for notifying our users of changes in service and for resetting forgotten 

passwords; 

 GPS location data - sent by your GPS device or mobile device when you run our tracking 

software. We transmit the following data: your GPS coordinates, speed, altitude, angle, 

current time and various sensor parameters. We do not transmit your phone number, 

contact lists or any other data stored on your mobile device; 

 HTTP requests - as most web services, we maintain logs of all incoming HTTP requests. Web 

logs contain IP addresses, requested URLs, referral URLs, and other similar attributes 

provided by your browser. 

  

Cookies 

Cookies are small files that are temporarily stored by your web browser. They are used solely for 

session management (remembering who you are once you login) and for storing preferences. We use 

traffic log cookies to identify which pages are being used. This helps us analyse data about web page 

traffic and improve our website in order to tailor it to Customer needs. We only use this information 

for statistical analysis purposes. 

Most of our cookies expire as soon as you log out or close the browser window. 

We recommend that you enable cookie support in your browser as many features of our website will 

not work otherwise. 

Security 

Your data is stored on secure servers. We have taken further steps to prevent unauthorized access to 

your data, including running firewall software and keeping our servers up-to-date with security 

patches. That said, we cannot guarantee nondisclosure of personal information due to factors 

beyond our control. If you suspect that your account has been compromised, please contact us as 

soon as possible. 

Connections are secured by Secure Sockets Layer (SSL). SSL is a standard security technology for 

establishing an encrypted link between a server and a client. SSL allows sensitive information such as 

credit card numbers, social security numbers, and login credentials to be transmitted securely. 

Normally, data sent between browsers and web servers is sent in plain text - leaving you vulnerable 

to eavesdropping. If an attacker is able to intercept all data being sent between a browser and a web 

server, they can see and use that information. Account creation, login and recovery system was 

developed using latest authentication standards to prevent any hacking possibility. 

During account creation, collected data is encrypted using one-way encryption algorithm and being 

saved to database. One-way encryption makes impossible to decrypt data. Data can be verified only 

using comparison method performed by genuine author. 

 

 



Rights of access, correction and objection 

You may request access to the personal data that is collected and to correct data that may be 

inaccurate. In some cases, on your request, account and other collected data can be completely 

removed. www.whatsgps.com reserves the right to request proper identification of you prior to 

providing personal data or rectifying any inaccurate data. 

Data retention 

We will retain your information for as long as your account is active or as needed to provide you 

services. Once it is no longer needed it is deleted automatically. 

More information 

If you have any questions or concerns regarding the data we collect or how we use it, please feel free 

to contact our DPO by e-mail at support@seeworld.com. 

Changes 

www.whatsgps.com may change this agreement at any time for any reason by posting the modified 

agreement on website. 

 

WhatsGPS privacy statement 

respected user: 

Instant Positioning (WhatsGPS) is a location positioning service product provided by Guangzhou 

Smart Technology Co., Ltd. Smart always respects your privacy and personal information, and does its 

best to protect the security of your personal information and data. This policy only applies to user 

information and data collected and stored by WhatsGPS. 

This application respects and protects the privacy of all users of the service. This application will use 

and disclose your personal information in accordance with the provisions of this privacy 

policy. However, this application will treat this information with a high degree of diligence and 

prudence. Except as otherwise provided in this Privacy Policy, this application will not disclose or 

provide this information to third parties without your prior permission. This application will update 

this privacy policy from time to time. When you agree to this Application Service Use Agreement, you 

are deemed to have agreed to the entire content of this Privacy Policy. This privacy policy is an 

integral part of the agreement to use this application service. 

 

 

1. Scope of application 

 (a) When you register for this application account, you provide the personal registration 

information required by this application; 

 (b) When you use this application network service or visit this application platform webpage, 

this application automatically receives and records your device information, including but 

not limited to your IP address, browser type, language used, access Data such as date and 

time, software and hardware feature information, and web page records you require; 



 (c) User personal data obtained by this application from business partners through legal 

channels. 

 (d) This application integrates *Umeng++ SDK. *Umeng++ SDK needs to collect your device’s 

unique device identification code (IMEI/android ID/IDFA/GUID) and variable advertising 

identifier oaid to Provide statistical analysis services. 

You understand and agree that the following information does not apply to this privacy policy: 

 (a) The keyword information you enter when using the search service provided by this 

application platform; 

 (b) The relevant information and data collected by this application that you publish on this 

application, including but not limited to participation in activities, transaction information 

and evaluation details; 

 (c) Violation of legal provisions or violations of the rules of this application and the measures 

this application has taken against you. 

2. Use of information 

 (a) This application will not provide, sell, rent, share or trade your personal information to 

any unrelated third party, unless you obtain your permission in advance, or the third party 

and this application (including this application's affiliates) individually or jointly To provide 

you with services, and after the service ends, it will be prohibited from accessing all such 

materials including those it was previously able to access. 

 (b) This application also does not allow any third party to collect, edit, sell or disseminate 

your personal information for free by any means. If any user of this application platform 

engages in the above activities, upon discovery, this application has the right to immediately 

terminate the service agreement with that user. 

 (c) For the purpose of serving users, this application may use your personal information to 

provide you with information of interest to you, including but not limited to sending you 

product and service information, or sharing information with this application partners so that 

they can To send you information about its products and services (the latter requires your 

prior consent). 

 

 

 

 

 

 

 

 

 



3. Information disclosure 

Under the following circumstances, this application will disclose all or part of your personal 

information based on your personal wishes or legal provisions: 

 (a) Disclosed to third parties with your prior consent; 

 (b) Your personal information must be shared with third parties in order to provide the 

products and services you request; 

 (c) Disclosed to third parties or administrative or judicial agencies in accordance with the 

relevant provisions of the law or the requirements of administrative or judicial agencies; 

 (d) If you violate relevant Chinese laws and regulations or this application service agreement 

or related rules, you need to disclose it to a third party; 

 (e) If you are a qualified intellectual property complainant and have filed a complaint, 

disclose it to the respondent at the request of the respondent so that both parties can 

handle possible rights disputes; 

 (f) In a transaction created on this application platform, if any party to the transaction 

performs or partially performs its transaction obligations and makes a request for 

information disclosure, this application has the right to decide to provide the user with the 

contact information of the counterparty and other necessary information. Information to 

facilitate the completion of transactions or resolution of disputes. 

 (g) Other disclosures that this application deems appropriate in accordance with laws, 

regulations or website policies. 

4. Information storage and exchange 

The information and materials collected by this application about you will be stored on the servers of 

this application and/or its affiliated companies. These information and materials may be transferred 

to your country, region or outside the country where this application collects information and 

materials, and in Accessed, stored and displayed overseas. 

5. Use of Cookies 

 (a) If you do not refuse to accept cookies, this application will set or access cookies on your 

computer so that you can log in or use this application platform services or functions that 

rely on cookies. This application uses cookies to provide you with more thoughtful and 

personalized services, including promotional services. 

 (b) You have the right to choose to accept or refuse to accept cookies. You can refuse to 

accept cookies by modifying your browser settings. However, if you choose to refuse to 

accept cookies, you may not be able to log in or use the network services or functions of this 

application that rely on cookies. 

 (c) This policy will apply to relevant information obtained through cookies set by this 

application. 

6. Information security 

 (a) This application account has security protection functions. Please keep your username 

and password information properly. This application will use security measures such as 



encrypting user passwords to ensure that your information is not lost, abused or 

altered. Despite the aforementioned security measures, please also note that there are no 

"perfect security measures" on the information network. 

 

7. Changes to this Privacy Policy 

 (a) If we decide to change our privacy policy, we will post these changes in this policy, on our 

company website and where we deem appropriate so that you can understand how we 

collect and use your personal information and who can access this information, and under 

what circumstances we will disclose this information. 

 (b) The company reserves the right to modify this policy at any time, so please check it 

frequently. If there are any major changes to this policy, the company will notify you through 

a website notification. Please protect your personal information properly and provide it to 

others only when necessary. If you find that your personal information has been leaked, 

especially the username and password of this application, please contact the customer 

service of this application immediately so that this application can take corresponding 

measures. 

 

 

 


