
Red Teaming Service

• Why CHT Security

1

A More Comprehensive & 
Real-World Approach

✓ Red Team adopts 
comprehensive techniques to 
conduct intrusion simulation 

✓ Verify the Blue Team 
capabilities at the same time

✓ Purple Team service to keep 
audit log to make sure things 
on the right track

Rich Experience: 

•Red Teaming 7+ financial & governmental institutions in 
1 year

•Penetration Test 300+ system/year, thousands of 
customers & hundreds of thousands systems

•ATM Drills

Capabilities

•>90% we can take down AD server & >70% we can 
break into database

•Publishing 29 CVEs within 2 years, among them 19 
critical & high 

•189+ Certificates: CEH, CHFI, ECSA, ECSP, GWAPT, GPEN, 
NSPA, SSCP, CCIE, CCNA, CCNA Security, CISSP, PMP...

Quality

• ISO 20000 certified Red Teaming service

•Straight A in government's review for 7 consecutive 
years

•Emphasis on talent cultivation and low turnover rate 
to have a trustworthy team 



Incident Response & Digital Forensics

• Why CHT Security • What We Handled in 2019

• Proven Record
– Emergent response in 2 hrs.

– Investigation done in 48 hrs.

– 95% malware spotted

– 98% success investigation

Team: 

•20 digital forensic experts

•CISSP、CHFI、CEH、ISO 27001 LA

•Emergency Response, Reverse Engineering, Threat 
Hunting

Clients

•60+ clients in 2019

Awards

•2018 HITCON Defense Championship

•2018 HITCON Defense Intelligence Sharing 
Award

•2018 BSI Infosec Excellence Awar


