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—t—7 + World-leading Asia Pacific threat intelligence research.

o
e best understanding of cyber attackers in Asia Pacific (especially the threats from China).
h“‘ The b derstandi f cyb kers in Asia Pacific ( ially the threats f China)
“Qé' + 10-year+ experience of cyber threat analysis.

i + Providing cyber threat intelligence and anti-ransomware solutions to clients. (Taiwan, Japan, Korea, ASEAN, and USA)
Persistent Cyber Threat Hunters + Clients include Government agencies, critical infrastructures, financial, telecom, high-tech, manufacturing sectors, and MSSP.




