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Cisco	nexus	9500	ordering	guide

This	document	contains	information	related	to	feature	and	module-based	licensing	options	for	Cisco	Nexus	switches	that	run	Cisco	NX-OS	software.	Note:	The	documentation	set	for	this	product	strives	to	use	bias-free	language.	For	the	purposes	of	this	documentation	set,	bias-free	is	defined	as	language	that	does	not	imply	discrimination	based	on
age,	disability,	gender,	racial	identity,	ethnic	identity,	sexual	orientation,	socioeconomic	status,	and	intersectionality.	Exceptions	may	be	present	in	the	documentation	due	to	language	that	is	hardcoded	in	the	user	interfaces	of	the	product	software,	language	used	based	on	RFP	documentation,	or	language	that	is	used	by	a	referenced	third-party
product.	The	following	table	lists	the	changes	to	this	document.	Date	Description	November	14,	2023	·									Updated	table	4	and	5	and	updated	the	Cisco	Nexus	9000	Series	Tier-Based	Licenses	section.	October	31,	2023	·									Updated	Table	2	(added	a	foot	note)	and	Table	7	(updated	foot	note).	
August	29,	2023	·									Updated	Table	4,	6,	and	9	for	N9K-C9804.	xohi	June	28,	2023	·									Updated	Table	4	to	include	N9K-C92348GC-X.	May	26,	2023	·									Updated	the	Feature-Based	Licenses	section.	April	11,	2023	·									Updated	Table	7.	March	8,	2023	·									Updated	Tables	4,	6,	and	9.	cideyigu	January	20,	2023	·									Removed	all	7Y	PIDs	from
Table	11.	November	11,	2022	·									Updated	Table	10	to	include	NXOS-UPG-L-AD-XF	upgrade	license.	·									Updated	sub-note	12	under	Table	7.	September	23,	2022	·									Updated	Table	9	to	include	ACI-SEC-XM	August	19,	2022	·									Added	support	for	N9K-C9808.	·									Updated	Tables	4,	6,	and	9.	July	28,	2022	·									Replaced	DCNM	with
DCNM/NDFC	throughout	the	document.	July	1,	2022	·									Updated	Add-on	Licenses	in	Table	5.	·									Removed	content	related	to	essentials	perpetuals	licenses.	·									Updated	Figure	1:	Cisco	Nexus	9000	and	3000	Series	NX-OS	Switch	License	Navigator	Infographic	·									Removed	all	references	to	Cisco	ONE	and	non-Cisco	ONE.	·									Updated
Table	10	to	include	platform	IDs	that	support	upgrade	licenses.	·									Updated	Table	4,	5,	and	24	to	include	N9K-C9348D-GX2A	and	N9K-C9364D-GX2A.	April	12,	2022	·									Updated	Table	4	to	include	N9K-C9332D-GX2B.	

March	8,	2023	·									Updated	Tables	4,	6,	and	9.	January	20,	2023	·									Removed	all	7Y	PIDs	from	Table	11.	lepoli	November	11,	2022	·									Updated	Table	10	to	include	NXOS-UPG-L-AD-XF	upgrade	license.	·									Updated	sub-note	12	under	Table	7.	September	23,	2022	·									Updated	Table	9	to	include	ACI-SEC-XM	August	19,	2022	·									Added
support	for	N9K-C9808.	·									Updated	Tables	4,	6,	and	9.	July	28,	2022	·									Replaced	DCNM	with	DCNM/NDFC	throughout	the	document.	July	1,	2022	·									Updated	Add-on	Licenses	in	Table	5.	·									Removed	content	related	to	essentials	perpetuals	licenses.	divopufufeye	·									Updated	Figure	1:	Cisco	Nexus	9000	and	3000	Series	NX-OS	Switch
License	Navigator	Infographic	·									Removed	all	references	to	Cisco	ONE	and	non-Cisco	ONE.	·									Updated	Table	10	to	include	platform	IDs	that	support	upgrade	licenses.	·									Updated	Table	4,	5,	and	24	to	include	N9K-C9348D-GX2A	and	N9K-C9364D-GX2A.	April	12,	2022	·									Updated	Table	4	to	include	N9K-C9332D-GX2B.	August	24,	2021
·									First	version	of	the	Cisco	NX-OS	Licensing	Options	Guide	was	published.	Licensing	Cisco	NX-OS	Software	Features	Licensing	allows	you	to	access	specified	premium	features	on	your	device	after	you	install	the	appropriate	license	for	that	feature.	The	following	table	compares	licensing	support	between	Cisco	Nexus	5000/7000	Series	switches
and	Cisco	Nexus	3000/9000	Series	switches.	Table	1.																	Licensing	Support	for	Cisco	NX-OS	Switches	Licensing	Feature	Cisco	Nexus	5000	Series	Switches	Cisco	Nexus	7000	Series	Switches	Cisco	Nexus	3000	and	9000	Series	Switches	Enforcement	Enforced	Enforced,	on	Cisco	NX-OS	Release	8.3(2)	and	earlier	8.3(x)	releases.	From	Cisco	NX-
OS	Release	8.4(1),	Honor-based	licensing	is	introduced	on	Cisco	Nexus	7000	Series	switches.	Enforced,	on	Cisco	NX-OS	Release	8.2(3)	and	earlier	8.x	releases.	From	Cisco	NX-OS	Release	8.2(4),	Honor-based	licensing	is	introduced	on	Cisco	Nexus	7000	Series	switches.	Honor-based1	Perpetual	Supported	Supported	Supported	Term	Subscription	Not
supported	From	Cisco	NX-OS	Release	8.2(1),	subscription-based	licensing	is	available	on	Cisco	Nexus	7000	Series	switches.	Supported	Evaluation2	Supported	Supported	Not	supported	Grace	period	Supported	Supported,	on	Cisco	NX-OS	Release	8.3(2)	and	earlier	8.3(x)	releases.	From	Cisco	NX-OS	Release	8.4(1),	Grace	period	is	not	supported	on
Cisco	Nexus	7000	Series	switches.	Supported,	on	Cisco	NX-OS	Release	8.2(3)	and	earlier	8.x	releases.	From	Cisco	NX-OS	Release	8.2(4),	Grace	period	is	not	supported	on	Cisco	Nexus	7000	Series	switches.	wobapuhujo	Not	applicable	1	The	following	warning	might	display	when	installing	the	honor-based	license.	Please	ignore	this	warning	and
continue	with	the	install.	!!!!!!		WARNING:	'LAN_ENTERPRISE_SERVICES_PKG'	LICENSE	NOT	FOUND	ON	THE	SYSTEM		!!!!!!.	You	have	tried	to	enable	a	licensed	feature	[ospf]	without	installing	the	'LAN_ENTERPRISE_SERVICES_PKG'	license,	which	has	not	been	found	on	the	system.	2	Temporary	licenses	with	an	expiry	date	are	available	for
evaluation	and	lab	use	purposes.	They	are	strictly	not	allowed	to	be	used	in	production.	Please	use	a	permanent	or	subscription	license	that	has	been	purchased	through	Cisco	for	production	purposes.	Evaluation	license	is	supported	with	Smart	Software	License	but	not	with	Traditional	license	in	Cisco	Nexus	9000	series	switches.	

August	29,	2023	·									Updated	Table	4,	6,	and	9	for	N9K-C9804.	June	28,	2023	·									Updated	Table	4	to	include	N9K-C92348GC-X.	May	26,	2023	·									Updated	the	Feature-Based	Licenses	section.	April	11,	2023	·									Updated	Table	7.	March	8,	2023	·									Updated	Tables	4,	6,	and	9.	January	20,	2023	·									Removed	all	7Y	PIDs	from	Table	11.
November	11,	2022	·									Updated	Table	10	to	include	NXOS-UPG-L-AD-XF	upgrade	license.	·									Updated	sub-note	12	under	Table	7.	September	23,	2022	·									Updated	Table	9	to	include	ACI-SEC-XM	August	19,	2022	·									Added	support	for	N9K-C9808.	·									Updated	Tables	4,	6,	and	9.	July	28,	2022	·									Replaced	DCNM	with	DCNM/NDFC
throughout	the	document.	July	1,	2022	·									Updated	Add-on	Licenses	in	Table	5.	·									Removed	content	related	to	essentials	perpetuals	licenses.	·									Updated	Figure	1:	Cisco	Nexus	9000	and	3000	Series	NX-OS	Switch	License	Navigator	Infographic	·									Removed	all	references	to	Cisco	ONE	and	non-Cisco	ONE.	·									Updated	Table	10	to
include	platform	IDs	that	support	upgrade	licenses.	·									Updated	Table	4,	5,	and	24	to	include	N9K-C9348D-GX2A	and	N9K-C9364D-GX2A.	April	12,	2022	·									Updated	Table	4	to	include	N9K-C9332D-GX2B.	August	24,	2021	·									First	version	of	the	Cisco	NX-OS	Licensing	Options	Guide	was	published.	Licensing	Cisco	NX-OS	Software	Features
Licensing	allows	you	to	access	specified	premium	features	on	your	device	after	you	install	the	appropriate	license	for	that	feature.	The	following	table	compares	licensing	support	between	Cisco	Nexus	5000/7000	Series	switches	and	Cisco	Nexus	3000/9000	Series	switches.	Table	1.																	Licensing	Support	for	Cisco	NX-OS	Switches	Licensing
Feature	Cisco	Nexus	5000	Series	Switches	Cisco	Nexus	7000	Series	Switches	Cisco	Nexus	3000	and	9000	Series	Switches	Enforcement	Enforced	Enforced,	on	Cisco	NX-OS	Release	8.3(2)	and	earlier	8.3(x)	releases.	From	Cisco	NX-OS	Release	8.4(1),	Honor-based	licensing	is	introduced	on	Cisco	Nexus	7000	Series	switches.	Enforced,	on	Cisco	NX-OS
Release	8.2(3)	and	earlier	8.x	releases.	From	Cisco	NX-OS	Release	8.2(4),	Honor-based	licensing	is	introduced	on	Cisco	Nexus	7000	Series	switches.	Honor-based1	Perpetual	Supported	Supported	Supported	Term	Subscription	Not	supported	From	Cisco	NX-OS	Release	8.2(1),	subscription-based	licensing	is	available	on	Cisco	Nexus	7000	Series
switches.	Supported	Evaluation2	Supported	Supported	Not	supported	Grace	period	Supported	Supported,	on	Cisco	NX-OS	Release	8.3(2)	and	earlier	8.3(x)	releases.	sokamibeyu	From	Cisco	NX-OS	Release	8.4(1),	Grace	period	is	not	supported	on	Cisco	Nexus	7000	Series	switches.	Supported,	on	Cisco	NX-OS	Release	8.2(3)	and	earlier	8.x	releases.
From	Cisco	NX-OS	Release	8.2(4),	Grace	period	is	not	supported	on	Cisco	Nexus	7000	Series	switches.	

March	8,	2023	·									Updated	Tables	4,	6,	and	9.	January	20,	2023	·									Removed	all	7Y	PIDs	from	Table	11.	November	11,	2022	·									Updated	Table	10	to	include	NXOS-UPG-L-AD-XF	upgrade	license.	·									Updated	sub-note	12	under	Table	7.	September	23,	2022	·									Updated	Table	9	to	include	ACI-SEC-XM	August	19,	2022	·									Added
support	for	N9K-C9808.	gayemihapeju	·									Updated	Tables	4,	6,	and	9.	July	28,	2022	·									Replaced	DCNM	with	DCNM/NDFC	throughout	the	document.	July	1,	2022	·									Updated	Add-on	Licenses	in	Table	5.	·									Removed	content	related	to	essentials	perpetuals	licenses.	·									Updated	Figure	1:	Cisco	Nexus	9000	and	3000	Series	NX-OS
Switch	License	Navigator	Infographic	·									Removed	all	references	to	Cisco	ONE	and	non-Cisco	ONE.	·									Updated	Table	10	to	include	platform	IDs	that	support	upgrade	licenses.	·									Updated	Table	4,	5,	and	24	to	include	N9K-C9348D-GX2A	and	N9K-C9364D-GX2A.	April	12,	2022	·									Updated	Table	4	to	include	N9K-C9332D-GX2B.	August
24,	2021	·									First	version	of	the	Cisco	NX-OS	Licensing	Options	Guide	was	published.	Licensing	Cisco	NX-OS	Software	Features	Licensing	allows	you	to	access	specified	premium	features	on	your	device	after	you	install	the	appropriate	license	for	that	feature.	

Exceptions	may	be	present	in	the	documentation	due	to	language	that	is	hardcoded	in	the	user	interfaces	of	the	product	software,	language	used	based	on	RFP	documentation,	or	language	that	is	used	by	a	referenced	third-party	product.	The	following	table	lists	the	changes	to	this	document.	Date	Description	November	14,	2023	·									Updated	table
4	and	5	and	updated	the	Cisco	Nexus	9000	Series	Tier-Based	Licenses	section.	pilulexo	October	31,	2023	·									Updated	Table	2	(added	a	foot	note)	and	Table	7	(updated	foot	note).	August	29,	2023	·									Updated	Table	4,	6,	and	9	for	N9K-C9804.	zesofaku	June	28,	2023	·									Updated	Table	4	to	include	N9K-C92348GC-X.	May	26,	2023	·								
Updated	the	Feature-Based	Licenses	section.	April	11,	2023	·									Updated	Table	7.	March	8,	2023	·									Updated	Tables	4,	6,	and	9.	January	20,	2023	·									Removed	all	7Y	PIDs	from	Table	11.	
November	11,	2022	·									Updated	Table	10	to	include	NXOS-UPG-L-AD-XF	upgrade	license.	
·									Updated	sub-note	12	under	Table	7.	September	23,	2022	·									Updated	Table	9	to	include	ACI-SEC-XM	August	19,	2022	·									Added	support	for	N9K-C9808.	·									Updated	Tables	4,	6,	and	9.	July	28,	2022	·									Replaced	DCNM	with	DCNM/NDFC	throughout	the	document.	July	1,	2022	·									Updated	Add-on	Licenses	in	Table	5.	·								
Removed	content	related	to	essentials	perpetuals	licenses.	·									Updated	Figure	1:	Cisco	Nexus	9000	and	3000	Series	NX-OS	Switch	License	Navigator	Infographic	·									Removed	all	references	to	Cisco	ONE	and	non-Cisco	ONE.	·									Updated	Table	10	to	include	platform	IDs	that	support	upgrade	licenses.	·									Updated	Table	4,	5,	and	24	to
include	N9K-C9348D-GX2A	and	N9K-C9364D-GX2A.	April	12,	2022	·									Updated	Table	4	to	include	N9K-C9332D-GX2B.	August	24,	2021	·									First	version	of	the	Cisco	NX-OS	Licensing	Options	Guide	was	published.	Licensing	Cisco	NX-OS	Software	Features	Licensing	allows	you	to	access	specified	premium	features	on	your	device	after	you	install
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the	appropriate	license	for	that	feature.	The	following	table	compares	licensing	support	between	Cisco	Nexus	5000/7000	Series	switches	and	Cisco	Nexus	3000/9000	Series	switches.	Table	1.																	Licensing	Support	for	Cisco	NX-OS	Switches	Licensing	Feature	Cisco	Nexus	5000	Series	Switches	Cisco	Nexus	7000	Series	Switches	Cisco	Nexus
3000	and	9000	Series	Switches	Enforcement	Enforced	Enforced,	on	Cisco	NX-OS	Release	8.3(2)	and	earlier	8.3(x)	releases.	From	Cisco	NX-OS	Release	8.4(1),	Honor-based	licensing	is	introduced	on	Cisco	Nexus	7000	Series	switches.	Enforced,	on	Cisco	NX-OS	Release	8.2(3)	and	earlier	8.x	releases.	

August	29,	2023	·									Updated	Table	4,	6,	and	9	for	N9K-C9804.	June	28,	2023	·									Updated	Table	4	to	include	N9K-C92348GC-X.	May	26,	2023	·									Updated	the	Feature-Based	Licenses	section.	April	11,	2023	·									Updated	Table	7.	March	8,	2023	·									Updated	Tables	4,	6,	and	9.	January	20,	2023	·									Removed	all	7Y	PIDs	from	Table	11.
November	11,	2022	·									Updated	Table	10	to	include	NXOS-UPG-L-AD-XF	upgrade	license.	·									Updated	sub-note	12	under	Table	7.	September	23,	2022	·									Updated	Table	9	to	include	ACI-SEC-XM	August	19,	2022	·									Added	support	for	N9K-C9808.	·									Updated	Tables	4,	6,	and	9.	July	28,	2022	·									Replaced	DCNM	with	DCNM/NDFC
throughout	the	document.	July	1,	2022	·									Updated	Add-on	Licenses	in	Table	5.	·									Removed	content	related	to	essentials	perpetuals	licenses.	
·									Updated	Figure	1:	Cisco	Nexus	9000	and	3000	Series	NX-OS	Switch	License	Navigator	Infographic	·									Removed	all	references	to	Cisco	ONE	and	non-Cisco	ONE.	·									Updated	Table	10	to	include	platform	IDs	that	support	upgrade	licenses.	·									Updated	Table	4,	5,	and	24	to	include	N9K-C9348D-GX2A	and	N9K-C9364D-GX2A.	April	12,
2022	·									Updated	Table	4	to	include	N9K-C9332D-GX2B.	August	24,	2021	·									First	version	of	the	Cisco	NX-OS	Licensing	Options	Guide	was	published.	Licensing	Cisco	NX-OS	Software	Features	Licensing	allows	you	to	access	specified	premium	features	on	your	device	after	you	install	the	appropriate	license	for	that	feature.	The	following	table
compares	licensing	support	between	Cisco	Nexus	5000/7000	Series	switches	and	Cisco	Nexus	3000/9000	Series	switches.	Table	1.																	Licensing	Support	for	Cisco	NX-OS	Switches	Licensing	Feature	Cisco	Nexus	5000	Series	Switches	Cisco	Nexus	7000	Series	Switches	Cisco	Nexus	3000	and	9000	Series	Switches	Enforcement	Enforced
Enforced,	on	Cisco	NX-OS	Release	8.3(2)	and	earlier	8.3(x)	releases.	From	Cisco	NX-OS	Release	8.4(1),	Honor-based	licensing	is	introduced	on	Cisco	Nexus	7000	Series	switches.	Enforced,	on	Cisco	NX-OS	Release	8.2(3)	and	earlier	8.x	releases.	From	Cisco	NX-OS	Release	8.2(4),	Honor-based	licensing	is	introduced	on	Cisco	Nexus	7000	Series
switches.	Honor-based1	Perpetual	Supported	Supported	Supported	Term	Subscription	Not	supported	From	Cisco	NX-OS	Release	8.2(1),	subscription-based	licensing	is	available	on	Cisco	Nexus	7000	Series	switches.	
Supported	Evaluation2	Supported	Supported	Not	supported	Grace	period	Supported	Supported,	on	Cisco	NX-OS	Release	8.3(2)	and	earlier	8.3(x)	releases.	From	Cisco	NX-OS	Release	8.4(1),	Grace	period	is	not	supported	on	Cisco	Nexus	7000	Series	switches.	Supported,	on	Cisco	NX-OS	Release	8.2(3)	and	earlier	8.x	releases.	From	Cisco	NX-OS
Release	8.2(4),	Grace	period	is	not	supported	on	Cisco	Nexus	7000	Series	switches.	Not	applicable	1	The	following	warning	might	display	when	installing	the	honor-based	license.	Please	ignore	this	warning	and	continue	with	the	install.	!!!!!!		WARNING:	'LAN_ENTERPRISE_SERVICES_PKG'	LICENSE	NOT	FOUND	ON	THE	SYSTEM		!!!!!!.	You	have
tried	to	enable	a	licensed	feature	[ospf]	without	installing	the	'LAN_ENTERPRISE_SERVICES_PKG'	license,	which	has	not	been	found	on	the	system.	2	Temporary	licenses	with	an	expiry	date	are	available	for	evaluation	and	lab	use	purposes.	They	are	strictly	not	allowed	to	be	used	in	production.	Please	use	a	permanent	or	subscription	license	that	has
been	purchased	through	Cisco	for	production	purposes.	Evaluation	license	is	supported	with	Smart	Software	License	but	not	with	Traditional	license	in	Cisco	Nexus	9000	series	switches.	
Tier-Based	Licenses	Tier-based	licensing	is	available	for	some	Cisco	Nexus	3000	and	9000	Series	switches.	This	licensing	model	applies	to	both	Cisco	Application	Centric	Infrastructure	(ACI)	and	NX-OS	standalone	architectures	where	these	switches	can	be	deployed.	The	Release	History	for	Licensing	section	lists	the	platforms	that	support	tier-based
licensing	and	the	release	in	which	support	was	introduced.	Tier-based	licensing	offers	the	following	benefits:	■								Consistency	across	ACI	and	NX-OS	licensing	(for	Cisco	Nexus	9000	Series	switches).	■								The	simplicity	of	being	able	to	purchase	a	group	of	feature	licenses	as	packages:	Essentials,	Advantage,	Premier.	■								Subscription-based	or
perpetual	licenses	o				A	subscription-based	license	enables	you	to	purchase	a	license	for	a	specific	period	of	time	based	on	your	requirement.	A	subscription-based	license	is	offered	as	an	Essentials,	Advantage,	or	Premier	license	package.	o				Purchasing	a	subscription-based	license	gives	you	the	opportunity	to	adjust/upgrade	the	terms	of	the	license
(such	as	moving	from	Advantage	to	Premier)	at	the	time	of	license	renewal.	o				A	perpetual	license	enables	you	to	make	a	one-time	purchase	of	a	license	that	does	not	expire.	A	perpetual	license	is	offered	as	an	Advantage	license	package	but	is	not	available	as	an	Essentials	or	Premium	license.	Note:							Several	add-on	licenses	are	also	available,
which	can	be	added	to	either	tier	or	purchased	independently.	Along	with	the	infographic	below,	the	Cisco	Nexus	9000	and	3000	Series	NX-OS	Switch	License	Navigator	(	is	available	to	help	you	select	the	appropriate	license	for	your	needs.	
Figure	1.														Cisco	Nexus	9000	and	3000	Series	NX-OS	Switch	License	Navigator	Infographic	Table	2.																	NX-OS	License	Package	features	Included	in	Tier-Based	Licenses	for	Cisco	Nexus	9000	and	3000	Series	Switches	License	Package	Features	Included*	Essentials	■								Fabric	management	features	(DCNM/NDFC	LAN	and	PTP)	■							
Fabric	services	features	(iCAM,	ITD,	IP	fabric	for	media	non-blocking	multicast,	and	smart	channel)	■								Routing	and	switching	features	(BGP,	EIGRP,	GRE,	IS-IS,	MSDP,	OSPF,	PBR,	PIM,	SSM,	VRF3,	VXLAN	BGP	EVPN,	SRv6	(no	EVPN),	and	SR-MPLS	(no	EVPN))	■								Telemetry	features	(NetFlow,	FT,	FTE,	SSX)	Advantage	All	features	included
in	the	Essentials	package	plus	the	following	features:	■								Advanced	fabric	features	(Pervasive	Load	Balancing	and	Tenant	Routed	Multicast)	■								DCI	overlay	features	(Inter	AS	option	B,	segment	routing	SR-MPLS,	Layer	3	EVPN	over	segment	routing	SRv6,	MPLS	Layer	3	VPN,	and	VXLAN	EVPN	Multi-Site)	■								Fabric	services	features
(Enhanced	PBR	(EPBR))	■								RTP	Flow	Monitoring	(Media	Flow	Analytics),	PTP	Monitoring,	Multicast	NAT	Premier	All	features	included	in	the	Essentials	and	Advantage	packages	plus	support	for	Cisco	Nexus	Dashboard	Insights.	3	No	license	is	consumed	if	default/management	VRF	is	enabled.	Enabling	additional	VRFs	will	require	Essentials
license.	Table	3.																	NX-OS	License	Package	features	Included	in	Add-On	Licenses	for	Cisco	Nexus	9000	and	3000	Series	Switches	Add-on	License	Features	Security	add-on	license	MACsec,	Secure	VXLAN	EVPN	Multi-Site	using	CloudSec4	Storage	add-on	license	FCoE,	FC,	and	DCNM/NDFC	SAN	SyncE	add-on	license	Synchronous	Ethernet
(SyncE)	support	NDB	add-on	license	Nexus	Data	Broker	4	Beginning	with	Cisco	Nexus	Release	9.3(5),	Secure	VXLAN	EVPN	Multi-Site	using	CloudSec	is	supported	only	on	Cisco	Nexus	9300-FX2	platform	switches.	Beginning	with	Cisco	Nexus	Release	10.1(1),	Secure	VXLAN	EVPN	Multi-Site	using	CloudSec	is	supported	on	Cisco	Nexus	9300-FX3
platform	switches.	Note:							Feature	support	varies	by	platform	and	release.	See	the	Nexus	Switch	Platform	Support	Matrix	to	determine	which	features	are	supported	for	your	platform.	The	following	options	are	available	when	you	order	an	Essentials	or	Advantage	package:	·									Cisco	Nexus	9000	Series	switches	o				Essentials	or	Advantage
subscription	license	for	DCN	(ACI+NX-OS)	for	3,	5,	or	7	years	o				Advantage	perpetual	license	for	DCN	(ACI+NX-OS)	o				Advantage	perpetual	license	for	NX-OS	o				NX-OS	upgrade	licenses	·									Cisco	Nexus	3000	Series	switches	o				Essentials	or	Advantage	subscription	license	for	NX-OS	for	3,	5,	or	7	years	o				Advantage	perpetual	license	for	NX-
OS	Essentials	package	is	offered	as	subscription	only.	Essential	perpetual	license	is	no	longer	sold.	If	you	install	a	subscription-based	license,	you	will	be	notified	90	days	before	your	licensing	contract	expires.	Note:							If	the	Essentials	license	expires	after	the	Advantage	license	is	installed,	the	following	message	appears:	"LIC_LICENSE_EXPIRED:
License	expired	for	feature	NXOS_ESSENTIALS_XF.	Feature	will	run	in	honor	mode."	You	can	ignore	this	message	because	the	license	is	no	longer	in	use.	Cisco	Nexus	9000	Series	Tier-Based	Licenses	The	DCN	(ACI+NX-OS)	Essentials,	Advantage,	and	add-on	licenses	are	supported	for	Cisco	Nexus	9300	platform	switches	beginning	with	Cisco	NX-OS
Release	9.2(3).	Beginning	with	Cisco	NX-OS	Release	7.0(3)I7(7)	and	9.3(2),	the	ACI	Premier	licenses	are	supported	for	Cisco	Nexus	9300	platform	switches.	These	licenses	support	license	migration	from	Cisco	NX-OS	to	ACI.	Any	attempt	to	install	these	licenses	for	a	prior	release	will	fail.	When	you	downgrade	from	Cisco	NX-OS	Release	9.2(3)	to	an
earlier	release,	the	features	that	use	the	DCN	(ACI+NX-OS)	Essentials,	Advantage,	and	add-on	licenses	continue	to	work	in	honor	mode	in	the	downgraded	version.	In	addition,	the	output	of	the	show	license	usage	command	continues	to	include	entries	for	these	unsupported	licenses.	
Table	4.																	License	Categories	and	Associated	Supported	Platforms	(Cisco	Nexus	9000	Series	Switches)	1G	Fixed	Platform	(GF)	License	10G/25G/40G/100G	Fixed	Platform	(XF)	License	10G/25G/40G/100G	/400G	Fixed	Platform	(XF2)	License	4-Slot	Modular	Platform	License	8-Slot,	16-Slot	Modular	Platform	License	8-Slot	Distributed	Modular
Platform	License	4-Slot	Centralized	Modular	Platform	License	8-Slot	Distributed	Modular	Platform	License	N9K-C9348GC-FXP	N9K-C92348GC-X	N9K-C9348GC-FX3	N9K-C9348GC-FX3PH	N9K-C9332C	N9K-C93180YC-EX	N9K-C93108TC-EX	N9K-C93180LC-EX	N9K-C93180YC-FX	N9K-C93108TC-FX	N9K-C93240YC-FX2	N9K-C93216TC-FX2	N9K-
C93360YC-FX2	N9K-C9336C-FX2	N9K-C93180YC-EX-24	N9K-C93108TC-EX-24	N9K-C93180YC-FX-24	N9K-C93108TC-FX-24	N9K-C93180YC-FX3S	N9K-C93180YC-	FX3	N9K-C93108TC-FX3P	N9K-C9364C	N9K-C9316D-GX	N9K-C93600CD-GX	N9K-C9364C-GX	N9K-C9332D-GX2B	N9K-C9348D-GX2A	N9K-C9364D-GX2A	N9K-C9332D-H2R	N9K-C9504
N9K-C9508	N9K-C9516	N9K-C9408	N9K-C9804	N9K-C9808	Note:							The	Cisco	Nexus	9000	Series	switches	support	static	routes,	switch	virtual	interfaces	(SVIs),	and	Hot	Standby	Router	Protocol	(HSRP)	by	default	without	any	license.	Table	5.																	PIDs	for	Subscription	Tier-Based	Licenses	for	DCN	(ACI+NX-OS)	(Cisco	Nexus	9000	Series
Switches	-	Fixed	Platforms)	License	1G	Fixed	Platforms	(GF)	10G/25G/40G/100G	Fixed	Platforms	(XF)	10G/25G/40G/100G/400G	Fixed	Platform	(XF2)	Essentials	package	C1E1TN9300GF-3Y	C1E1TN9300GF-5Y	C1E1TN9300GF-7Y	C1E1TN9300XF-3Y	C1E1TN9300XF-5Y	C1E1TN9300XF-7Y	C1E1TN9300XF2-3Y	C1E1TN9300XF2-5Y	C1E1TN9300XF2-
7Y	Advantage	package	C1A1TN9300GF-3Y	C1A1TN9300GF-5Y	C1A1TN9300GF-7Y	C1A1TN9300XF-3Y	C1A1TN9300XF-5Y	C1A1TN9300XF-7Y	C1A1TN9300XF2-3Y	C1A1TN9300XF2-5Y	C1A1TN9300XF2-7Y	Premier	package	C1P1TN9300GF-3Y	C1P1TN9300GF-5Y	C1P1TN9300GF-7Y	C1P1TN9300XF-3Y	C1P1TN9300XF-5Y	C1P1TN9300XF-7Y
C1P1TN9300XF2-3Y	C1P1TN9300XF2-5Y	C1P1TN9300XF2-7Y	Add-On	Licenses	NDB	C1-N9K-NDB-3Y	C1-N9K-NDB-5Y	C1-N9K-NDB-7Y	C1-N9K-NDB-3Y	C1-N9K-NDB-5Y	C1-N9K-NDB-7Y	C1-N9K-NDB-3Y	C1-N9K-NDB-5Y	C1-N9K-NDB-7Y	Security*	C1-N9K-SEC-XF-3Y	C1-N9K-SEC-XF-5Y	C1-N9K-SEC-XF-7Y	C1-N9K-SEC-XF-3Y	C1-N9K-SEC-XF-5Y
C1-N9K-SEC-XF-7Y	C1-N9K-SEC-XF-3Y	C1-N9K-SEC-XF-5Y	C1-N9K-SEC-XF-7Y*	Storage	Not	supported	C1-N9K-STRG-XF-3Y	C1-N9K-STRG-XF-5Y	C1-N9K-STRG-XF-7Y	Not	supported	Sync-E#	Not	supported	C1-N9k-SYNCE-XF-3Y	C1-N9k-SYNCE-XF-5Y	C1-N9k-SYNCE-XF-7Y	Not	supported	*	Cisco	Nexus	9300-GX	platforms	do	not	support	MACSec
feature.	*Security	add	on	license	is	mandatory	for	N9K-C9348D-GX2A	platform.	This	platform	is	targeted	for	use	cases	that	require	MACSec	on	all	ports.	#	Sync-E	add-on	licenses	are	applicable	only	for	Cisco	Nexus	9300-FX3	platforms.	Table	6.																	PIDs	for	Subscription	Tier-Based	Licenses	for	DCN	(ACI+NX-OS)	(Cisco	Nexus	9000	Series
Switches	-	Modular	Platforms)	License	4-Slot	Modular	Platforms	8-	to	16-Slot	Modular	Platforms	8-Slot	Distributed	Modular	Platforms	8-Slot	Centralized	Modular	Platforms	4-Slot	Distributed	Modular	Platforms	Essentials	package	C1E1TN9500M4-3Y	C1E1TN9500M4-5Y	C1E1TN9500M4-7Y	C1E1TN9500M816-3Y	C1E1TN9500M816-5Y
C1E1TN9500M816-7Y	C1E1TN9800M8-3Y	C1E1TN9800M8-5Y	C1E1TN9800M8-7Y	C1E1TN9400CM8-3Y	C1E1TN9400CM8-5Y	C1E1TN9400CM8-7Y	C1E1TN9800M4-3Y	C1E1TN9800M4-5Y	C1E1TN9800M4-7Y	Advantage	package	C1A1TN9500M4-3Y	C1A1TN9500M4-5Y	C1A1TN9500M4-7Y	C1A1TN9500M816-3Y	C1A1TN9500M816-5Y
C1A1TN9500M816-7Y	C1A1TN9800M8-3Y	C1A1TN9800M8-5Y	C1A1TN9800M8-7Y	C1A1TN9400CM8-3Y	C1A1TN9400CM8-5Y	C1A1TN9400CM8-7Y	C1A1TN9800M4-3Y	C1A1TN9800M4-5Y	C1A1TN9800M4-7Y	Premier	package7	C1P1TN9500M4-3Y	C1P1TN9500M4-5Y	C1P1TN9500M4-7Y	C1P1TN9500M816-3Y	C1P1TN9500M816-5Y
C1P1TN9500M816-7Y	C1P1TN9800M8-3Y	C1P1TN9800M8-5Y	C1P1TN9800M8-7Y	C1P1TN9400CM8-3Y	C1P1TN9400CM8-5Y	C1P1TN9400CM8-7Y	C1P1TN9800M4-3Y	C1P1TN9800M4-5Y	C1P1TN9800M4-7Y	Add-On	Licenses	NDB	C1-N9K-NDB-M4-3Y	C1-N9K-NDB-M4-5Y	C1-N9K-NDB-M4-7Y	C1-N9K-NDB-M816-3Y	C1-N9K-NDB-M816-5Y	C1-
N9K-NDB-M816-7Y	Security	C1-N9K-SEC-M-3Y	C1-N9K-SEC-M-5Y	C1-N9K-SEC-M-7Y	C1-N9K-SEC-M-3Y	C1-N9K-SEC-M-5Y	C1-N9K-SEC-M-7Y	C1-N9k-SEC-M-3Y	C1-N9k-SEC-M-5Y	C1-N9k-SEC-M-7Y	C1-N9K-SEC-M-3Y	C1-N9K-SEC-M-5Y	C1-N9K-SEC-M-7Y	C1-N9k-SEC-M-3Y	C1-N9k-SEC-M-5Y	C1-N9k-SEC-M-7Y	Storage	C1-N9K-STRG-M-3Y	C1-
N9K-STRG-M-5Y	C1-N9K-STRG-M-7Y	C1-N9K-STRG-M-3Y	C1-N9K-STRG-M-5Y	C1-N9K-STRG-M-7Y	7	The	ACI	Premier	license	package	includes	the	ACI	Essentials	and	ACI	Advantage	license	packages.	
Table	7.																	PIDs	for	Perpetual	Tier-Based	Licenses	for	DCN	(ACI+NX-OS)	(Cisco	Nexus	9000	Series	Switches)	License	1G	Fixed	Platforms	(GF)	10G/25G/40G/100G	Fixed	Platforms	(XF)	Cisco	Nexus	9364C	and	9300-GX	Platforms	(XF2)1011	Advantage	package	ACI-AD-GF	ACI-AD-XF	ACI-AD-XF2	Add-On	Licenses	Security	Not	supported	ACI-
SEC-XF	ACI-SEC-XF2	Storage	(FC	NPV,	FCoE	NPV,	and	SAN	switching)	Not	supported	ACI-STRG12	Not	supported	SyncE	DCN-SYNCE-XF13	10	The	licenses	for	the	Cisco	Nexus	9364C	switch	are	supported	beginning	with	Cisco	NX-OS	Release	7.0(3)I7(6).	The	licenses	for	the	Cisco	Nexus	9300-GX	switches	are	supported	beginning	with	Cisco	NX-OS
Release	9.3(3).	11	Beginning	with	Cisco	NX-OS	Releases	7.0(3)I7(6)	and	9.3(1),	the	-XF2	Essentials	and	Advantage	licenses	have	priority	over	the	-XF	licenses.	If	an	-XF	license	is	installed	and	features	are	checked	out	from	this	license	and	then	you	later	install	the	-XF2	license,	the	-XF	license	shows	as	unused	(in	the	output	of	the	show	license
usage	command),	and	the	features	become	checked	out	from	the	-XF2	license.	The	Advantage	licenses	continue	to	have	priority	over	the	Essentials	licenses.	12	This	license	includes	DCNM/NDFC	SAN	Advanced	and	is	available	for	Cisco	Nexus	93180YC-FX	and	93360YC-FX2	platform	switches.	ACI-STRG	will	license	only	48	ports	of	native	Fiber
Channel	ports.	13	SyncE	supported	by	9300-FX3	and	-FX3S	Switch	starting	from	Cisco	NX-OS	Release	9.3(5)	onwards.	The	NX-OS	Essentials,	Advantage,	and	add-on	licenses	are	supported	for	Cisco	Nexus	9000	Series	switches	beginning	with	Cisco	NX-OS	Release	7.0(3)I7(3).	Table	8.																	PIDs	for	Perpetual	Tier-Based	Licenses	for	NX-OS	(Cisco
Nexus	9000	Series	Switches	-	Fixed	Platforms)	License	1G	Fixed	Platforms	(GF)	10G/25G/40G/100G	Fixed	Platforms	(XF)	Cisco	Nexus	9364C	and	9300-GX	Platforms	(XF2)1314	Advantage	package	NXOS-AD-GF	NXOS-AD-XF	NXOS-AD-XF2	Add-On	Licenses	NDB	NXOS-NDB	NXOS-NDB	NXOS-NDB	Security	ACI-SEC-XF	15	ACI-SEC-XF	16	ACI-SEC-XF
Storage	Not	supported	ACI-STRG	17	Not	supported	13	The	licenses	for	the	Cisco	Nexus	9364C	switch	are	supported	beginning	with	Cisco	NX-OS	Release	7.0(3)I7(6).	The	licenses	for	the	Cisco	Nexus	9300-GX	switches	are	supported	beginning	with	Cisco	NX-OS	Release	9.3(3).	14	Beginning	with	Cisco	NX-OS	Releases	7.0(3)I7(6)	and	9.3(1),	the	-XF2
Essentials	and	Advantage	licenses	have	priority	over	the	-XF	licenses.	If	an	-XF	license	is	installed	and	features	are	checked	out	from	this	license	and	then	you	later	install	the	-XF2	license,	the	-XF	license	shows	as	unused	(in	the	output	of	the	show	license	usage	command),	and	the	features	become	checked	out	from	the	-XF2	license.	The	Advantage
licenses	continue	to	have	priority	over	the	Essentials	licenses.	15	ACI-SEC-XF	is	required	only	for	supporting	the	uplink	ports	on	9348GC-FXP	Platform.	16	ACI-SEC-XF	replaces	NXOS-SEC-XF.	NXOS-SEC-XF	is	no	longer	orderable.	17	This	license	includes	DCNM/NDFC	SAN	Advanced.	NXOS-STRG	is	no	longer	orderable.	Table	9.																	PIDs	for
Perpetual	Tier-Based	Licenses	for	NX-OS	(Cisco	Nexus	9000	Series	Switches	-	Modular	Platforms)	License	4-Slot	Modular	Platforms	8-	to	16-Slot	Modular	Platforms	8-Slot	Distributed	Modular	Platforms	8-Slot	Centralized	Modular	Platforms	4-Slot	Distributed	Modular	Platforms	Advantage	package	NXOS-AD-M4	NXOS-AD-M8-16	NXOS-AD-DM8
NXOS-AD-CM8	NXOS-AD-DM4	Add-On	Licenses	NDB	NDB-MODM-SWT-K9	NDB-MODL-SWT-K9	Security	ACI-SEC-XM	ACI-SEC-XM	ACI-SEC-XM	ACI-SEC-XM	ACI-SEC-XM	Storage	NXOS-STRG-M	NXOS-STRG-M	You	can	use	the	following	licenses	to	upgrade	from	an	NX-OS	LAN	Enterprise	Services	license	to	an	NX-OS	Essentials	or	Advantage
license.	Table	10.													NX-OS	Supported	Upgrade	Licenses	(Cisco	Nexus	9000	Series	Switches)	Upgrade	License	Description	NXOS-UPG-L-AD-GF=	NX-OS	Upgrade	License:	LAN	to	Advantage	(1G	platforms)	NXOS-UPG-ES-AD-XF=	NX-OS	Upgrade	License:	Essentials	to	Advantage	(10G+	platforms)	NXOS-UPG-L-AD-XF2=	NX-OS	Upgrade	License:
LAN	to	Advantage	(XF2	platforms)	NXOS-UPG-ES-ADXF2=	NX-OS	Upgrade	License:	Essentials	to	Advantage	(XF2	platforms)	NXOS-UPG-L-AD-M4=	NX-OS	Upgrade	License:	LAN	to	Advantage	(modular	4-slot)	NXOS-UPG-ES-AD-M4=	NX-OS	Upgrade	License:	Essentials	to	Advantage	(modular	4-slot)	NXOS-UPG-L-AD-M8=	NX-OS	Upgrade	License:
LAN	to	Advantage	(modular	8-	to	16-slot)	NXOS-UPG-ES-AD-M8=	NX-OS	Upgrade	License:	Essentials	to	Advantage	(modular	8-	to	16-slot)	NXOS-UPG-L-AD-XF=	NX-OS	Upgrade	License:	LAN	to	Advantage	(10G+	platforms)	NXOS-ACI-UP-AD-GF=	NXOS	ADV	to	ACI	ADV	Upgrade	License	(1G	Platforms)	NXOS-ACI-UP-AD-XF=	NXOS	ADV	to	ACI	ADV
Upgrade	License	(10G+	Platforms)	ACI-UPG-ES-AD-GF=	ACI	Upgrade	License:	Ess	To	Adv	(1G	Platforms)	ACI-UPG-B-AD-GF=	ACI	Upgrade	License:	Base	To	Advantage	(1G	Platforms)	ACI-UPG-B-AD-XF=	ACI	Upgrade	License:	Base	To	Advantage	(10G+	Platforms)	ACI-UPG-ES-AD-XF=	ACI	Upgrade	License:	Ess	to	Adv	(10G+	Platforms)	ACI-UPG-B-
AD-XF2=	ACI	Upgrade	License:	Base	To	Advantage	(XF2	10G+	Platforms)	ACI-UPG-ES-AD-XF2=	ACI	Upgrade	License:	Ess	to	Adv	(XF2	10G+	Platforms)	Cisco	Nexus	3000	Series	Tier-Based	Licenses	The	NX-OS	Essentials,	Advantage,	and	add-on	licenses	are	supported	for	some	Cisco	Nexus	3000	Series	switches.	The	-XM	licenses	apply	to	modular
switches,	the	-XF	licenses	apply	to	switches	with	less	than	6.4	Tbps,	and	the	-XF2	licenses	apply	to	switches	with	more	than	6.4	Tbps.	The	-XF2	Essentials	and	Advantage	licenses	have	priority	over	the	-XF	licenses.	If	an	-XF	license	is	installed	and	features	are	checked	out	from	this	license	and	then	you	later	install	the	-XF2	license,	the	-XF	license
shows	as	unused	(in	the	output	of	the	show	license	usage	command),	and	the	features	become	checked	out	from	the	-XF2	license.	The	Advantage	licenses	to	have	priority	over	the	Essentials	licenses.	Table	11.													PIDs	for	Subscription	Tier-Based	Licenses	for	NX-OS	(Cisco	Nexus	3000	Series	Switches)	License	PID	Essentials	package18	N3K-ES-
XF-3Y	N3K-ES-XF-5Y	N3K-ES-XF2-3Y	N3K-ES-XF2-5Y	N3K-ES-XM-3Y	N3K-ES-XM-5Y	Advantage	package	N3K-AD-XF-3Y	N3K-AD-XF-5Y	Add-On	Licenses	NDB	N3K-NDB-3Y	N3K-NDB-5Y	Security	N3K-SEC-3Y	N3K-SEC-5Y	18	License	support	for	Cisco	Nexus	3400-S	switches:	·									N3K-C3408-S:	N3K-ES-XM-3Y	and	N3K-ES-XM-5Y	·									N3K-
C3432D-S:	N3K-ES-XF2-3Y	and	N3K-ES-XF2-5Y	Table	12.													PIDs	for	Perpetual	Tier-Based	Licenses	for	NX-OS	(Cisco	Nexus	3000	Series	Switches)	License	PID	Advantage	package	N3K-AD-XF	N3K-AD-XF2	Add-On	Licenses	NDB	N3K-NDB	Security	N3K-SEC	Feature-Based	Licenses	(End	of	Sale)	Feature-based	licenses	make	features	available	to
the	entire	physical	device.	Therefore,	you	only	require	one	copy	of	the	license	for	a	device.	
A	license	only	supports	the	listed	features.	
Licenses	may	be	specific	to	a	particular	hardware	platform.	These	are	legacy	licenses	and	no	longer	sold.	Any	feature	that	is	not	included	in	a	license	package	is	bundled	with	the	Cisco	NX-OS	software	and	is	provided	at	no	extra	charge	to	you.	Note:							For	specific	implementation	of	features,	see	the	Release	Notes	document	and	configuration	guides
for	the	Cisco	Nexus	9000	Series	switches.	Note:							The	Cisco	Nexus	9000	Series	switches	support	static	routes,	switch	virtual	interfaces	(SVIs),	and	Hot	Standby	Router	Protocol	(HSRP)	by	default	(without	any	license).	The	licenses	are	independent	of	each	other.	
If	you	want	to	use	features	that	are	covered	by	different	licenses,	you	must	install	all	the	appropriate	licenses.	The	following	table	lists	the	feature-based	license	packages	for	the	Cisco	Nexus	9000	Series	(which	includes	Cisco	Nexus	9200,	9300,	9300-EX,	9300-FX/FX2/FX3/FXP,	and	9500	switches)	in	Cisco	NX-OS	mode.	Note:							In	the	CCW	tool,
these	licenses	are	described	as	legacy	NX-OS	software	licenses.	
Table	13.													Feature-Based	Licenses	for	the	Cisco	Nexus	9000	Series	in	Cisco	NX-OS	Mode	Feature	License	Product	ID	Feature	Name	Enterprise	Services	Package	LAN_ENTERPRISE_SERVICES_PKG	N95-LAN1K9	(for	Cisco	Nexus	9500	Series	switches)	N93-1G-LAN1K9	(for	the	Cisco	Nexus	N9K-C9348GC-FXP	switch)	N93-LAN1K9	(for	Cisco
Nexus	9200,	9300,	9300-EX,	and	9300-FX/FX2	Series	switches,	except	the	Cisco	Nexus	N9K-C9348GC-FXP	switch)	N93-LAN1K9-XF2	(for	the	Cisco	Nexus	9364C	and	9300-GX	switches)	·											Open	Shortest	Path	First	(OSPF)	Protocol	·											Border	Gateway	Protocol	(BGP)	·											Intermediate	System-to-Intermediate	System	(IS-IS)	Protocol	(Layer
3	only)	·											Protocol	Independent	Multicast	(PIM),	which	includes	sparse	mode,	bidirectional	mode,	and	Source	Specific	Multicast	(SSM)	mode	·											Multicast	Source	Discovery	Protocol	(MSDP)	·											Policy-Based	Routing	·											Generic	Routing	Encapsulation	(GRE)	Tunnels	·											Enhanced	Interior	Gateway	Routing	Protocol	(EIGRP)	·										
VRF	route	leaking	·											VXLAN	BGP	EVPN	·											Non-blocking	multicast	(NBM)	-	for	the	IP	fabric	for	media	solution.	Note:				The	IP	fabric	for	media	solution	also	requires	the	N93-LAN1K9	or	N95-LAN1K9	license	for	multicast.	VPN	Fabric	License	N95-FAB1K9	N93-FAB1K9	·									InterAS	option	B	·									Layer	3	EVPN	over	segment	routing	MPLS
·									MPLS	Layer	3	VPN	·									Pervasive	Load	Balancing	(PLB)	·									Tenant	Routed	Multicast	·									VXLAN	EVPN	Multi-Site	·									Enhanced	PBR	(EPBR)	Network	Services	Package	NETWORK_SERVICES_PKG	N95-SERVICES1K9	N93-SERVICES1K9	·									iCAM	·									Intelligent	Traffic	Director	(ITD)	·									Non-blocking	multicast	(NBM)	-	for	the
IP	fabric	for	media	solution.	Note:	The	IP	fabric	for	media	solution	also	requires	the	N93-LAN1K9	or	N95-LAN1K9	license	for	multicast.	·									Smart	channel	Note:	Beginning	with	Cisco	Nexus	NX-OS	9.3(5),	Catena	is	no	longer	available.	However,	Catena	is	available	with	the	Essentials	license	package	of	earlier	release.	FCoE	NPV	Package
FCOE_NPV_PKG	N95-FNPV1K9	N93-FNPV1K9	FCoE	NPV	Note:	The	N93-16Y-SSK9	and	N93-48Y-SSK9	licenses	also	support	FCoE	NPV.	If	you	install	one	of	these	licenses	(rather	than	N95-FNPV1K9	or	N93-FNPV1K9),	the	show	license	command	does	not	show	FCoE	NPV	in	the	output.	For	more	information,	see	the	Cisco	Nexus	9000	Series	NX-OS
FC-NPV	and	FCoE-NPV	Configuration	Guide.	
SAN	Switching	Package	SAN_ENTERPRISE_PKG	and	FC	Port	Package	FC_PORT_ACTIVATION_PKG	N93-16Y-SSK9	(up	to	16	ports)	N93-48Y-SSK9	(all	48	ports)	SAN	switching,	FC	NPV,	or	FCoE	NPV	Note:	SAN	switching,	FC	NPV,	and	FCoE	NPV	require	both	the	FC_PORT_ACTIVATION_PKG	and	SAN_ENTERPRISE_PKG	licenses.	For	more
information,	see	the	Cisco	Nexus	9000	Series	NX-OS	SAN	Switching	Configuration	Guide	and	the	Cisco	Nexus	9000	Series	NX-OS	FC-NPV	and	FCoE-NPV	Configuration	Guide.	Security	License	ACI-SEC-XM***	or	ACI-SEC-XF**	Macsec	Note:	Cisco	Nexus	9000	Series	ToR	switches	that	support	this	feature	require	the	ACI-SEC-XF**	license,	and	Cisco
Nexus	9000	Series	EoR	switches	that	support	this	feature	require	the	ACI-SEC-XM***license.	Secure	VXLAN	EVPN	Multi-Site	using	CloudSec	Note:	Secure	VXLAN	EVPN	Multi-Site	using	CloudSec	licensing	support	is	available	with	the	ACI-SEC-XF	license.	Secure	VXLAN	EVPN	Multi-Site	using	CloudSec	licensing	support	is	not	available	with	the	ACI-
SEC-XM	license.	24	Port	License	Upgrade	Package*	NEXUS_24PORTEX_UPGRADE	N9K-EX-24P-UPG=	24-port	upgrade	license	for	Cisco	Nexus	93108TC-EX-24	and	93180YC-EX-24	switches.	24	Port	License	Upgrade	Package*	NEXUS_24PORTFX_UPGRADE	N9K-FX-24P-UPG=	24-port	upgrade	license	for	Cisco	Nexus	93108TC-FX-24	and	93180YC-
FX-24	switches.	*The	24-port	licenses	are	hardware	licenses.	They	are	independent	of	any	Cisco	NX-OS	or	ACI	software	feature	sets	or	software	licenses.	**ACI-SEC-XF	replaces	NXOS-SEC-XF.	NXOS-SEC-XF	is	no	longer	orderable.	***ACI-SEC-XM	replaces	NXOS-SEC-XM.	NXOS-SEC-XM	is	no	longer	orderable.	The	following	table	lists	the	feature-
based	license	packages	for	the	Cisco	Nexus	7000	Series,	which	includes	Cisco	Nexus	7000	switches	and	Cisco	Nexus	7700	switches.	Table	14.													Feature-Based	Licenses	for	the	Cisco	Nexus	7000	Series	Feature	License	Product	ID	Feature	Name	Enterprise	Services	Package	LAN_ENTERPRISE_SERVICES_PKG	N7K-LAN1K9	N77-LAN1K9	·								
Open	Shortest	Path	First	(OSPF)	Protocol	·									Border	Gateway	Protocol	(BGP)	·									Intermediate	System-to-Intermediate	System	(IS-IS)	Protocol	(Layer	3	only)	·									Protocol	Independent	Multicast	(PIM),	which	includes	sparse	mode,	bidirectional	mode,	and	source-specific	mode	(SSM).	·									Multicast	Source	Discovery	Protocol	(MSDP)	·								
Policy-Based	Routing	·									Generic	routing	encapsulation	(GRE)	Tunnels	·									Enhanced	Interior	Gateway	Routing	Protocol	(EIGRP)	·									VXLAN	·									BGP	eVPN	Control	Plane	over	VXLAN	·									ACI	WAN	Interconnect	·									Locator/ID	Separation	Protocol	(LISP)	Advanced	Services	Package	LAN_ADVANCED_SERVICES_PKG	N7K-ADV1K9	Virtual
Device	Contexts	(VDCs)	VDC	Licenses	VDC_LICENSES	N7K-VDC1K9	N77-VDC1K9	For	Nexus	7000	Series,	a	single	ADV	license	provides	five	non-admin	VDCs	and	one	admin	VDC.	
If	you	require	an	additional	VDC,	buy	another	license	(N7K-VDC1K9)	which	in	turn,	provides	another	four	VDCs.	For	Nexus	7700	Series,	a	single	ADV	license	provides	five	non-admin	VDCs	and	one	admin	VDC.	If	you	require	an	additional	VDC,	buy	another	license	(N77-VDC1K9)	which	in	turn,	provides	another	four	VDCs.	Transport	Services	Package
LAN_TRANSPORT_SERVICES_PKG	N7K-TRS1K9	N77-TRS1K9	Overlay	Transport	Virtualization	(OTV)	Scalable	Services	Package	SCALABLE_SERVICES_PKG	N7K-C7004-XL	N7K-C7009-XL	N7K-C7010-XL	N7K-C7018-XL	A	single	license	per	system	enables	all	XL-capable	I/O	modules	to	operate	in	XL	mode.	The	license	increases	the	performance	of
the	following	features:	IPv4	routes	IPv6	routes	ACL	entries	Enhanced	Layer	2	Package	ENHANCED_LAYER2_PKG	N7K-EL21K9	N77-EL21K9	FabricPath	support	on	the	F	Series	module	Remote	Integrated	Service	Engine	(RISE)	Intelligent	Traffic	Director	(ITD)	Intelligent	CAM	Analytics	and	Machine	Learning	(iCAM)	MPLS	Services	Package
MPLS_PKG	N7K-MPLS1K9	N77-MPLS1K9	Multiprotocol	Label	Switching	(MPLS)	Layer	3	Virtual	Private	Network	(VPN)	Layer	2	Ethernet	over	MPLS	(EoMPLS)	Layer	2	Virtual	Private	LAN	Services	(VPLS)	ACI	WAN	Interconnect	Storage	Enterprise	Package	STORAGE-ENT	N7K-SAN1K9	N77-SAN1K9	Inter-VSAN	routing	(IVR)	over	Fibre	Channel	and
FCoE	IVR	Network	Address	Translation	(NAT)	over	Fibre	Channel	VSAN-based	Access	Control	Fabric	Binding	for	Open	Systems	The	following	table	lists	the	feature-based	license	packages	for	the	Cisco	Nexus	6000	Series	switches.	Table	15.													Feature-Based	Licenses	for	the	Cisco	Nexus	6000	Series	Feature	License	Product	ID	Feature	Name
FabricPath	Services	Package	ENHANCED_LAYER2_PKG	N6001-EL2-SSK9	N6004-EL2-SSK9	FabricPath	FCoE	NPV	Package	FCOE_NPV_PKG	N6K-FNPV-SSK9	FCoE	NPV	Layer	3	Base	Services	Package	LAN_BASE_SERVICES_PKG20	21	N6K-BAS1K9	·									Unlimited	static	routes	and	a	maximum	of	256	dynamic	routes.	·									Static	routes	·								
RIPv2	·									OSPFv2	and	OSPFv3	·									EIGRP	Stub	·									HSRP22	·									VRRP23	·									IGMP	v2/v3	·									PIMv2	(sparse	mode)	·									VRF	Lite	·									Routed	ACL	·									NAT	Layer	3	Enterprise	Services	Package	LAN_ENTERPRISE_SERVICES_PKG	24	25	N6001-LAN1K9	N6004-LAN1K9	N6001-LAN1K9	/	N6004-LAN1K9	(includes	the	following
features	in	addition	to	the	ones	under	N6K-BAS1K9	license).	·									BGP	·									PBR	·									Full	EIGRP	·									PIMv2	(all	modes)	·									L3	IS-IS	26	·									uRPF	·									MSDP	·									Sampled	NetFlow	·									Intelligent	Traffic	Director	(ITD)	Network	Services	Package	NETWORK_SERVICES_PKG	N6K-SERVICES1K927	Remote	Integrated	Services	Engine
(RISE)	Intelligent	Traffic	Director	(ITD)	Storage	Protocols	Services	Package	FC_FEATURES_PKG	ENTERPRISE_PKG	N6001-16P-SSK9	N6004-4Q-SSK9	N6004-12Q-SSK9	N6K-16P-SSK928	N6K-20P-SSK929	N6001-64P-SSK9	N6004-96Q-SSK9	·									Native	Fibre	Channel	·									FCoE	·									FC	NPV	·									FC	Port	Security	·									Fabric	Binding	·								
Fibre	Channel	Security	Protocol	(FC-SP)	Authentication	VM-FEX	Package	N6K-VMFEXK9	VM-FEX	20	The	LAN_BASE_SERVICES_PKG	gives	unlimited	static	routes	and	a	maximum	of	256	dynamic	routes	across	all	the	protocols.	21	Routes	above	256	for	all	protocols	are	included	in	the	LAN_ENTERPRISE_SERVICES_PKG	license.	22	Although	this
feature	can	be	enabled	and	configured	in	the	CLI	without	this	license,	it	will	not	function	until	the	license	is	installed.	When	you	configure	HSRP	in	a	virtual	port	channel	(vPC)	on	the	Cisco	Nexus	6000	platform	without	installing	the	LAN_BASE_SERVICES_PKG	license,	it	sends	an	HSRP	hello	message	to	the	link-local	multicast	address	and	enables	the
Active-Active	state.	23	Although	this	feature	can	be	enabled	and	configured	in	the	CLI	without	this	license,	it	will	not	function	until	the	license	is	installed.	
24	The	LAN_BASE_SERVICES_PKG	license	should	be	installed	in	order	to	use	the	LAN_ENTERPRISE_SERVICES_PKG	license.	25	Routes	above	256	for	all	the	protocols	included	in	the	LAN_ENTERPRISE_SERVICES_PKG	license.	26	L3	IS-IS	will	be	available	starting	with	the	Cisco	NX-OS	Release	7.0(1)N1(1).	27	N6K-SERVICES1K9	is	available	from
Cisco	NX-OS	Release	7.2(0)N1(1).	To	use	RISE	and	ITD	features	with	Cisco	NX-OS	Release	7.1(1)N1(1),	use	the	ENHANCED_LAYER2_PKG	license.	28	These	licenses	are	applicable	to	Cisco	Nexus	6004	20	UP	LEM	only.	29	These	licenses	are	applicable	to	Cisco	Nexus	6004	20	UP	LEM	only.	The	following	table	lists	the	feature-based	license	packages
for	the	Cisco	Nexus	5600	Series	switches.	Table	16.													Feature-Based	Licenses	for	the	Cisco	Nexus	5600	Series	Feature	License	Product	ID	Feature	Name	FabricPath	Services	Package	ENHANCED_LAYER2_PKG	N5672-EL2-SSK9	N56128-EL2-SSK9	N5696-EL2-SSK9	N5624Q-EL2-SSK9	N5648Q-EL2-SSK9	FabricPath	FCoE	NPV	Package
FCOE_NPV_PKG	N56-FNPV-SSK9	FCoE	NPV	Layer	3	Base	Services	Package	LAN_BASE_SERVICES_PKG	30	N56-BAS1K9	Layer	3	Base	Services	Package	Unlimited	static	routes	and	maximum	of	256	dynamic	routes	·									Static	Routes	·									RIPv2	·									OSPFv2	and	OSPFv3	·									EIGRP	Stub	·									HSRP	31	·									VRRP32	·									IGMP	v2/v3	·								
PIMv2	(sparse	mode)	·									VRF	Lite	·									Routed	ACL	·									NAT	Layer	3	Enterprise	Services	Package	LAN_ENTERPRISE_SERVICES_PKG3334	N56-LAN1K9	Layer	3	Enterprise	Services	Package	The	N56-LAN1K9	license	includes	the	following	features	in	addition	to	the	ones	under	the	N56-BAS1K9	license.	·									BGP	·									PBR	·									Full	EIGRP
·									PIMv2	(all	modes)	·									L3	IS-IS35	·									uRPF	·									MSDP	·									Sampled	NetFlow	·									VxLAN	Flood	and	Learn36	·									VxLAN	EVPN37	·									Intelligent	Traffic	Director	(ITD)	Network	Services	Package	NETWORK_SERVICES_PKG	N56-SERVICES1K938	Remote	Integrated	Services	Engine	(RISE)	Intelligent	Traffic	Director	(ITD)	Storage
Protocols	Services	Package	FC_FEATURES_PKG	ENTERPRISE_PKG	N56-16p-SSK9	N56-12P-SSK9	39	N5672-72P-SSK9	N56128-128P-SSK9	N56-20P-SSK9	40	N56-12Q-SSK9	N56-4Q-SSK9	N56-48Q-SSK9	·									Native	Fibre	Channel	·									FCoE	·									NPV	·									FC	Port	Security	·									Fabric	Binding	·									Fibre	Channel	Security	Protocol	(FC-SP)
Authentication	VM-FEX	Package	N56-VMFEX9	VM-FEX	30	The	LAN_BASE_SERVICES_PKG	gives	unlimited	static	routes	and	a	maximum	of	256	dynamic	routes	across	all	the	protocols.	31	Although	this	feature	can	be	enabled	and	configured	in	the	CLI	without	this	license,	it	will	not	function	until	the	license	is	installed.	32	Although	this	feature	can	be
enabled	and	configured	in	the	CLI	without	this	license,	it	will	not	function	until	the	license	is	installed.	33	The	LAN_BASE_SERVICES_PKG	license	should	be	installed	in	order	to	use	the	LAN_ENTERPRISE_SERVICES_PKG	license.	34	Routes	above	256	for	all	the	protocols	included	in	the	LAN_ENTERPRISE_SERVICES_PKG	license.	35	L3	IS-IS	will	be
available	starting	with	the	Cisco	NX-OS	Release	7.0(1)N1(1).	36	VXLAN	Flood	and	Learn	is	supported	from	Cisco	NX-OS	Release	7.1(0)N1(1)	and	requires	the	LAN_BASE_SERVICES_PKG	license	and	the	ENHANCED_LAYER2_PKG	license.	From	Cisco	NX-OS	Release	7.2(1)N1(1),	VXLAN	Flood	and	Learn	will	require	the	LAN_BASE_SERVICES_PKG
license	and	the	LAN_ENTERPRISE_SERVICES_PKG	license	only.	37	VXLAN	EVPN	is	supported	from	Cisco	NX-OS	Release	7.3(0)N1(1)	and	will	require	the	LAN_BASE_SERVICES_PKG	license	and	the	LAN_ENTERPRISE_SERVICES_PKG	license.	38	N56-SERVICES1K9	is	available	from	Cisco	NX-OS	Release	7.2(0)N1(1).	To	use	RISE	and	ITD	features
with	Cisco	NX-OS	Release	7.1(1)N1(1),	use	the	ENHANCED_LAYER2_PKG	license.	39	This	license	is	applicable	to	Cisco	Nexus	5672UP-16G	only.	40	This	license	is	applicable	to	Cisco	Nexus	5696	20	Port	UP	LEM	only.	The	prefix	of	the	Product	ID	number	indicates	the	platform	for	which	the	license	applies.	For	example,	N5548	indicates	that	the
license	is	for	the	Cisco	Nexus	5548	switch	only,	and	N5K	indicates	that	the	license	is	for	all	Cisco	Nexus	5000	Series	switches.	The	following	table	lists	the	feature-based	license	packages	for	the	Cisco	Nexus	5000	Series	and	Cisco	5500	Series	Platform.	Table	17.													Feature-Based	Licenses	for	the	Cisco	Nexus	5000	and	Nexus	5500	Series	Feature
License	Product	ID	Features	FabricPath	Services	Package	ENHANCED_LAYER2_PKG	N5548-EL2-SSK9	N5596-EL2-SSK9	FabricPath	FCoE	NPV	Package	FCOE_NPV_PKG	N5010-FNPV-SSK9	N5020-FNPV-SSK9	N5548-FNPV--SSK9	N5596-FNPV-SSK9	FCoE	NPV	Layer	3	Base	Services	Package	LAN_BASE_SERVICES_PKG41	N55-BAS1K9	Layer	3
Base	Services	Package	Unlimited	static	routes	and	a	maximum	of	256	dynamic	routes	·									Static	Routes	·									RIPv2	·									OSPFv2	and	OSPFv3	·									EIGRP	Stub	·									HSRP	42	·									VRRP	43	·									IGMP	v2/v3	·									PIMv2	(sparse	mode)	·									VRF	Lite	·									Routed	ACL	Layer	3	Enterprise	Services	Package
LAN_ENTERPRISE_SERVICES_PKG	44	45	N55-LAN1K9	Layer	3	Enterprise	Services	Package	N55-LAN1K9	includes	the	following	features	in	addition	to	the	ones	under	the	N55-BAS1K9	license.	·									BGP	·									PBR	·									PIMv2	(all	modes)	·									Full	EIGRP	·									uRPF	·									MSDP	·									Intelligent	Traffic	Director	(ITD)	Network	Services	Package
NETWORK_SERVICES_PKG	N55-SERVICES1K946	Remote	Integrated	Services	Engine	(RISE)	Intelligent	Traffic	Director	(ITD)47	Storage	Protocols	Services	Package	FC_FEATURES_PKG	ENTERPRISE_PKG	N5010-SSK9	N5020-SSK9	N55-8P-SSK9	N55-48P-SSK9	·									Native	Fibre	Channel	·									FCoE	·									NPV	·									FC	Port	Security	·									Fabric
Binding	·									Fibre	Channel	Security	Protocol	(FC-SP)	Authentication	VM-FEX	Package	N55-VMFEXK9	VM-FEX	41	The	LAN_BASE_SERVICES_PKG	gives	unlimited	static	routes	and	a	maximum	of	256	dynamic	routes	across	all	the	protocols.	42	Although	this	feature	can	be	enabled	and	configured	in	the	CLI	without	this	license,	it	will	not	function
until	the	license	is	installed.	43	Although	this	feature	can	be	enabled	and	configured	in	the	CLI	without	this	license,	it	will	not	function	until	the	license	is	installed.	44	The	LAN_BASE_SERVICES_PKG	license	should	be	installed	to	use	the	LAN_ENTERPRISE_SERVICES_PKG	license.	45	Routes	above	256	for	all	the	protocols	are	included	in	the
LAN_ENTERPRISE_SERVICES_PKG	license.	46	N55-SERVICES1K9	is	available	from	Cisco	NX-OS	Release	7.2(0)N1(1).	To	use	RISE	and	ITD	features	with	the	Cisco	NX-OS	Release	7.1(1)N1(1),	use	the	LAN_ENTERPRISE_SERVICES_PKG	license.	47	Starting	NXOS	7.2(0)N1(1),	LAN_ENTERPRISE_SERVICES_PKG	package	does	not	contain	ITD
license.	
You	need	to	install	NETWORK_SERVICES_PKG	package	for	ITD.	The	following	table	lists	the	feature-based	license	packages	for	the	Cisco	Nexus	4000	Series.	Table	18.													Feature-Based	Licenses	for	the	Cisco	Nexus	4000	Series	Feature	License	Product	ID	Features	Basic	Storage	Services	Package	BASIC_STORAGE_SERVICES_PKG	N4K-4005I-
SSK9	FIP	Snooping	The	following	table	lists	the	feature-based	license	packages	for	the	Cisco	Nexus	3600	platform	switches.	Table	19.													Feature-Based	Licenses	for	the	Cisco	Nexus	3600	Platform	Switches	Feature	License	Product	ID	Features	Layer	3	Enterprise	Services	Package	LAN_ENTERPRISE_SERVICES_PKG	N3K-LAN1K9	·									BGP
·									EIGRP	·									IS-IS	·									OSPFv2	and	OSPFv3	·									PIM	·									VRF-lite	·									VXLAN	VPN	Fabric	License	N3K-FAB1K9	·									InterAS	option	B	·									MPLS	Layer	3	VPN	The	following	table	lists	the	feature-based	license	packages	for	the	Cisco	Nexus	3500	Series	switches.	Table	20.													Feature-Based	Licenses	for	the	Cisco	Nexus	3500
Series	Switches	Feature	License	Product	ID	Features	24	Port	License	Package	24P_LIC_PKG	N3548-24P-LIC	24-port	license	for	the	Cisco	Nexus	3548	Series	switch.	24	Port	Upgrade	License	Package	24P_UPG_PKG	N3548-24P-UPG	24-port	upgrade	license	for	the	Cisco	Nexus	3548	Series	switch.	Cisco	Nexus	3500	Algo	Boost	License
ALGO_BOOST_SERVICES_PKG	N3548-ALGK9	Cisco	Nexus	3500	Algo	Boost	License	·									Warp	Mode	·									Warp	SPAN	·									Static	NAT	Layer	3	Base	Services	Package	LAN_BASE_SERVICES_PKG	N3548-BAS1K9	Layer	3	Base	Services	Package	·									EIGRP	stub	·									OSPFv2	(limited	routes)	·									PIMv2	(sparse	mode)	Layer	3	Enterprise
Services	Package	LAN1K9_ENT_SERVICES_PKG	48	N3524-LAN1K9	Layer	3	Enterprise	Services	Package	for	Cisco	Nexus	3524	Series	switches	·									BGP	·									PBR	·									VRF-Lite	(IP-VPN)	This	license	requires	the	Base	Services	Package.	Layer	3	Enterprise	Services	Package	LAN_ENTERPRISE_SERVICES_PKG	49	N3548-LAN1K9	·									Layer	3
Enterprise	Services	Package	for	Cisco	Nexus	3548	Series	switches	·									BGP	·									PBR	·									VRF-Lite	(IP-VPN)	This	license	requires	the	Base	Services	Package.	48For	Cisco	NX-OS	releases	prior	to	9.3(3),	the	BGP	feature	is	checked	out	from	the	LAN1K9_ENT_SERVICES_PKG	for	both	Cisco	Nexus	3524	and	3548	platform	switches.	49	For	Cisco
NX-OS	releases	prior	to	9.3(3),	the	PBR	feature	is	checked	out	from	the	LAN_ENTERPRISE_SERVICES_PKG	for	both	Cisco	Nexus	3524	and	3548	platform	switches.	Note:							After	upgrading	to	Cisco	NX-OS	Release	7.0(3)I7(7),	the	show	license	usage	command	might	display	license	mismatches	that	do	not	apply	to	Cisco	Nexus	3500	Series	switches.
A	"License	Missing"	warning	in	the	comments	section	may	also	be	displayed.	Issue	the	clear	license	sprom	command	to	recover	from	this	state.	The	following	table	lists	the	feature-based	license	packages	for	the	Cisco	Nexus	3000	Series.	
Table	21.													Feature-Based	Licenses	for	the	Cisco	Nexus	3000	Series	Feature	License	Product	ID	Features	16	Port	License	Upgrade	Package	16P_UPG_PKG	N3K-16T-UPG	16-port	upgrade	license	for	Cisco	Nexus	3172TQ	switches.	This	is	the	upgrade	license	to	enable	16	ports,	and	it	can	only	be	applied	to	N3K-C3172TQ-32T.	32	Port	License
Package	32P_LIC_PKG	N3K-32X-LIC	Default	32-port	license	for	the	Cisco	Nexus	3172TQ	switches.	16	Port	License	Upgrade	Package	16P_UPG_PKG	N3064T-16T-UPG	16-port	upgrade	license	for	Cisco	Nexus	3164T	switch.	32	Port	License	Package	32P_LIC_PKG	N3064T-32T-LIC	32-port	license	for	Cisco	Nexus	3164T	switch.	Layer	3	Base	Services
Package	LAN_BASE_SERVICES_PKG	N3K-BAS1K9	·									EIGRP	stub	·									OSPFv2	(limited	routes)	·									PIMv2	(sparse	mode)	Note:	Only	the	Cisco	Nexus	3016,	3048,	3064,	3132Q,	3132Q-XL,	and	3172	switches	require	the	Layer	3	Base	Services	Package.	The	Cisco	Nexus	3132C-Z,	3164Q,	31128PQ,	3100-V,	32xx,	and	34xx	switches	require	the
Layer	3	Enterprise	Services	Package	(rather	than	the	Layer	3	Base	Services	Package)	to	support	these	routing	protocols.	Layer	3	Enterprise	Services	Package	LAN_ENTERPRISE_SERVICES_PKG	N3K-LAN1K9	N3K-LAN2K9	(for	Cisco	Nexus	3264C-E,	3408-S,	3432D-S,	and	3464C	switches)	·									BGP	·									Policy-Based	Routing	·									Generic	routing
encapsulation	(GRE)	tunnels	Hardware	Streaming	Telemetry	Package	HW_STREAMING_TELEMETRY_PKG	N3K-STR1K9	(for	Cisco	Nexus	34180YC	switches)	N3K-STR2K9	(for	the	Cisco	Nexus	3464C,	3408-S,	and	3432D-S	switches)	In-band	and	postcard	telemetry	Note:	This	license	is	available	beginning	with	Cisco	NX-OS	Release	9.2(3).	Any	attempt
to	install	this	license	for	a	prior	release	will	fail.	When	you	downgrade	from	Cisco	NX-OS	Release	9.2(3)	to	an	earlier	release,	the	features	that	use	the	hardware	streaming	telemetry	license	continue	to	work	in	honor	mode	in	the	downgraded	version.	In	addition,	the	output	of	the	show	license	usage	command	continues	to	include	entries	for	these
unsupported	licenses.	
Module-based	Licenses	Module-based	licenses	make	features	available	to	one	module	on	the	physical	device,	so	you	need	one	copy	of	the	license	for	each	module	that	you	want	to	enable	the	features	on.	Each	license	only	supports	the	listed	features.	Licenses	may	be	specific	to	a	particular	hardware	platform	or	module.	Any	feature	not	included	in	a
license	package	is	bundled	with	the	Cisco	NX-OS	software	and	is	provided	at	no	extra	charge	to	you.	This	table	lists	the	module	license	packages	for	the	Cisco	Nexus	7000	Series,	which	includes	Cisco	Nexus	7000	switches	and	Cisco	Nexus	7700	switches.	Table	22.													Module-Based	Licenses	for	the	Cisco	Nexus	7000	Series	Module	License
Product	ID	Features	FCoE	Services	Package	(FCOE_PKG)	N7K-FCOE-F132XP=	·									Fibre	Channel	over	Ethernet	(FCoE)	Note		You	do	not	need	the	Advanced	Services	Package	to	enable	the	storage	VDC	required	for	FCoE.	FCoE	F2-Series	(FCoE_F2)	N7K-FCOE-F248XP	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7000	48-port	10G	SFP+
(F2)	N77-FCOE-F248XP	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7700	Enhanced	F2E	Series	48	Port	10G	(SFP+)	FCoE	F3-Series	(FCoE_F3)	N7K-FCOE-F312FQ	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7000	F3	Series	12-port	40-Gigabit	Ethernet	QSFP+	module	N7K-FCOE-F348XP	Fibre	Channel	over	Ethernet	(FCoE)	for
Cisco	Nexus	7000	F3	Series	48-port	10-Gigabit	Ethernet	SFP+	module	N77-FCOE-F324FQ	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7700	F3	Series	24-port	40-Gigabit	Ethernet	QSFP+	module	N77-FCOE-F348XP	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7700	F3	Series	48-port	10-Gigabit	Ethernet	SFP+	module	Note:							The
licenses	are	independent	of	each	other.	If	you	want	to	use	features	that	are	covered	by	different	licenses,	you	must	install	all	appropriate	licenses.	For	example,	if	you	want	to	use	EIGRP	and	VDCs	on	the	Cisco	Nexus	7000	Series,	you	must	install	both	the	Enterprise	Services	Package	license	and	the	Advanced	Services	Package	license.	Bundle/Chassis-
based	Licenses	Bundle/Chassis-based	licensing	makes	the	Fibre	Channel	over	Ethernet	(FCoE)	feature	available	for	all	supported	line	card	modules	such	as	F2	and	F3	for	that	particular	chassis	with	max	counts	supported	by	that	chassis.	Note:							Bundle/Chassis-based	licensing	is	not	supported	for	the	Cisco	Nexus	7000	series.	This	table	lists	the
bundle/chassis-based	licenses	for	the	Cisco	Nexus	7700	Series.	Table	23.													Bundle/Chassis-Based	Licenses	for	the	Cisco	Nexus	7700	Series	Bundle/Chassis	Product	ID	Features	N7706-FCOE-10G=	N77-FCOE-F248XP	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7706	F2	Series	48-port	10-Gigabit	Ethernet	SFP+	Module	(Maximum	of	4
modules)	N77-FCOE-F348XP	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7706	F3	Series	48-port	10-Gigabit	Ethernet	SFP+	Module	(Maximum	of	4	modules)	N7710-FCOE-10G=	N77-FCOE-F248XP	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7710	F2	Series	48-port	10-Gigabit	Ethernet	SFP+	Module	(Maximum	of	8	modules)	N77-
FCOE-F348XP	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7710	F3	Series	48-port	10-Gigabit	Ethernet	SFP+	Module	(Maximum	of	8	modules)	N7718-FCOE-10G=	N77-FCOE-F248XP	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7718	F2	Series	48-port	10-Gigabit	Ethernet	SFP+	Module	(Maximum	of	16	modules)	N77-FCOE-F348XP
Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7718	F3	Series	48-port	10-Gigabit	Ethernet	SFP+	Module	(Maximum	of	16	modules)	N7706-FCOE-40G=	N77-FCOE-F248XP	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7706	F2	Series	48-port	10-Gigabit	Ethernet	SFP+	Module	(Maximum	of	4	modules)	N77-FCOE-F348XP	Fibre	Channel
over	Ethernet	(FCoE)	for	Cisco	Nexus	7706	F3	Series	48-port	10-Gigabit	Ethernet	SFP+	Module	(Maximum	of	4	modules)	N77-FCOE-F324FQ	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7706	F3	Series	24-port	40-Gigabit	Ethernet	QSFP+	Module	(Maximum	of	4	modules)	N7710-FCOE-40G=	N77-FCOE-F248XP	Fibre	Channel	over	Ethernet
(FCoE)	for	Cisco	Nexus	7710	F2	Series	48-port	10-Gigabit	Ethernet	SFP+	Module	(Maximum	of	8	modules)	N77-FCOE-F348XP	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7710	F3	Series	48-port	10-Gigabit	Ethernet	SFP+	Module	(Maximum	of	8	modules)	N77-FCOE-F324FQ	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7710	F3
Series	24-port	40-Gigabit	Ethernet	QSFP+	Module	(Maximum	of	8	modules)	N7718-FCOE-40G=	N77-FCOE-F248XP	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7718	F2	Series	48-port	10-Gigabit	Ethernet	SFP+	Module	(Maximum	of	16	modules)	N77-FCOE-F348XP	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7718	F3	Series	48-port
10-Gigabit	Ethernet	SFP+	Module	(Maximum	of	16	modules)	N77-FCOE-F324FQ	Fibre	Channel	over	Ethernet	(FCoE)	for	Cisco	Nexus	7718	F3	Series	24-port	40-Gigabit	Ethernet	QSFP+	Module	(Maximum	of	16	modules)	Honor	Mode	Licensing	Starting	from	Cisco	NX-OS	Releases	8.2(4)	and	8.4(1),	Honor	Mode	Licensing	is	supported	on	Cisco	Nexus
7000	Series	switches.	Honor	mode	licensing	allows	you	to	enable	or	continue	using	a	feature	without	having	a	valid	license	for	that	feature.	In	such	a	scenario,	a	syslog	is	generated	once	every	7	days	until	you	acquire	the	required	license.	An	example	of	such	a	syslog	is	given	below.	%LICMGR-2-LOG_LIC_MISSING_WARNING:	A	feature	that	requires
LAN_ENTERPRISE_SERVICES_PKG	license	is	not	installed.	System	supports	honor	based	licensing	so	feature	will	continue	to	be	fully	functional.	Use	'show	license	usage	'	to	find	features	using	missing	license.	
		Licensing	Terminology	The	following	terms	are	used	in	this	document:	Licensed	feature	Permission	to	use	a	particular	feature	through	a	license	file,	a	hardware	object,	or	a	legal	contract.	This	permission	is	limited	to	the	number	of	users,	number	of	instances,	time	span,	and	the	implemented	device.	Licensed	application	A	software	feature	that
requires	a	license	to	be	used.	License	enforcement	A	mechanism	that	prevents	a	feature	from	being	used	without	first	obtaining	a	license.	Node-locked	license	A	license	that	can	only	be	used	on	a	particular	device	using	the	device’s	unique	host	ID.	Host	IDs	A	unique	chassis	serial	number	that	is	specific	to	each	device.	
Software	license	claim	certificate	A	document	entitling	its	rightful	owner	to	use	licensed	features	on	one	device	as	described	in	that	document.	Product	Authorization	Key	(PAK)	The	PAK	allows	you	to	obtain	a	license	key	from	one	of	the	sites	listed	in	the	software	license	claim	certificate	document.	After	registering	at	the	specified	website,	you	will
receive	your	license	key	file	and	installation	instructions	through	e-mail.	License	key	file	A	device-specific	unique	file	that	specifies	the	licensed	features.	Each	file	contains	digital	signatures	to	prevent	tampering	and	modification.	License	keys	are	required	to	use	a	licensed	feature.	License	keys	are	enforced	within	a	specified	time	span.	Missing
license	Once	a	license	is	installed,	the	license	file	can	be	deleted	from	bootflash	as	the	license	is	copied	to	the	internal	file	system.	If	the	internal	file	system	becomes	corrupted	or	a	supervisor	module	is	replaced	after	you	have	installed	a	license,	the	license	shows	as	missing	although	the	feature	continues	to	work.	In	this	case,	copy	the	license	file
(.lic)	into	bootflash	and	reinstall	it	as	soon	as	possible.	Evaluation	license	A	temporary	license.	
Evaluation	licenses	are	time	bound	(valid	for	a	specified	number	of	days)	and	are	tied	to	a	host	ID	(device	serial	number).	Note:							Temporary	licenses	with	an	expiry	date	are	available	for	evaluation	and	lab	use	purposes.	They	are	strictly	not	allowed	to	be	used	in	production.	Please	use	a	permanent	or	subscription	license	that	has	been	purchased
through	Cisco	for	production	purposes.	Permanent	license	A	license	that	is	not	time	bound	is	called	a	permanent	license.	Grace	period	The	amount	of	time	the	features	in	a	license	package	can	continue	functioning	without	a	license.	Support	If	you	purchased	Cisco	support	through	a	Cisco	reseller,	contact	the	reseller	directly.	If	you	purchased	support
directly	from	Cisco,	contact	Cisco	Technical	Support	at	this	URL:	support/tsd_cisco_worldwide_contacts.html	Licensing	Virtualization	Support	On	the	Cisco	Nexus	7000	Series,	you	install	and	manage	licenses	on	the	physical	device	in	the	default	virtual	device	context	(VDC	1).	Licenses	apply	to	features	in	all	VDCs	and	Virtual	Routing	and	Forwarding
instances	(VRFs)	on	the	physical	device.	You	do	not	need	to	obtain	a	separate	license	for	each	VDC	or	VRF.	For	more	information	on	VDCs,	see	the	Cisco	Nexus	7000	Series	NX-OS	Virtual	Device	Context	Configuration	Guide.	
Licensing	High	Availability	As	with	other	Cisco	NX-OS	features,	the	licensing	feature	also	maintains	the	following	high-availability	standards:	●			Installing	any	license	in	the	device	is	a	nondisruptive	process.	●			Installing	a	license	automatically	saves	a	copy	of	permanent	licenses	to	the	chassis.	●			If	you	have	enabled	the	grace	period	feature,
enabling	a	licensed	feature	that	does	not	have	a	license	key	starts	a	counter	on	the	grace	period.	You	then	have	120	days	to	install	the	appropriate	license	keys,	disable	the	use	of	that	feature,	or	disable	the	grace	period	feature.	If	at	the	end	of	the	120-day	grace	period	the	device	does	not	have	a	valid	license	key	for	the	feature,	the	Cisco	NX-OS
software	automatically	disables	the	feature	and	removes	the	configuration	from	the	device.	Note:							The	Cisco	Nexus	9000	Series	and	Cisco	Nexus	3000	Series	do	not	support	the	grace	period	feature.	Note:							The	Cisco	Nexus	7000	Series	switches	support	grace	period	on	Cisco	NX-OS	Release	8.2(3)	and	earlier	8.x	releases.	
From	Cisco	NX-OS	Releases	8.2(4)	and	8.4(1),	Grace	period	is	not	supported	on	Cisco	Nexus	7000	Series	switches.	Note:							Some	licenses,	for	example	Cisco	TrustSec	for	the	Cisco	Nexus	7000	Series	or	Layer	3	Enterprise	Services	for	the	Cisco	Nexus	5000	Series,	do	not	have	a	grace	period.	Devices	with	dual	supervisors	have	the	following
additional	high-availability	features:	●			The	license	software	runs	on	both	supervisor	modules	and	provides	failover	protection.	●			The	license	key	file	is	mirrored	on	both	supervisor	modules.	Even	if	both	supervisor	modules	fail,	the	license	file	continues	to	function	from	the	version	that	is	available	on	the	chassis.	Release	History	for	Licensing	This
table	lists	the	release	history	for	this	feature.	Table	24.													Release	History	for	Licensing	License	Release	Notes	10G/25G/40G/100G	Fixed	Platform	(XF2)	License	Cisco	Nexus	NX-OS	Release	10.2(3)F	Introduced	for	the	N9K-C9348D-GX2A	and	N9K-C9364D-GX2A	platform	switches	Synchronous	Ethernet	(SyncE)	add-on	license	Cisco	Nexus	NX-OS
Release	10.1(2)	Support	for	the	SyncE	add-on	license.	
C1P1TN9500M4-3Y	C1P1TN9500M4-5Y	C1P1TN9500M816-3Y	C1P1TN9500M816-5Y	(not	ACI)	Cisco	Nexus	NX-OS	Release	9.3(5)	Introduced	for	the	Cisco	Nexus	9500	Series	switches.	SyncE	add-on	license	Cisco	Nexus	NX-OS	Release	9.3(5)	Introduced	Synchronous	Ethernet	(SyncE)	add-on	license	for	the	Cisco	Nexus	93180YC-FX3S	platform
switch.	ACI-SEC-XF	license	Cisco	Nexus	NX-OS	Release	9.3(5)	Added	support	for	Secure	VXLAN	EVPN	Multi-Site	using	CloudSec	licensing.	Note		Secure	VXLAN	EVPN	Multi-Site	using	CloudSec	licensing	support	is	available	with	the	ACI-SEC-XF	license.	
Note		For	Cisco	Nexus	NX-OS	Release	9.3(5),	Secure	VXLAN	EVPN	Multi-Site	using	CloudSec	is	supported	only	on	Cisco	Nexus	9300-FX2	platform	switches,	ACI-STRG,	C1-N9K-STRG-XF-3Y,	and	C1-N9K-STRG-XF-5Y	licenses	Cisco	Nexus	NX-OS	Release	9.3(3)	Introduced	for	the	Cisco	Nexus	93180YC-FX	platform	switch.	N3K-STR2K9	license	Cisco
Nexus	NX-OS	Release	9.3(3)	Added	support	for	the	Cisco	Nexus	3408-S	and	3432D-S	switches.	
N93-LAN1K9-XF2	license	Cisco	Nexus	NX-OS	Release	9.3(3)	Introduced	for	the	Cisco	Nexus	9300-GX	switches.	NX-OS	Advantage	license	Cisco	Nexus	NX-OS	Release	9.3(3)	Added	support	for	the	Cisco	Nexus	3132Q	(excluding	the	3132Q-40GE),	3172,	3172PQ,	3172TQ,	31128PQ,	3100-V,	3232C,	3264Q,	and	3500	switches.	Note		The	Cisco	Nexus
3132Q,	3172,	3172PQ,	and	3172TQ	platform	switches	support	the	NX-OS	Advantage	license	only	when	running	in	N9K	mode.	You	can	view	the	switch	mode	using	the	show	system	switch-mode	command.	NXOS-ES-XF2	and	NXOS-AD-XF2	licenses	Cisco	Nexus	NX-OS	Release	9.3(3)	Introduced	for	the	Cisco	Nexus	9300-GX	switches.	NXOS-SEC-XF
license	Cisco	Nexus	NX-OS	Release	9.3(3)	Added	support	for	the	Cisco	Nexus	93216TC-FX2	and	93360YC-FX2	platform	switches.	C1P1TN9300GF-3Y	C1P1TN9300GF-5Y	C1P1TN9300XF-3Y	C1P1TN9300XF-5Y	C1P1TN9300XF2-3Y	C1P1TN9300XF2-5Y	Cisco	Nexus	NX-OS	Release	9.3(2)	Introduced	for	the	Cisco	Nexus	9300	Series	switches.	Honor
mode	syslog	in	the	output	of	the	show	license	usage	command	Cisco	Nexus	NX-OS	Release	9.3(1)	Introduced	for	the	Cisco	Nexus	3000,	3500,	3600,	and	9000	Series	switches.	
NX-OS	Advantage	license	Cisco	Nexus	NX-OS	Release	9.3(1)	Introduced	for	the	Cisco	Nexus	3132C-Z,	3264C-E,	3636C-R,	and	36180YC-R	switches.	NX-OS	Essentials	license	Cisco	Nexus	NX-OS	Release	9.3(1)	Introduced	for	the	Cisco	Nexus	3132C-Z,	3132Q	(excluding	the	3132Q-40GE),	3172,	3172PQ,	3172TQ,	31128PQ,	3100-V,	3232C,	3264C-E,
3264Q,	3464C,	34180YC,	3500,	3636C-R,	and	36180YC-R	switches.	NX-OS	Essentials	and	Advantage	licenses	Cisco	Nexus	NX-OS	Release	9.3(1)	Recommended	that	the	-XF2	licenses	be	purchased	for	Cisco	Nexus	3000	Series	switches	and	Cisco	Nexus	9364C	switches.	NXOS-SEC-XF	license	Cisco	Nexus	NX-OS	Release	9.3(1)	Added	support	for	the
Cisco	Nexus	9332C,	9348C-FXP,	and	9364C	platform	switches.	DCN	(ACI+NX-OS)	Essentials	and	Advantage	license	packages	and	add-on	licenses	Cisco	Nexus	NX-OS	Release	9.2(3)	Introduced	for	the	Cisco	Nexus	9300	platform	switches.	N3K-LAN2K9	license	Cisco	Nexus	NX-OS	Release	9.2(3)	Added	support	for	the	Cisco	Nexus	3264C-E	and	3464C
switches.	N3K-STR1K9	license	Cisco	Nexus	NX-OS	Release	9.2(3)	Added	support	for	the	Cisco	Nexus	34180YC	switch.	N3K-STR2K9	license	Cisco	Nexus	NX-OS	Release	9.2(3)	Added	support	for	the	Cisco	Nexus	3464C	switch.	N9K-LIC1-24P,	N9K-EX-24P-UPG=,	and	N9K-FX-24P-UPG=	licenses	Cisco	Nexus	NX-OS	Release	9.2(3)	Added	these	24-port
licenses	for	the	Cisco	Nexus	93108TC-EX,	93108TC-FX,	93180YC-EX,	and	93180YC-FX	switches.	N3K-LAN2K9	license	Cisco	Nexus	NX-OS	Release	9.2(2v)	Added	support	for	the	Cisco	Nexus	3432D-S	switch.	N3K-LAN2K9	license	Cisco	Nexus	NX-OS	Release	9.2(2t)	Added	support	for	the	Cisco	Nexus	3408-S	switch.	NXOS-SEC-XF	license	Cisco	Nexus
NX-OS	Release	9.2(1)	Added	this	license	for	Cisco	Nexus	9000	Series	ToR	switches	that	support	MACsec.	
Honor	Mode	Licensing	Cisco	Nexus	NX-OS	Release	8.4(1)	Cisco	Nexus	NX-OS	Release	8.2(4)	Introduced	for	the	Cisco	Nexus	7000	Series	switches.	ENHANCED_LAYER2_PKG	license	Cisco	NX-OS	Release	8.2(1)	iCAM	feature	is	available	under	the	ENHANCED_LAYER2_PKG	license	on	Cisco	Nexus	7000	Series	switches.	N95-FAB1K9	and	N3K-FAB1K9
licenses	Cisco	NX-OS	Release	7.0(3)F3(3)	Added	support	for	the	InterAS	option	B	and	MPLS	Layer	3	VPN	features.	N3K-LAN1K9	license	Cisco	NX-OS	Release	7.0(3)F3(1)	Added	support	for	the	Cisco	Nexus	3600	platform	switches.	ACI	Premier	license	packages	Cisco	Nexus	NX-OS	Release	7.0(3)I7(7)	Introduced	for	the	Cisco	Nexus	9300	Series
switches.	NX-OS	Essentials	and	Advantage	licenses	Cisco	Nexus	NX-OS	Release	7.0(3)I7(7)	The	-XF2	licenses	now	have	priority	over	the	-XF	licenses	for	Cisco	Nexus	3000	and	3600	Series	switches	and	Cisco	Nexus	9364C	switches.	NXOS-ES-XF2,	NXOS-AD-XF2,	and	NXOS-NDB	licenses	Cisco	Nexus	9000	Series	NX-OS	Release	7.0(3)I7(6)	Introduced



for	the	Cisco	Nexus	9364C	switch.	N93-LAN1K9-XF2	license	Cisco	Nexus	9000	Series	NX-OS	Release	7.0(3)I7(6)	Introduced	for	the	Cisco	Nexus	9364C	switch.	NX-OS	Essentials	and	Advantage	license	packages	and	NX-OS	upgrade	licenses	Cisco	Nexus	9000	Series	NX-OS	Release	7.0(3)I7(3)	Introduced	for	the	Cisco	Nexus	9000	Series	switches.
NXOS-SEC-XM	license	Cisco	Nexus	9000	Series	NX-OS	Release	7.0(3)I7(2)	Added	support	for	the	MACsec	feature	for	Cisco	EoR	switches.	FC	NPV	and	FCoE	NPV	licenses	Cisco	Nexus	9000	Series	NX-OS	Release	7.0(3)I7(2)	Added	support	for	FC	and	FCoE	NPV.	
N95-FAB1K9	and	N93-FAB1K9	licenses	Cisco	Nexus	9000	Series	NX-OS	Release	7.0(3)I7(1)	Added	support	for	the	Pervasive	Load	Balancing,	Tenant	Routed	Multicast,	and	VXLAN	EVPN	Multi-Site	features.	N93-1G-LAN1K9	license	Cisco	Nexus	9000	Series	NX-OS	Release	7.0(3)I7(1)	Introduced	this	license	for	the	Cisco	Nexus	N9K-C9348GC-FXP
switch.	N95-SERVICES1K9	and	N93-SERVICES1K9	Cisco	Nexus	9000	Series	NX-OS	Release	7.0(3)I7(1)	Added	support	for	the	iCAM	feature.	N3K-FAB1K9,	N95-FAB1K9,	and	N93-FAB1K9	licenses	Cisco	Nexus	3000	and	9000	Series	NX-OS	Release	7.0(3)I6(1)	Added	support	for	the	Layer	3	EVPN	over	segment	routing	MPLS	feature.	N95-
SERVICES1K9	and	N93-SERVICES1K9	licenses	Cisco	Nexus	9000	Series	NX-OS	Release	7.0(3)I6(1)	Added	support	for	the	catena	and	smart	channel	features.	N93-LAN1K9	license	Cisco	Nexus	9000	Series	NX-OS	Release	7.0(3)I4(2)	Added	support	for	the	non-blocking	multicast	(NMB)	feature	on	Cisco	Nexus	9236C,	9272Q,	and	92160YC-X	switches.	
N3K-LAN1K9	license	Cisco	Nexus	9000	Series	NX-OS	Release	7.0(3)I4(1)	Added	support	for	the	Cisco	Nexus	3100-V	switches.	N95-FNPV1K9	license	and	N93-FNPV1K9	license	Cisco	Nexus	9000	Series	NX-OS	Release	7.0(3)I3(1)	Added	these	licenses	to	support	FCoE	NPV	on	Cisco	Nexus	9500	and	9300	Series	switches.	N93-LAN1K9	license	Cisco
Nexus	9000	Series	NX-OS	Release	7.0(3)I3(1)	Added	support	for	the	Cisco	Nexus	9200	Series	switches.	N3K-LAN1K9	license	Cisco	Nexus	3232C	and	3264Q	NX-OS	Release	7.0(3)IX1(2)	Added	support	for	the	Cisco	Nexus	3232C	and	3264Q	switches.	N3172T-32T-LIC,	N3172T-16T-UPG	Cisco	Nexus	3000	Series	NX-OS	Release	7.0(3)I2(1)	N3172T-32T-
LIC	is	the	default	32-port	license	for	Cisco	Nexus	3172TQ	switches.	N3172T-16T-UPG	is	the	16-port	upgrade	license	for	Cisco	Nexus	3172TQ	switches.	This	is	the	upgrade	license	to	enable	16	ports	and	it	can	only	be	applied	to	N3K-C3172TQ-32T.	N3K-LAN1K9	license	Cisco	Nexus	3000	Series	NX-OS	Release	7.0(3)I2(1)	Added	support	for	the	Cisco
Nexus	31128PQ	switch	and	the	Cisco	Nexus	3100	Series	switches	in	N9K	mode.	
N95-LAN1K9	and	N93-LAN1K9	licenses	Cisco	Nexus	9000	Series	NX-OS	Release	7.0(3)I2(1)	Added	support	for	PIM	bidirectional	mode	and	Source-Specific	Multicast	(SSM)	mode.	
N6K-SERVICES1K9,	N56-SERVICES1K9,	and	N55-SERVICES1K9	Cisco	Nexus	5500,	5600,	and	6000	Series	NX-OS	Release	7.2(0)N1(1)	Added	these	licenses	to	support	the	Intelligent	Traffic	Director	(ITD)	and	Remote	Integrated	Services	Engine	(RISE)	on	the	Cisco	Nexus	5500,	5600	and	6000	Series	switches.	N95-SERVICES1K9	license	and	N93-
SERVICES1K9	license	Cisco	Nexus	9000	Series	NX-OS	Release	7.0(3)I1(2)	Added	these	licenses	to	support	the	Intelligent	Traffic	Director	(ITD)	on	the	Cisco	Nexus	9500	and	9300	Series	switches.	N95-LAN1K9	license	Cisco	Nexus	9000	Series	NX-OS	Release	7.0(3)I1(2)	Added	VXLAN	and	BGP	eVPN	control	plane	support	for	the	Cisco	Nexus	9500
Series	switches.	FCoE	F3	Series	Cisco	Nexus	7000	Series	NX-OS	Release	7.2(0)D1(1)	Added	licenses	for	FCoE	on	F3	Series	modules.	MPLS	Cisco	Nexus	7000	Series	NX-OS	Release	7.2(0)D1(1)	Added	license	for	MPLS	on	Cisco	Nexus	7700	switches.	N93-LAN1K9	license	and	N3K-LAN1K9	license	Cisco	Nexus	9000	Series	NX-OS	Release	7.0(3)I1(1)
Added	support	for	the	BGP	eVPN	control	plane	for	the	Cisco	Nexus	9300	Series	switches	and	the	Cisco	Nexus	3164Q	switch.	N95-LAN1K9	license,	N93-LAN1K9	license,	and	N3K-LAN1K9	license	Cisco	Nexus	9000	Series	NX-OS	Release	6.1(2)I3(1)	Added	support	for	policy-based	routing.	N3K-LAN1K9	license	Cisco	Nexus	9000	Series	NX-OS	Release
6.1(2)I2(2a)	Added	support	for	the	Cisco	Nexus	3164Q	switch.	N93-LAN1K9	license	Cisco	Nexus	9000	Series	NX-OS	Release	6.1(2)I2(1)	Added	the	license	for	the	Cisco	Nexus	9300	Series	switches.	
N95-LAN1K9	license	Cisco	Nexus	9000	Series	NX-OS	Release	6.1(2)I1(1)	Added	the	license	for	the	Cisco	Nexus	9500	Series	switches.	N77-LAN1K9	license	N77-VDC1K9	license	N77-EL21K9	license	N77-SAN1K9	license	Cisco	Nexus	7000	Series	NX-OS	Release	6.2(2)	Added	licenses	for	the	Cisco	Nexus	7718	switch	and	the	Cisco	Nexus	7710	switch.
Layer	3	Base	Services	Package	Cisco	Nexus	3548	Switch	NX-OS	Release	5.0(3)A1(1)	Added	the	Cisco	Nexus	3548	Layer	3	Base	License.	Layer	3	Enterprise	Services	Package	Cisco	Nexus	3548	Switch	NX-OS	Release	5.0(3)A1(1)	Added	the	Cisco	Nexus	3548	Layer	3	Enterprise	License.	Static	NAT,	Warp	Mode,	Warp	SPAN	Cisco	Nexus	3548	Switch
NX-OS	Release	5.0(3)A1(1)	Added	the	new	3500	Algo	Boost	License.	
N7K-C7004-XL	license	Cisco	Nexus	7000	Series	NX-OS	Release	6.1(2)	Added	the	Cisco	Nexus	7004	Scalable	Feature	License.	
VDC	and	FCoE	F2	Series	Cisco	Nexus	7000	Series	NX-OS	Release	6.1(1)	Added	licenses	for	VDCs	and	FCoE	on	F2	Series	modules.	Removed	Cisco	TrustSec	from	the	Advanced	Services	Package.	MPLS,	LISP,	and	FCoE	Cisco	Nexus	7000	Series	NX-OS	Release	5.2(1)	Added	licenses	for	the	MPLS,	LISP,	and	FCoE	features.	
Grace	period	Cisco	Nexus	7000	Series	NX-OS	Release	4.2(1)	Automatic	checkpoints	are	created	for	configured	licensed	features	when	the	grace	period	expires.	Smart	Software	Licensing	for	Cisco	Nexus	7000	Series	Switches	Smart	Software	Licensing	Overview	Cisco	Smart	Licensing	is	a	flexible	licensing	model	that	provides	you	with	an	easier,
faster,	and	more	consistent	way	to	purchase	and	manage	software	across	the	Cisco	portfolio	and	across	your	organization.	And	it’s	secure	–	you	control	what	users	can	access.	With	Smart	Licensing	you	get:	●			Easy	Activation:	Smart	Licensing	establishes	a	pool	of	software	licenses	that	can	be	used	across	the	entire	organization—no	more	PAKs
(Product	Activation	Keys).	●			Unified	Management:	My	Cisco	Entitlements	(MCE)	provides	a	complete	view	into	all	of	your	Cisco	products	and	services	in	an	easy-to-use	portal,	so	you	always	know	what	you	have	and	what	you	are	using.	●			License	Flexibility:	Your	software	is	not	node-locked	to	your	hardware,	so	you	can	easily	use	and	transfer
licenses	as	needed.	To	use	Smart	Licensing,	you	must	first	set	up	a	Smart	Account	on	Cisco	Software	Central	(software.cisco.com).	For	a	more	detailed	overview	on	Cisco	Licensing,	go	to	cisco.com/go/licensingguide.	Traditional	Licensing	Overview	Traditional	licensing	at	Cisco	is	a	legacy	licensing	model	based	on	Product	Activation	Keys	(PAK)	and
Unique	Device	Identifiers	(UDI).	On	most	Cisco	NX-OS	7000	Series	Switches,	capacity	needs	are	assessed	prior	to	obtaining	and	installing	a	.tar	file	on	switches	to	retrieve	the	UDI.	Customers	place	an	order	for	a	PAK,	and	the	PAK	is	emailed	to	the	user.	A	combination	of	them.	UDI	and	PAK	is	used	to	receive	a	license	file	that	is	installed	in	the	boot
directory	of	the	switch	to	complete	the	installation	of	the	Cisco	NX-OS	software.	The	License	Registration	Portal	(LRP)	is	available	to	help	migrate	traditional	licenses	to	smart	licenses.	
To	access	the	LRP,	obtain	training,	and	manage	licenses,	go	to		.	You	can	convert	the	traditional	license	to	a	smart	license	in	the	following	ways:	●			Converting	a	Traditional	License	to	a	Smart	License	●			Converting	a	Traditional	License	to	a	Smart	License—CLI	Version	Comparing	Licensing	Models	Two	types	of	licensing	models	are	used	for
the	Cisco	Nexus	7000	Series	Switches—traditional	licensing	and	Smart	Software	Licensing.	Table	25.													Comparison	Between	Traditional	Licensing	and	Smart	Software	Licensing	Description	Traditional	Licensing	Smart	Software	Licensing	License	instance	node	locked	to	the	product	instance	Yes	No	Product	registration	upon	configuration	No
Yes	Offers	tools	to	report,	monitor,	own,	and	consume	No	Yes	Requires	Smart	Call	Home	No	Yes	Guidelines	and	Limitations	for	Smart	Software	Licensing	●			You	cannot	use	both	traditional	licensing	and	Smart	Software	Licensing	at	the	same	time	on	the	Cisco	Nexus	7000	Series	Switches.	●			Smart	Software	Licensing	is	not	supported	on	Cisco	N-
Port	Virtualizer	(Cisco	NPV)	devices.	●			Port	licenses	will	be	in	out-of-compliance	state	when	you	move	from	a	traditional	license	to	a	Smart	Software	License.	Smart	Accounts	and	Virtual	Accounts	●			A	Smart	account	provides	you	with	a	single	location	for	all	smart-account	enabled	products	and	licenses.	It	assists	you	in	speedy	procurement,
deployment,	and	maintenance	of	your	Cisco	software.	If	you	are	requesting	a	Smart	account	on	behalf	of	an	organization,	you	must	have	the	authority	to	represent	the	requesting	organization	when	creating	a	Smart	account.	After	submitting	the	request,	the	request	goes	through	an	approval	process	before	you	are	provided	with	access	to	your	Smart
account.	Go	to			to	learn	about,	set	up,	and	manage	a	Smart	account.	●			A	virtual	account	is	a	subaccount	within	a	Smart	account.	You	can	define	the	virtual	account's	structure	based	on	organizational	layout,	business	function,	geography,	or	any	defined	hierarchy.	Virtual	accounts	can	be	created	and	maintained	only	by	Smart	account	administrators.
Smart	Software	Manager	Overview	Smart	Software	Manager	enables	the	management	of	software	licenses	and	Smart	accounts	from	a	single	portal.	The	interface	allows	you	to	activate	your	product,	manage	entitlements,	renew,	and	upgrade	software.	An	active	Smart	account	is	required	to	complete	the	registration	process.	To	access	the	Smart
Software	Manager,	go	to		.	You	must	add	the	following	information	in	the	Smart	Software	Manager:	●			Trusted	Unique	Identifier—This	is	the	device	ID	(Secure	Unique	Device	Identifier	(SUDI)).	●			Organizational	Identifier—This	is	a	numerical	format	to	associate	a	product	with	a	Smart	account	or	Virtual	account.	●			Licenses	consumed—Allows	the
Smart	Software	Manager	to	understand	the	license	type	and	the	level	of	consumption.	Smart	Call	Home	Overview	Note:							You	must	configure	the	DNS	client	and	virtual	routing	and	forwarding	(VRF)	before	using	Smart	Call	Home.	For	more	information,	see	Configuring	DNS	Client	and	Configuring	VRFs	To	Send	Messages	Using	HTTP.	Use	the
Smart	Call	Home	feature	to	communicate	with	the	Smart	Software	Manager.	
Smart	Call	Home	is	enabled	automatically	when	you	configure	Smart	Software	Licensing.	
On	Cisco	Nexus	7000	Series	Switches,	Smart	Software	Licensing	is	not	enabled	by	default.	The	Smart	Call	Home	(SCH)	server	runs	on	the	Cisco	Smart	Software	Manager	(CSSM)	satellite	by	default.	
You	can	access	this	service	using	the	following	URL:	https:///Transportgateway/services/DeviceRequestHandler	Provide	this	URL	as	part	of	Smart	Call	Home	configuration	so	that	the	device	registration	works	with	the	CSSM	satellite.	For	a	sample	configuration,	see	Configuration	Examples	for	Smart	Software	Licensing.	Smart	Call	Home	creates	a
CiscoTAC-1	profile.	The	associated	Smart	Call	Home	messages	are	sent	to	the	Smart	Software	Manager	only	after	enabling	Smart	Call	Home.	For	switches	in	which	Smart	Software	Licensing	is	enabled	by	default,	Smart	Call	Home	is	also	enabled	by	default,	along	with	the	associated	messages.	
To	disable	Smart	Software	Licensing,	see	Disabling	Smart	Software	Licensing.			Smart	Software	Manager	Satellite	Smart	Software	Manager	satellite	is	a	component	of	Smart	Software	Licensing	and	works	in	conjunction	with	the	Smart	Software	Manager	to	manage	software	licenses.	You	can	intelligently	manage	product	licenses	and	get	near	real-
time	visibility	and	reports	pertaining	to	the	Cisco	licenses	you	purchased	and	consumed.	If	you	do	not	want	to	manage	your	installed	base	using	a	direct	Internet	connection,	the	Smart	Software	Manager	satellite	will	be	installed	on	your	premises	to	provide	a	subset	of	the	Smart	Software	Manager	functionality.	You	can	download	the	satellite
application,	deploy	it,	and	register	it	with	the	Smart	Software	Manager.	You	can	perform	the	following	functions	using	the	satellite	application	on	your	premises:	●			Activate	or	register	a	license	●			Get	visibility	to	your	company's	licenses	●			Transfer	licenses	between	company	entities	To	learn	more	about	the	Smart	Software	Manager	satellite,	go	to	
.	Additional	References	for	Smart	Software	Licensing	Table	26.													Technical	Assistance	Description	Link	Cisco	Support	website	provides	extensive	online	resources,	including	documentation	and	tools	for	troubleshooting	and	resolving	technical	issues	with	Cisco	products	and	technologies.	
To	receive	security	and	technical	information	about	your	products,	you	can	subscribe	to	various	services,	such	as	the	Product	Alert	Tool	(accessed	from	Field	Notices),	Cisco	Technical	Services	Newsletter,	and	Really	Simple	Syndication	(RSS)	Feeds.	Access	to	most	tools	on	the	Cisco	Support	website	requires	a	Cisco.com	user	ID	and	password.
License	Registration	Port	(LRP)	documentation	Feature	History	for	Smart	Software	Licensing	Table	27.													Feature	History	Feature	Name	Release	Feature	Information	Smart	Software	Licensing	with	Satellite	8.4(2)	This	feature	was	introduced.	Converting	a	Traditional	License	to	a	Smart	License—CLI	Version	8.2(1)	This	feature	was	introduced.
Subscription-based	Licensing	8.2(1)	This	feature	was	introduced.	Smart	Software	Licensing	8.0(1)	Smart	Software	Licensing	is	a	standardized	licensing	platform	that	simplifies	the	Cisco	software	experience	and	helps	you	understand	how	Cisco	software	is	used	across	your	network.	Smart	Software	Licensing	is	the	next	generation	licensing	platform
for	Cisco	Nexus	7000	Series	Switches.	
The	following	commands	were	introduced	in	this	feature:	·									feature	license	smart	·									license	smart	deregister	·									license	smart	enable	·									license	smart	register	·									license	smart	renew	·									show	license	all	·									show	license	status	·									show	license	summary	·									show	license	tech	support	·									show	license	udi	·									show
license	usage	Smart	Software	Licensing	for	Cisco	Nexus	3000	and	9000	Series	Switches	Smart	Software	Licensing	Overview	Cisco	Smart	Licensing	is	a	flexible	licensing	model	that	provides	you	with	an	easier,	faster,	and	more	consistent	way	to	purchase	and	manage	software	across	the	Cisco	portfolio	and	across	your	organization.	And	it’s	secure	–
you	control	what	users	can	access.	With	Smart	Licensing	you	get:	●			Easy	Activation:	Smart	Licensing	establishes	a	pool	of	software	licenses	that	can	be	used	across	the	entire	organization—no	more	PAKs	(Product	Activation	Keys).	●			Unified	Management:	My	Cisco	Entitlements	(MCE)	provides	a	complete	view	into	all	of	your	Cisco	products	and
services	in	an	easy-to-use	portal,	so	you	always	know	what	you	have	and	what	you	are	using.	●			License	Flexibility:	Your	software	is	not	node-locked	to	your	hardware,	so	you	can	easily	use	and	transfer	licenses	as	needed.	To	use	Smart	Licensing,	you	must	first	set	up	a	Smart	Account	on	Cisco	Software	Central	(software.cisco.com).	For	a	more
detailed	overview	on	Cisco	Licensing,	go	to	cisco.com/go/licensingguide.	Smart	Software	Manager	The	Cisco	Smart	Software	Manager	(CSSM)	enables	the	management	of	software	licenses	and	Smart	accounts	from	a	single	portal.	The	interface	allows	you	to	activate	your	product	and	manage	entitlements	and	prevent	license	violations,	expiry	of
subscription-based	licenses,	and	out-of-compliance	licenses.	An	active	Smart	account	is	required	to	complete	the	registration	process.	To	access	the	Smart	Software	Manager,	go	to		.	You	must	add	the	following	information	in	the	Smart	Software	Manager:	●			Trusted	Unique	Identifier—This	is	the	device	ID	[Secure	Unique	Device	Identifier	(SUDI)].
●			Organizational	Identifier—This	is	a	numerical	format	to	associate	a	product	with	a	Smart	account	or	Virtual	account.	●			Licenses	consumed—Allows	the	Smart	Software	Manager	to	understand	the	license	type	and	the	level	of	consumption.	Smart	Software	Manager	On-Prem	Smart	Software	Manager	On-Prem	is	a	component	of	Smart	Software
Licensing	and	works	in	conjunction	with	the	Smart	Software	Manager	to	manage	software	licenses.	You	can	intelligently	manage	product	licenses	and	get	near	real-time	visibility	and	reports	pertaining	to	the	Cisco	licenses	you	purchased	and	consumed.	If	you	do	not	want	to	manage	your	installed	base	using	a	direct	Internet	connection,	Smart
Software	Manager	On-Prem	will	be	installed	on	your	premises	to	provide	a	subset	of	the	Smart	Software	Manager	functionality.	You	can	download	the	application,	deploy	it,	and	register	it	with	the	Smart	Software	Manager.	You	can	perform	the	following	functions	using	the	application	on	your	premises:	●			Activate	or	register	a	license.	●			Get
visibility	to	your	company's	licenses.	●			Transfer	licenses	between	company	entities.	To	learn	more	about	Smart	Software	Manager	On-Prem,	go	to		.	Smart	Accounts	and	Virtual	Accounts	A	Smart	account	provides	you	with	a	single	location	for	all	smart-account	enabled	products	and	licenses.	It	assists	you	in	speedy	procurement,	deployment,	and
maintenance	of	your	Cisco	software.	If	you	are	requesting	a	Smart	account	on	behalf	of	an	organization,	you	must	have	the	authority	to	represent	the	requesting	organization	when	creating	a	Smart	account.	After	submitting	the	request,	the	request	goes	through	an	approval	process	before	you	are	provided	with	access	to	your	Smart	account.	Go	to	
	to	learn	about,	set	up,	and	manage	a	Smart	account.	A	virtual	account	is	a	subaccount	within	a	Smart	account.	
You	can	define	the	virtual	account's	structure	based	on	organizational	layout,	business	function,	geography,	or	any	defined	hierarchy.	Virtual	accounts	can	be	created	and	maintained	only	by	Smart	account	administrators.	Smart	License	Workflow	and	States	The	following	illustration	shows	the	workflow	for	Smart	licenses:	Figure	2.														Smart
Licensing	Workflow	Smart	Software	Licensing	supports	the	following	license	states:	Table	28.													Smart	License	States	State	Description	Unregistered	The	Smart	license	is	enabled	but	not	connected	to	the	Cisco	Smart	Software	Manager	(CSSM).	Before	you	register	the	switch	with	the	CSSM,	Smart	Software	Licensing	automatically	enters	the
evaluation	period.	The	switch	remains	in	evaluation	mode	for	90	days.	Registered	The	Smart	license	is	enabled	and	connected	to	the	CSSM.	Authorized	The	switch	has	the	required	license.	The	CSSM	has	verified	that	the	reported	number	of	licenses	in	use	do	not	exceed	the	total	number	of	licenses	purchased	for	an	entitlement.	The	authorization	is
valid	for	90	days.	The	switch	sends	the	entitlement	request	again	every	30	days	to	renew	the	authorization.	Out	of	Compliance	(OOC)	The	switch	does	not	have	the	required	license.	The	license	can	be	out	of	compliance	for	one	of	the	following	reasons:	·									The	number	of	licenses	in	use	exceeds	the	total	number	of	licenses	purchased	for	an
entitlement.	·									The	purchased	licenses	are	subscription-based	and	have	expired.	Authorization	Expired	The	switch	cannot	communicate	with	Cisco	for	an	extended	period	of	time,	usually	90	days.	The	authorization	could	expire	for	one	of	the	following	reasons:	·									A	network	issue	prevents	the	renewal	of	authorization.	
·									An	issue	occurs	with	license	compliance.	Smart	Call	Home	Overview	Use	the	Smart	Call	Home	feature	to	communicate	with	the	Smart	Software	Manager.	On	Cisco	Nexus	3000	and	9000	Series	switches,	Smart	Software	Licensing	and	Smart	Call	Home	are	not	enabled	by	default.	The	Smart	Call	Home	(SCH)	server	runs	on	Cisco	Smart	Software
Manager	On-Prem	by	default.	You	can	access	this	service	using	the	following	URL:		/Transportgateway/services/DeviceRequestHandler	Provide	this	URL	as	part	of	the	Smart	Call	Home	configuration	so	that	the	device	registration	works	with	CSSM	On-Prem.	For	a	sample	configuration,	see	the	Configuration	Examples	for	Smart	Software	Licensing.	
Smart	Call	Home	creates	a	CiscoTAC-1	profile.	The	associated	Smart	Call	Home	messages	are	sent	to	the	Smart	Software	Manager	only	after	enabling	Smart	Call	Home.	Note:							You	must	configure	the	DNS	client	and	virtual	routing	and	forwarding	(VRF)	before	using	Smart	Call	Home.	For	more	information,	see	Configuring	DNS
Client	and	Configuring	VRFs	to	Send	Messages.	Traditional	Licensing	Overview	Traditional	licensing	at	Cisco	is	a	legacy	licensing	model	based	on	Product	Activation	Keys	(PAKs)	and	Unique	Device	Identifiers	(UDIs).	On	most	Cisco	NX-OS	switches,	capacity	needs	are	assessed	prior	to	obtaining	and	installing	a	.tar	file	on	switches	to	retrieve	the	UDI.
Customers	place	an	order	for	a	PAK,	and	the	PAK	is	emailed	to	the	user.	The	UDI	and	PAK	are	used	to	receive	a	license	file	that	is	installed	in	the	boot	directory	of	the	switch	to	complete	the	installation	of	the	Cisco	NX-OS	software.	Note:							Traditional	license	installation	via	Power	On	Auto	Provisioning	(POAP)	ends	with	release	10.2(1).	The	License
Registration	Portal	(LRP)	is	available	to	help	migrate	traditional	licenses	to	smart	licenses.	To	access	the	LRP,	obtain	training,	and	manage	licenses,	go	to		.	Comparing	Licensing	Models	Two	types	of	licensing	models	are	used	for	the	Cisco	Nexus	3000	and	9000	Series	Switches:	traditional	licensing	and	Smart	Software	Licensing.	Table	29.												
Comparison	Between	Traditional	Licensing	and	Smart	Software	Licensing	Description	Traditional	Licensing	Smart	Software	Licensing	License	instance	node	locked	to	the	product	instance	Yes	No	Product	registration	upon	configuration	No	Yes	Offers	tools	to	report,	monitor,	own,	and	consume	No	Yes	Requires	Smart	Call	Home	No	Yes	The	licensing
mode	changes	based	on	the	configuration	provided.	If	Smart	Software	Licensing	is	enabled,	all	license	requests	are	passed	to	the	CSSM.	If	Smart	Software	Licensing	is	disabled,	all	license	requests	are	fulfilled	based	on	the	license	files	installed	on	the	device.	Guidelines	and	Limitations	for	Smart	Software	Licensing	●			The	smart	license	reservation
command	is	not	supported	for	Nexus	9000,	although	the	command	may	still	be	found	in	old	code.	●			If	the	switch	has	no	connectivity	to	a	CSSM	server,	the	show	running	command	may	get	stuck	or	may	take	up	to	2	minutes	to	respond.	We	suggest	that	the	CSSM	server	is	always	reachable	when	smart-licensing	is	enabled.	●			Beginning	with	Cisco
NX-OS	Release	9.3(3),	all	Cisco	Nexus	3000	and	9000	Series	switches	(except	the	Cisco	Nexus	3016	and	3064	platform	switches)	support	Smart	Software	Licensing.	●			You	cannot	use	both	traditional	licensing	and	Smart	Software	Licensing	at	the	same	time.	●			The	FC_PORT_ACTIVATION_PKG	license	consumes	the	FC	48	ports	entitlement	tag
regardless	of	the	number	of	FC	ports	acquired	(Cisco	NX-OS	9.3(4)	and	earlier	releases).	
●			Beginning	with	Cisco	NX-OS	Release	9.3(5),	when	a	term	license	is	reserved	and	its	term	has	expired,	the	license	is	still	shown	as	Authorized	with	the	show	license	usage	command.	In	CSSM,	alerts	will	continue	and	any	new	licenses	from	the	same	pool	added	to	the	virtual	account	are	assigned	to	the	reservation.	●			Beginning	with	Cisco	NX-OS
Release	9.3(5),	disabling	and	enabling	an	installed	feature	when	the	license	is	in	a	“Not	Authorized”	state,	the	license	no	longer	appears	in	the	display	of	the	license	usage.	●			Beginning	with	Cisco	NX-OS	Release	9.3(5),	the	conversion	of	a	traditional	license	to	a	Smart	License	using	DLC	(Device	Led	Conversion)	on	Cisco	Nexus	3000	and	9000	Series
switches,	fails	when	performing	additional	subsequent	Device	Led	Conversions.	
●			Converting	a	traditional	license	to	a	Smart	License	—	DLC	fails	unless	licenses	are	installed	in	traditional	mode	(Cisco	NX-OS	9.3(5)	and	later	releases)	●			After	converting	a	traditional	license	to	a	Smart	License	—	DLC	on	a	(On-Prem)	device,	the	device	does	not	receive	a	pass/fail	response	from	the	On-Prem	Server.	Manual	synchronization	of	the
On-Prem	Server	to	CSSM	might	be	required	to	get	the	return	response	to	the	device.	(Cisco	NX-OS	9.3(5)	and	later	releases)	●			Beginning	with	Cisco	NX-OS	Release	9.3(5),	the	conversion	of	a	traditional	license	to	a	Smart	License	using	DLC	(Device	Led	Conversion)	is	not	supported	on	Cisco	Nexus	3408-S	switches.	●			License	Borrowing	—	When
license	borrowing	is	calculated,	compliance	is	accomplished	in	the	quickest	way	possible.	Typically,	this	means	that	license	borrowing	is	from	its	immediate	parent.	●			An	alternative	is	considered	if	no	licenses	are	found	to	be	eligible	to	be	borrowed	from	the	immediate	parent.	If	during	a	subsequent	call,	a	device	is	found	not	be	in	compliance,	a
recalculation	for	optimization	is	done.	The	trigger	for	a	completely	optimized	pool	is	a	device	that	is	potentially	receiving	OOC.	Additional	References	for	Smart	Software	Licensing	Table	30.													Technical	Assistance	Smart	Software	Licensing	using	Policy	for	Cisco	Nexus	3000	and	9000	Series	Switches	(from	Cisco	NX-OS	Release	10.2(1)F
onwards)	Software	Licensing	using	Policy	(SLP)	Overview	Smart	Licensing	Using	Policy	(SLP)	is	an	enhanced	version	of	Smart	Licensing,	the	objective	of	which	is	to	provide	a	licensing	solution	that	does	not	interrupt	the	operations	of	your	network	and	to	enable	a	compliance	relationship	to	account	for	the	hardware	and	software	licenses	you
purchase	and	use.			SLP	is	supported	starting	with	Cisco	NX-OS	Release	10.2(1).	The	primary	benefits	of	this	enhanced	licensing	model	are:	Seamless	day-0	operations:	After	a	license	is	ordered,	no	preliminary	steps,	such	as	registration	or	generation	of	keys,	are	required	unless	you	use	an	export-controlled	or	enforced	license.	There	are	no	export-
controlled	or	enforced	licenses	on	Cisco	Nexus	Switches,	and	product	features	can	be	configured	on	the	device	right-away.	Consistency	in	Cisco	NX-OS:	Devices	that	run	Cisco	NX-OS	software	have	a	uniform	licensing	experience.	Visibility	and	manageability:	Tools,	telemetry,	and	product	tagging	to	know	what	in-use	is.	Flexible,	time	series	reporting
to	remain	compliant:	Easy	reporting	options	are	available,	whether	you	are	directly	or	indirectly	connected	to	Cisco	Smart	Software	Manager	(CSSM)	or	are	in	an	air-gapped	network.	To	use	Smart	Licensing,	you	must	first	set	up	a	Smart	Account	on	Cisco	Software	Central	(software.cisco.com).	For	SLP	configuration	see	the	Cisco	Smart	Licensing
Using	Policy	User	Guide.	For	a	more	detailed	overview	on	Cisco	Licensing,	go	to	cisco.com/go/licensingguide.	Smart	Software	Manager	(CSSM)	Cisco	Smart	Software	Manager	(CSSM)	is	a	portal	that	enables	you	to	manage	all	your	Cisco	software	licenses	from	a	centralized	location.	CSSM	helps	you	manage	current	requirements	and	review	usage
trends	to	plan	for	future	license	requirements.	You	can	access	the	CSSM	Web	UI	at	.	Navigate	to	Manage	licenses	link.	See	the	Supported	Topologies	section	to	know	about	the	different	ways	in	which	you	can	connect	to	CSSM	In	CSSM	you	can:	●			Create,	manage,	or	view	virtual	accounts.	●			Create	and	manage	Product	Instance	Registration
Tokens.	●			Transfer	licenses	between	virtual	accounts	or	view	licenses.	•	Transfer,	remove,	or	view	product	instances.	●			Run	reports	against	your	virtual	accounts.	●			Modify	your	email	notification	settings.	●			View	overall	account	information.	
Cisco	Smart	License	Utility	(CSLU)	Cisco	Smart	License	Utility	(CSLU)	is	a	reporting	utility	that	provides	aggregate	licensing	workflows.	This	utility	performs	the	following	key	functions:	●			Collects	usage	reports	from	the	product	instance	and	uploads	these	usage	reports	to	the	corresponding	Smart	Account	or	Virtual	Account,	online	or	offline,	using
files.	
Similarly,	the	RUM	report	ACK	is	collected	online	or	offline	and	sent	back	to	the	product	instance.	●			Sends	authorization	code	requests	to	CSSM	and	receives	authorization	codes	from	CSSM,	if	applicable.	CSLU	can	be	part	of	your	implementation	in	the	following	ways:	●			Install	the	Windows	application	to	use	CSLU	as	a	standalone	tool	that	is
connected	to	CSSM.	●			Install	the	Windows	application	to	use	CSLU	as	a	standalone	tool	that	is	disconnected	from	CSSM.	
With	this	option,	the	required	aggerated	usage	information	is	downloaded	to	a	file	and	then	uploaded	to	CSSM.	This	is	suited	for	air-gapped	networks.	Smart	Software	Manager	On-Prem	Software	Manager	On-Prem	(SSM	On-Prem)	is	an	asset	manager,	which	works	in	conjunction	with	CSSM.	It	enables	you	to	administer	products	and	licenses	on	your
premises	instead	of	having	to	directly	connect	to	CSSM.	For	more	information	about	SSM	On-Prem,	see	Smart	Software	Manager	On-Prem	on	the	Software	Download	page.	
		Smart	Accounts	and	Virtual	Accounts	A	Smart	account	provides	you	with	a	single	location	for	all	smart-account	enabled	products	and	licenses.	It	assists	you	in	speedy	procurement,	deployment,	and	maintenance	of	your	Cisco	software.	If	you	are	requesting	a	Smart	account	on	behalf	of	an	organization,	you	must	have	the	authority	to	represent	the
requesting	organization	when	creating	a	Smart	account.	After	submitting	the	request,	the	request	goes	through	an	approval	process	before	you	are	provided	with	access	to	your	Smart	account.	Go	to	to	learn	about,	set	up,	and	manage	a	Smart	account.	A	virtual	account	is	a	subaccount	within	a	Smart	account.	You	can	define	the	virtual	account's
structure	based	on	organizational	layout,	business	function,	geography,	or	any	defined	hierarchy.	Virtual	accounts	can	be	created	and	maintained	only	by	Smart	account	administrators.	Smart	License	using	Policy	Deployment	Modes	The	following	figure	illustrates	the	deployment	modes	of	SLP.	Figure	3.														Smart	Licensing	using	Policy
deployment	modes	Supported	Deployment	Topologies	for	SLP	Smart	licensing	using	policy	supports	the	following	deployment	topologies.	These	topologies	can	be	selected	by	configuring	the	transport	type	after	the	upgrade.	The	default	transport	type	will	depend	on	the	existing	setup	before	migration.	●			Product	instance	connected	to	CSSM	through
CSLU.	This	is	the	default	mode	for	new	deployments	and	upgrades	from	PAK	based	licensing.	
●			Product	instance	connected	directly	to	CSSM	●			Product	instance	connected	to	CSLU	and	CSLU	is	not	connected	to	CSSM.	This	is	used	for	air-gapped	networks.	Aggregated	usage	report	is	downloaded	from	CSLU	and	uploaded	to	CSSM	manually.	●			No	connectivity	to	CSSM	and	no	CSLU	installed.	(All	communications	are	in	the	form	of
uploaded	and	downloaded	files)	●			Connected	to	CSSM	through	(connected	or	disconnected)	SSM	On-Prem.	(Instead	of	performing	license	management	on	cloud	using	CSSM,	customers	can	do	this	locally	using	SSM	On-Prem)	SLP	Greenfield	and	Brownfield	Deployment	Workflow	From	NX-OS	10.2.1	onwards,	Smart	License	using	Policy	is	the	only
supported	way	to	manage	licenses	on	the	NX-OS	platform.	When	you	purchase	a	new	device,	Cisco	recommends	providing	your	Smart	Account	and	Virtual	Account	(SA/VA)	information	when	placing	an	order	to	simplify	licence	management.	Cisco	will	assign	all	purchases	to	the	respective	account.	
Once	devices	are	delivered,	customers	can	start	using	them	right	away	and	no	device	registration	is	required.	
The	devices	will	periodically	report	license	consumption	to	CSSM	based	on	set	policy.	The	standard	policy	is	to	report	once	every	365	days	or	within	90	days	of	any	change	in	feature	consumption.			The	following	illustration	shows	the	new	deployment	workflow	for	Smart	license	using	Policy:	Figure	4.														Deployment	workflow	for	SLP	When	you
migrate	to	Smart	Licensing	using	Policy,	the	product	instance	will	continue	to	operate	without	any	license	changes.	License	reporting	method	is	set	based	on	the	licensing	model	used	before	the	upgrade.	When	you	migrate	from	older	version	of	Smart	Licensing	(SL)	to	Smart	Licensing	using	Policy	(SLP),	devices	will	continue	to	use	CALL	HOME
transport	type	for	reporting	after	the	upgrade	as	well.	When	you	migrate	from	PAK	based	licenses	to	Smart	Licensing	using	Policy	(SLP),	by	default,	device	will	look	for	a	CSLU	in	the	local	environment	to	report	license	usage.	These	transport	settings	can	be	changed	by	running	the	command	license	smart	transport	{cslu	|	callhome	|	smart	|	off}.	
For	SLP	configuration	details,	see	Cisco	Smart	Licensing	Using	Policy	User	Guide,	Release10.2(x).	Comparison	between	PAK-based	Licensing	and	Smart	License	using	Policy	(SLP)	Table	31.													Comparison:	PAK-Based	Licensing	and	SLP	Classic	/	PAK-based	Licensing	Smart	Licensing	using	Policy	(SLP)	This	is	based	on	Product	Activation	Keys
(PAKs)	and	Unique	Device	Identifiers	(UDIs).	No	activation	keys	are	required.	You	can	consume	any	software	feature	and	license	usage	reports	are	sent	to	CSSM	later	based	on	the	reporting	policy.	Product	Activation	Key	(PAK)	licensing	needs	manual	registration	of	each	device.	Licenses	are	ready	to	use	without	any	manual	registration.	The	capacity
and	feature	needs	have	to	be	assessed	prior	to	obtaining	the	license	file.	PAK	is	emailed	to	you	after	you	place	an	order.	No	prior	assessment	is	required	to	use	SLP.	
Licenses	are	specific	to	only	one	device.	Licenses	are	applicable	to	multiple	devices.	Provides	a	limited	view	of	the	used	licenses	and	you	do	not	know	the	entire	list	of	your	devices,	software,	services.	Provides	a	complete	view	of	licenses,	devices,	software,	and	services.	The	UDI	and	PAK	are	used	to	receive	a	license	file	that	is	installed	in	the	switch	to
complete	the	installation	of	the	Cisco	NX-OS	software	and	these	licenses	are	associated	with	a	unique	device	and	any	change	in	license	consumption	requires	new	PAK	files	to	be	generated	and	installed	on	the	device.	The	default	policy	reports	within	90	days	of	software	upgrade	or	a	change	in	software	usage.	After	that	the	consumption	is	reported
once	every	365	days.	
Cisco	can	also	set	custom	policy	for	customers	to	change	the	reporting	frequency.	Please	talk	to	your	Cisco	account	team	to	learn	more	about	custom	policy.	
Comparison	between	Smart	Licensing	and	Smart	License	using	Policy	(SLP)	Table	32.													Comparison:	Smart	Licensing	and	SLP	Legacy	Smart	Licensing	Smart	Licensing	using	Policy	(SLP)	New	product	instances	will	be	in	evaluation	mode	and	you	are	required	to	immediately	register	to	be	compliant.	There	is	no	device	registration	or	evaluation
mode.	You	can	consume	any	feature	(license)	and	usage	reports	are	sent	to	CSSM	later	based	on	the	reporting	policy.	The	default	policy	is	to	report	within	90	days	of	software	upgrade	or	a	change	in	software	usage.	After	that	consumption	is	reported	once	every	365	days.	Has	rigid	reporting	requirements.	Has	flexible	reporting	based	on	the	policy.
Has	limited	deployment	options.	Has	flexible	deployment	options.	Has	mandatory	evaluation	mode.	There	is	no	evaluation	mode.	The	compliance	is	managed	on	change.	SLR/PLR	licenses	are	meant	for	offline	users.	
There	is	no	SLR/PLR	license.	Licensing	is	based	on	policy.	Guidelines	and	Limitations	●			CSLU-initiated	communication/pull	mode	is	not	supported	in	Cisco	NX-OS	Release	10.2(1).	Refer	to	‘Guidelines	and	Limitations’	section	in	Cisco	Smart	Licensing	Using	Policy	User	Guide	for	more	details.	Additional	Documentation	Description	Link	Cisco	Smart
Licensing	Using	Policy	User	Guide	Feature	History	for	Smart	Software	Licensing	using	Policy	Feature	Name	Release	Feature	Information	Smart	Licensing	using	Policy	(SLP)	10.2(1)F	This	feature	was	introduced.	
Legal	Information	Cisco	and	the	Cisco	logo	are	trademarks	or	registered	trademarks	of	Cisco	and/or	its	affiliates	in	the	U.S.	and	other	countries.	To	view	a	list	of	Cisco	trademarks,	go	to	this	URL:	.	Third-party	trademarks	mentioned	are	the	property	of	their	respective	owners.	The	use	of	the	word	partner	does	not	imply	a	partnership	relationship
between	Cisco	and	any	other	company.	(1721R)	Any	Internet	Protocol	(IP)	addresses	and	phone	numbers	used	in	this	document	are	not	intended	to	be	actual	addresses	and	phone	numbers.	Any	examples,	command	display	output,	network	topology	diagrams,	and	other	figures	included	in	the	document	are	shown	for	illustrative	purposes	only.	
Any	use	of	actual	IP	addresses	or	phone	numbers	in	illustrative	content	is	unintentional	and	coincidental.	©	2022-2023	Cisco	Systems,	Inc.	All	rights	reserved.	Learn	more	◦						Product	overview	The	Cisco	Nexus®	9500	switching	platform	(Figure	1)	offers	three	modular	chassis:	●					Cisco	Nexus	9500	4-slot	switch	●					Cisco	Nexus	9500	8-slot	switch
●					Cisco	Nexus	9500	16-slot	switch	Cisco	Nexus	9500	Series	Cloud-Scale	Switch	Chassis	The	Cisco	Nexus	9500	Series	modular	switches	support	a	comprehensive	selection	of	cloud-scale	line	cards	and	fabric	modules	that	provide	1-,	10-,	25-,	40-,	50-,	100-,	200-,	and	400-Gigabit	Ethernet	interfaces.	A	cloud	scale	line	card	provides	up	to	6.4	Terabits
per	second	(Tbps)	per	slot	and	each	cloud	scale	fabric	module	provides	up	to	1.6	Tbps	to	each	line	card	slot.	Using	these	cloud-scale	line	cards	the	Cisco	Nexus	9500	Series	switches	can	be	configured	with	up	to.	1.					192	400-Gigabit	Ethernet	ports	(or)	2.					384	200-Gigabit	Ethernet	ports	(or)	3.					1024	100-Gigabit	Ethernet	ports	(or)	4.					2048	50-
Gigabit	Ethernet	ports	(or)	5.					1024	40-Gigabit	Ethernet	ports	(or)	6.					2304	25-Gigabit	Ethernet	ports	(or)	7.					2304	1/10-Gigabit	Ethernet	ports	Note:							This	data	sheet	specifies	hardware	capabilities	only.	Please	refer	to	Cisco	ACI	or	Cisco	NX-OS	software	release	notes	and	appropriate	feature	documentation	for	more	details.	Cisco	Nexus	9500
platform	cloud-scale	line	cards	The	Cisco	Nexus	9500	platform	supports	a	rich	selection	of	hot-swappable	multispeed	cloud-scale	line	cards	and	fabric	modules	optimized	for	data-center	deployments.	These	cloud-scale	line	cards	and	fabric	modules,	built	using	Cisco®	cloud-scale	ASICs,	provide	the	ideal	foundation	for	large	scalable	data	centers.	The
Cisco	clouds-scale	ASICs	provide	enhanced	performance	and	features	that	are	required	to	meet	the	evolving	needs	of	the	world’s	largest	cloud-scale	data	centers.	These	ASICs	not	only	support	foundational	L2/L3	networking	capabilities	but	also	support	enhanced	capabilities	such	as	policy-based	fabric	architectures	(ACI	or	VXLAN),	smart	buffering,
integrated	line	rate	security,	and	real-time	streaming	telemetry	over	multispeed	Ethernet	ports.	The	latest	Cisco®	400-Gigabit	cloud-scale	ASICs	also	support	Segment	Routing	over	IPv6	(SRv6)	and	enhanced	streaming	telemetry	capabilities.	Table	1.											Cisco	Nexus	9500	cloud-scale	line	cards	Line	Card	Type	Description	400-Gbps	line	cards	N9K-
X9716D-GX:	400-Gigabit	Ethernet	Line	Card	●		16-port	400-Gigabit	Ethernet	Quad	Small	Form-Factor	Pluggable	Double	Density	(QSFP-DD)	line	card	●		Every	port	is	1x400-,	4x100-,	2x100G-,	4x50-,	4x40-,	4x25-,	and	4x10-Gigabit	Ethernet	breakout	capable	*	100-Gbps	line	cards	N9K-X9736C-FX:	100-Gigabit	Ethernet	Line	Card	●		36-port	100-
Gigabit	Ethernet	Quad	Small	Form-Factor	Pluggable	28	(QSFP28)	line	card	●		Every	port	is	1x100-,	2x50-,	1x40-,	4x25-,	4x10-,	and	1x10-Gigabit	Ethernet	breakout	capable	*	●		Ports	1	–	28	support	1	Gigabit	Ethernet	N9K-X9732C-EX:	100-Gigabit	Ethernet	Line	Card	●		32-port	100-Gigabit	Ethernet	Quad	Small	Form-Factor	Pluggable	28	(QSFP28)
line	card	●		Every	port	is	1x100-,	2x50-,	1x40-,	4x25-,	4x10-,	and	1x1/10-Gigabit	Ethernet	breakout	capable	*	N9K-X9732C-FX:	100-Gigabit	Ethernet	Line	Card	●		32-port	100-Gigabit	Ethernet	Quad	Small	Form-Factor	Pluggable	28	(QSFP28)	line	card	●		Every	port	is	1x100-,	2x50,	1x40-,	4x25-,	4x10-,	and	1x1/10-Gigabit	Ethernet	breakout	capable	*	●	
Supports	4+1	FM	redundancy	N9K-X9736C-EX:	100-Gigabit	Ethernet	Line	Card	●		36-port	100-Gigabit	Ethernet	Quad	Small	Form-Factor	Pluggable	28	(QSFP28)	line	card	●		Every	port	is	1x100-,	2x50-,	1x40-,	4x25-,	4x10-,	and	1x1/10-Gigabit	Ethernet	breakout	capable	*	10/25-Gbps	Fiber	Line	Cards	N9K-X97160YC-EX:	1/10/25-Gigabit	Ethernet
Access-Layer	and	10/40/100-Gigabit	Ethernet	Aggregation-Layer	Line	Card	●		48-port	1-,	10-,	and	25-Gigabit	Ethernet	SFP+	and	4-port	40/100-Gigabit	Ethernet	QSFP28	line	card	10-Gbps	copper	line	cards	N9K-X9788TC-FX:	1/10	Gigabit	Ethernet	BaseT	Access-Layer	and	40/100	Gigabit	Ethernet	Aggregation-Layer	Line	Card	●		48-port	100-Megabit
and	1/10-Gigabit	Ethernet	BASE-T	and	4-port	40/100-Gigabit	Ethernet	QSFP28	line	card	*	Breakout	capability	requires	the	availability	of	appropriate	breakout	cables	and	software	support.	Please	check	Cisco	ACI	and	Cisco	NX-OS	software	release	notes	and	the	Cisco	Optics	Compatibility	Matrix	for	the	latest	available	support.	Table	2.											Cisco
Nexus	9500	cloud-scale	line	card	use-case	summary	Line	Card/Features	Cisco	NX-OS	Cisco	ACI®	spine	MACSec	N+1	FM	redundancy	X9716D-GX	Yes	Yes	Yes	No	X9736C-FX	Yes	Yes	Yes	No	X9732C-EX	Yes	Yes	No	No	X9732C-FX	Yes	No	Yes	Yes	X9736C-EX	Yes	No	No	No	X97160YC-EX	Yes	No	No	No	X9788TC-FX	Yes	No	Yes	No	Table	3.											Cisco
Nexus	9500	cloud-scale	line	card	specifications	Line	card	FM	required	for	max	bandwidth	FM	required	for	N+1	redundancy	Performance	Packet	buffer	X9716D-GX	4	N/A	12.8	Tbps	4.3	bpps	160	MB	X9732C-EX	4	N/A	6.4	Tbps	4.3	bpps	160	MB	X9736C-FX	5*	N/A	7.2	Tbps	2.4	bpps	160	MB	X9732C-FX	4	5#	6.4	Tbps	2.16	bpps	160	MB	X9736C-EX	4
N/A	6.4	Tbps	4.9	bpps	160	MB	X97160YC-EX	4	N/A	3.2	Tbps	2.17	bpps	80	MB	X9788TC-FX	4	N/A	1.76	Tbps	0.59	bpps	80MB	*	To	achieve	max	bandwidth	with	5	fabric	modules	and	X9736C-FX	cards,	the	line	cards	in	the	chassis	must	only	be	the	X9736C-FX	cards.	The	X9736C-FX	cards	supports	up	to	6.4Tbps	when	mixed	with	other	line	cards	and	4
fabric	modules.	#	To	achieve	N+1	fabric	module	redundancy	with	5	fabric	modules	and	X9732C-FX	cards,	the	line	cards	in	the	chassis	must	only	be	the	X9732C-FX	cards.	Select	EX,	FX,	and	GX	line	cards	can	be	installed	together	in	the	same	Cisco	Nexus	9500	chassis.	In	such	a	configuration,	the	chassis	supports	a	maximum	of	four	fabric	modules
and	any	additional	fabric	modules	installed	will	be	powered	down.	Any	features	or	capabilities	that	require	more	than	four	fabric	modules	will	be	automatically	disabled	in	such	a	configuration.	Cisco	Nexus	9500	cloud-scale	platform	fabric	modules	and	performance	The	Cisco	Nexus	9500	platform	is	designed	as	a	Clos	fabric	that	interconnects	each
line	card	directly	with	each	rear-mounted	fabric	module.	All	traffic	between	the	line	cards	is	load	balanced	across	all	fabric	modules,	providing	optimal	bandwidth	distribution	within	the	chassis.	This	load-balancing	capability	provides	enhanced	system	reliability	and	redundancy.	The	switch	continues	to	operate	even	in	the	event	of	a	loss	of	a	fabric
module,	albeit	at	a	lower	capacity,	as	the	remaining	fabric	modules	continue	to	provide	switching	capacity	to	the	line	cards.	The	Cisco	Nexus	9500	Cloud	Scale	platform	supports	the	following	fabric	modules:	●					4-slot	and	8-slot	FM-G	fabric	modules	that	provide	up	to	1.6	Tbps	capacity	per	line	card	slot.	●					8-slot	and	16-slot	FM-E2	fabric	modules
that	provide	up	to	800	Gbps	capacity	per	line	card	slot.	●					4-slot,	8-slot,	and	16-slot	FM-E	fabric	modules	that	provide	up	to	800	Gbps	capacity	per	line	card	slot.	These	fabric	modules	provide	upgradability	and	investment	protection	for	the	Cisco	Nexus	9500	Series	chassis.	All	fabric	modules	installed	in	a	chassis	should	be	of	the	same	type.	Table
4.											Cisco	Nexus	9500	cloud-scale	line	cards	and	FM-G	Fabric	Module	Compatibility	Line	card/FM	C9504-FM-G	C9508-FM-G	X9716D-GX	Cisco	ACI	spine	and	Cisco	NX-OS	Cisco	ACI	spine	and	Cisco	NX-OS	X9736C-FX	Cisco	ACI	spine	and	Cisco	NX-OS	Cisco	ACI	spine	and	Cisco	NX-OS	X9732C-EX	Cisco	ACI	spine	and	Cisco	NX-OS	Cisco	ACI	spine
and	Cisco	NX-OS	X9732C-FX	Cisco	NX-OS	Cisco	NX-OS	X9736C-EX	Cisco	NX-OS	Cisco	NX-OS	X97160YC-EX	Cisco	NX-OS	Cisco	NX-OS	X9788TC-FX	Cisco	NX-OS	Cisco	NX-OS	Table	5.											Cisco	Nexus	9500	cloud-scale	line	cards	and	FM-E/E2	Fabric	Modules	Compatibility	Line	card/FM	C9504-FM-E	C9508-FM-E	C9516-FM-E	C9508-FM-E2	C9516-
FM-E2	X9716D-GX	N/A	N/A	N/A	N/A	N/A	X9736C-FX	Cisco	ACI	spine	and	Cisco	NX-OS	Cisco	ACI	spine	and	Cisco	NX-OS	Cisco	NX-OS	Cisco	ACI	spine	and	Cisco	NX-OS	Cisco	ACI	spine	and	Cisco	NX-OS	X9732C-EX	Cisco	ACI	spine	and	Cisco	NX-OS	Cisco	ACI	spine	and	Cisco	NX-OS	Cisco	NX-OS	Cisco	ACI	spine	and	Cisco	NX-OS	Cisco	ACI	spine	and
Cisco	NX-OS	X9732C-FX	Cisco	NX-OS	Cisco	NX-OS	Cisco	NX-OS	Cisco	NX-OS	Cisco	NX-OS	X9736C-EX	Cisco	NX-OS	Cisco	NX-OS	Cisco	NX-OS	Cisco	NX-OS	Cisco	NX-OS	X97160YC-EX	Cisco	NX-OS	Cisco	NX-OS	Cisco	NX-OS	Cisco	NX-OS	Cisco	NX-OS	X9788TC-FX	Cisco	NX-OS	Cisco	NX-OS	Cisco	NX-OS	Cisco	NX-OS	Cisco	NX-OS	The	Cisco	Nexus
9500	Cloud	Scale	line	cards	support	several	forwarding	templates	to	efficiently	allocate	onboard	memory	for	varying	deployment	scenarios.	Note:							This	data	sheet	specifies	hardware	capabilities	only.	Please	refer	to	Cisco	ACI	or	Cisco	NX-OS	software	release	notes	and	appropriate	feature	documentation	for	more	details.	Table	6.											Cisco	Nexus
9500	Cloud-Scale	Line	Cards:	Product	Specifications	–	Performance	and	Scale1	Cisco	Nexus	9500	Series	cloud-scale	line	cards	(X9716D-GX)	Cisco	Nexus	9500	Series	cloud-scale	line	cards	(X9736C-FX,	X9732C-FX,	X9788TC-FX)	Cisco	Nexus	9500	Series	cloud-scale	line	cards	(X9732C-EX,	X9736C-EX,	X97160YC-EX)	Number	of	Longest	Prefix	Match
(LPM)	route	entries	IPv4:	Upto	2	million	IPv6:	1,900	to	1	million	(based	on	prefix	length)	IPv4:	Up	to	2	million	IPv6:	1,900	to	1	million	(based	on	prefix	length)	IPv4:	up	to	1	million	IPv6:	1900	to	500,000	(based	on	prefix	length)	Number	of	IP	host	entries	IPv4:	up	to	2	million	IPv6:	up	to	32,000	IPv4:	up	to	2	million	IPv6:	up	to	32,000	IPv4:	up	to	1
million	IPv6:	up	to	16,000	Number	of	MAC	address	entries	Up	to	1	million	Up	to	512,000	Up	to	512,000	Number	of	multicast	routes	Up	to	131,000	Up	to	131,000	Up	to	32,000	Number	of	Interior	Gateway	Management	Protocol	(IGMP)	snooping	groups	With	VPC:	4000	to	32,000	Without	VPC:	8000	to	32,000	With	VPC:	4000	to	32,000	Without	VPC:
8000	to	32,000	With	VPC:	4000	to	32,000	Without	VPC:	8000	to	32,000	Number	of	VLANs	Up	to	4096	Up	to	4096	Up	to	4096	Number	of	Virtual	Routing	and	Forwarding	(VRF)	instances	Up	to	16,000	Up	to	16,000	Up	to	16,000	Number	of	port	channels	Up	to	512	Up	to	512	Up	to	512	Number	of	port	channel	links	Up	to	32	Up	to	32	Up	to	32	Number
of	Equal	Cost	Multipath	(ECMP)	paths	Up	to	64	Up	to	64	Up	to	64	Number	of	active	Cisco	Switched	Port	Analyzer	(SPAN)	sessions	4	to	32	4	to	32	4	to	32	Number	of	Multiple	Spanning	Tree	(MST)	instances	Up	to	64	Up	to	64	Up	to	64	Number	of	Rapid	per-VLAN	Spanning	Tree	(RPVST)	instances	Up	to	4000	Up	to	4000	Up	to	4000	Number	of	Hot
Standby	Router	Protocol	(HSRP)	groups	Up	to	490	Up	to	490	Up	to	490	Number	of	tunnel	endpoints	(VTEP)	and	VXLAN	physical	servers	per	VLAN	Up	to	10,000	Up	to	10,000	Up	to	10,000	Supported	optics	modules	Each	Cisco	Nexus	9500	cloud-scale	line	card	supports	an	extensive	set	of	optic	modules.	The	Cisco	Optics	Compatibility	Matrix	(
provides	the	list	of	optics	supported	on	each	line	card.	Mechanical	specifications	Table	7.											Cisco	Nexus	9500	Cloud-Scale	Line	Cards:	Product	Specifications	–	Mechanical	X9716D-GX	X9732C-EX	X9736C-FX	X9732C-FX	X9736C-EX	X97160YC-EX	X9788TC-FX	Weight	15.2	lb	6.8	kg	12.13	lb	5.5	kg	14.38	lb	6.5	kg	15	lb	6.8	kg	14.77	lb	6.7	kg	12.75
lb	5.78	kg	13	lb	5.9	kg	Typical	power	650	W	430	W	607	W	520	W	632	W	415	W	513	W	Maximum	power	1680	W	720	W	900	W	840	W	792	W	516	W	684	W	Mean	Time	Between	Failure	(MTBF)	hours	338,442	481,470	420,050	429,090	476,970	580,050	429,630	Hot	swappable	Yes	Yes	Yes	Yes	Yes	Yes	Yes	Airflow	Port-side	intake	Port-side	intake	Port-
side	intake	Port-side	intake	Port-side	intake	Port-side	intake	Port-side	intake	Table	8.											Cisco	Nexus	9500	FM-G	Cloud-Scale	Fabric	Modules:	Product	Specifications	–	Mechanical	N9K-C9504-FM-G	N9K-C9508-FM-G	Total	capacity	6.4	Tbps	12.8	Tbps	Capacity	(per	slot)	1.6	Tbps	1.6	Tbps	Maximum	flow	size	400	Gbps	400	Gbps	Weight	7.7	lb	(3.4
kg)	14.08	lb	(6.3	kg)	Typical	power	455	W	685	W	Maximum	power	504	W	936	W	MTBF	hours	551,390	455,270	Hot	swappable	Yes	Yes	Airflow	Port-side	intake	Port-side	intake	Table	9.											Cisco	Nexus	9500	Cloud-Scale	FM-E/E2	Fabric	Modules:	Product	Specifications	–	Mechanical	N9K-C9504-FM-E	N9K-C9508-FM-E	N9K-C9508-FM-E2	N9K-
C9516-FM-E	N9K-C9516-FM-E2	Total	capacity	3,200	Gbps	6,400	Gbps	6,400	Gbps	12,800	Gbps	12,800	Gbps	Capacity	(per	slot)	800	Gbps	800	Gbps	800	Gbps	800	Gbps	800	Gbps	Maximum	flow	size	100	Gbps	100	Gbps	100	Gbps	50	Gbps	100	Gbps	Weight	6.6	lb	(2.98	kg)	11.6	lb	(5.28	kg)	10.94	lb	(5.0	kg)	22.7	lb	(10.3	kg)	20.31	lb	(9.21	kg)	Typical
power	234	W	455	W	266	W	980	W	439	W	Maximum	power	313	W	570	W	420	W	1320	W	900	W	MTBF	hours	829,890	653,420	642,820	363,100	515,870	Hot	swappable	Yes	Yes	Yes	Yes	Yes	Airflow	Port-side	intake	Port-side	intake	Port-side	intake	Port-side	intake	Port-side	intake	Regulatory	standards	compliance	Table	10.							Regulatory	standards
compliance:	safety	and	EMC	Specification	Description	Regulatory	compliance	Products	should	comply	with	CE	Markings	according	to	directives	2004/108/EC	and	2006/95/EC	Safety	●		UL	60950-1	Second	Edition	●		CAN/CSA-C22.2	No.	60950-1	Second	Edition	●		EN	60950-1	Second	Edition	●		IEC	60950-1	Second	Edition	EMC:	Emissions	●		47CFR
Part	15	(CFR	47)	Class	A	EMC:	Immunity	RoHS	The	product	is	RoHS-6	compliant	with	exceptions	for	leaded-Ball	Grid-Array	(BGA)	balls	and	lead	press-fit	connectors.	Ordering	information	Table	11.							Cisco	Nexus	9500	Cloud-Scale	Line	Cards:	ordering	information	Part	Number	Product	Description	N9K-X9716D-GX	(=)	Cisco	Nexus	9500	16p	400G
QSFP-DD	cloud-scale	line	card	N9K-X9732C-EX	(=)	Cisco	Nexus	9500	32p	100G	QSFP	cloud-scale	line	card	N9K-X9736C-FX	(=)	Cisco	Nexus	9500	36p	100G	QSFP	cloud-scale	line	card	N9K-X9732C-FX(=)	Cisco	Nexus	9500	32p	100G	QSFP	cloud-scale	line	card	N9K-X9736C-EX(=)	Cisco	Nexus	9500	36p	100G	QSFP	cloud-scale	line	card	N9K-
X97160YC-EX(=)	Cisco	Nexus	9500	48p	1/10/25G	SFP+	plus	4p	100G	QSFP	cloud-scale	line	card	N9K-X9788TC-FX(=)	Cisco	Nexus	9500	48p	1/10G	BaseT	plus	4p	100G	QSFP	cloud-scale	line	card	Table	12.							Cisco	Nexus	9500	Cloud-Scale	Fabric	Modules	ordering	information	Part	Number	Product	Description	N9K-C9504-FM-G(=)	Cisco	Nexus
9500	4-slot	1.6Tbps	cloud-scale	fabric	module	N9K-C9508-FM-G(=)	Cisco	Nexus	9500	8-slot	1.6Tbps	cloud-scale	fabric	module	N9K-C9504-FM-E(=)	Cisco	Nexus	9500	4-slot	800Gbps	cloud-scale	fabric	module	(100G	flows)	N9K-C9508-FM-E(=)	Cisco	Nexus	9500	8-slot	800Gbps	cloud-scale	fabric	module	(100G	flows)	N9K-C9516-FM-E(=)	Cisco	Nexus
9500	16-slot	800Gbps	cloud-scale	fabric	module	(50G	flows)	N9K-C9508-FM-E2(=)	Cisco	Nexus	9500	8-slot	800Gbps	cloud-scale	fabric	module	(100G	flows)	N9K-C9516-FM-E2(=)	Cisco	Nexus	9500	16-slot	800Gbps	cloud-scale	fabric	module	(100G	flows)	Note:							All	part	numbers	with	“=”	sign	refer	to	Spare	part	numbers	for	ordering.	Warranty	The
Cisco	Nexus	9500	platform	has	a	1-year	limited	hardware	warranty.	The	warranty	includes	hardware	replacement	with	a	10-day	turnaround	from	receipt	of	a	Return	Materials	Authorization	(RMA).	Cisco	environmental	sustainability	Information	about	Cisco’s	environmental	sustainability	policies	and	initiatives	for	our	products,	solutions,	operations,
and	extended	operations	or	supply	chain	is	provided	in	the	“Environment	Sustainability”	section	of	Cisco’s	Corporate	Social	Responsibility	(CSR)	Report.	Reference	links	to	information	about	key	environmental	sustainability	topics	(mentioned	in	the	“Environment	Sustainability”	section	of	the	CSR	Report)	are	provided	in	the	following	table:
Sustainability	topic	Reference	Information	on	product	material	content	laws	and	regulations	Materials	Information	on	electronic	waste	laws	and	regulations,	including	products,	batteries,	and	packaging	WEEE	compliance	Cisco	makes	the	packaging	data	available	for	informational	purposes	only.	It	may	not	reflect	the	most	current	legal	developments,
and	Cisco	does	not	represent,	warrant,	or	guarantee	that	it	is	complete,	accurate,	or	up	to	date.	This	information	is	subject	to	change	without	notice.	Service	and	Support	Cisco	offers	a	wide	range	of	services	to	help	accelerate	your	success	in	deploying	and	optimizing	the	Cisco	Nexus	9500	platform	in	your	data	center.	These	innovative	Cisco	Services
offerings	are	delivered	through	a	unique	combination	of	people,	processes,	tools,	and	partners	and	are	focused	on	helping	you	increase	operational	efficiency	and	improve	your	data	center	network.	Cisco	Advanced	Services	use	an	architecture-led	approach	to	help	you	align	your	data	center	infrastructure	with	your	business	goals	and	achieve	long-
term	value.	Cisco	SMARTnet™	Service	helps	you	resolve	mission-critical	problems	with	direct	access	at	any	time	to	Cisco	network	experts	and	award-winning	resources.	With	this	service,	you	can	take	advantage	of	the	Cisco	Smart	Call	Home	service,	which	offers	proactive	diagnostics	and	real-time	alerts	on	your	Cisco	Nexus	9500	platform	switch.
Spanning	the	entire	network	lifecycle,	Cisco	Services	offerings	help	increase	investment	protection,	optimize	network	operations,	support	migration	operations,	and	strengthen	your	IT	expertise.	Cisco	Capital	Flexible	Payment	Solutions	to	Help	You	Achieve	Your	Objectives	Cisco	Capital	makes	it	easier	to	get	the	right	technology	to	achieve	your
objectives,	enable	business	transformation	and	help	you	stay	competitive.	We	can	help	you	reduce	the	total	cost	of	ownership,	conserve	capital,	and	accelerate	growth.	In	more	than	100	countries,	our	flexible	payment	solutions	can	help	you	acquire	hardware,	software,	services	and	complementary	third-party	equipment	in	easy,	predictable	payments.
Learn	more.	For	more	information	For	more	information	about	the	Cisco	Nexus	9000	Series,	please	visit	.	Document	history	New	or	revised	topic	Described	in	Date	Updated	MACsec	support	details.	Line	card	use-case	summary	(Table	2)	September	12,	2023


