
Hi Team,
I have captured the key takeaways and observations from the discussion regarding the changes in SLA timelines for Policy Exceptions. The summary below highlights the areas where timelines have been significantly tightened across drafting, review, and resubmission stages.



SLA Timelines – New (Archer ) vs Previous(FND)

New Policy Exceptions
· Draft creation window: 15 days (previously 30 days)
· QC Review: 7 days
· Validator approval/rejection: 30 days
· Resubmission / RENEWAL IN PROGRESS window if returned for more info: 10 days
· QC on resubmission: 4 days
· Validator final review: 6 days
· SLA breach now occurs after:
· 15 days in draft, or
· 10 days awaiting resubmission/ RENEWAL IN PROGRESS
Renewed Policy Exceptions
· Renewal automatically begins on day 335
· 30-day proactive renewal window (335 to 365)
· Renewal SLA breach: immediately after day 365 or if:
· In Renewal in Progress > 31 days
· Returned and not resubmitted within 10 days
· QC Review: 4 days
· Validator Review: 6 days


SLA Timeline Comparison Tables

New Policy Exceptions – Previous Timeline (FND) vs New Timeline (Archer)


	Stage / Activity
	Previous Timelines (FND)
	New Timelines (Archer)
	Reduction (Days)
	% Reduction

	Draft Submission Window
	30 days
	15 days
	15 days
	50% reduction

	Resubmission Window
	30 days
	10 days
	20 days
	66.67% reduction

	QC Review – Initial
	7 days
	7 days
	0
	0%

	Validator Review – Initial
	30 days
	23 days
	7 days
	23.33% reduction

	Total Initial Review Cycle
	67 days (30 draft + 30 validator + 7 QC)
	45 days (15 draft + 23 validator + 7 QC)
	22 days 
	32.84% reduction

	QC Review – Resubmission
	7 days
	4 days
	3 days
	42.86% reduction

	Validator Review – Resubmission
	30 days
	6 days
	24 days
	80% reduction

	Total Resubmission Review Cycle
	67 days (30 resub + 7 QC + 30 validator)
	20 days (10 resub + 4 QC + 6 validator)
	40 days
	66.67% reduction















Renewed Policy Exceptions – Previous Timelines (FND ) vs New Timelines (Archer)


	Stage / Activity
	Previous  Timelines (FND)
	New Timelines (Archer)
	Reduction (Days)
	% Reduction / Shift

	Renewal Start
	Day 365 (post-expiry)
	Day 335 (pre-expiry start)
	Begins 30 days earlier
	Proactive Shift

	Renewal Action Window
	30 days after expiry
	30 days before expiry
	Same window
	0%

	Resubmission / Renewal in Progress
	30 days
	10 days
	20 days
	66.67% reduction

	QC Review (Initial & Returned)
	7 days
	4 days
	3 days
	42.86% reduction

	Validator Review (Initial & Returned)
	30 days
	6 days
	24 days
	80% reduction

	Total Resubmission Review Cycle
	67 days (30 Draft + 7 QC + 30 validator)
	20 days (10 renewal in progress + 4 QC + 6 validator)
	47 days 
	70.15% reduction

	SLA Breach Trigger
	After 30+ days post-expiry
	Immediately after day 365
	N/A
	100% tightening




          


Key Takeaways / Concerns
· The SLA timelines have been significantly tightened, making the process much harder to manage than before.
· The available time across drafting, reviewing, and resubmitting is now shorter, which increases the likelihood of SLA breaches.
· The resubmission window has been cut from 30 days to 10 days, which may lead to delays when clarification, artifacts, and approvals involve multiple teams.
· Small delays from business owners may lead to an SLA breach due to the limited time available.
· Due to the current structure and bandwidth, some PEs might still fall into SLA even after following best practices.


Best Practices / Recommendations
· As a team, we should avoid creating a Policy Exception until all required information and supporting documents are fully available, including CIO approvals, vendor letters, remediation plans, and other evidence.
· For Policy Exceptions going for extension, we should have all required details ready at least 1 month before the expiry date to ensure timely processing.
· In the event of expected delays, we should escalate the update to management at least two weeks before.
· All coordination and data collection should be completed in advance to ensure a complete submission and prevent repeated returns.





Even if we follow best practices and prepare everything in advance, there might be some Policy Exceptions that fall into SLA breach due to the reduced timelines  in Archer. We will aim to minimize breaches as much as possible by preparing early and coordinating across teams.


